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SPECIFICATIONS OF SIGNALLING SYSTEM No. 7

Preface

Signalling System No. 7 consists of:

— the Message Transfer Part (MTP), specified iri Recommendations Q.701 to Q.707
— the Telephone User Part (TUP), specified in Recommendations Q.721 to Q.725
— the Data User Part (DUP), specified in Recommendation X.61 (Q.741).

An overall description of the signalling system and the division of functions and interactions between the

Message Transfer Part and the User Parts is given in Recommendation Q.701.

General signalling network considerations are contained in Recommendation Q.705.

The use of Signalling System No. 7 in call control applications of the telephone service is recommended in .

Recommendations Q.7 [1] and Q.110 [2].

The use of Signalling System No. 7 in call control applications of the circuit switched data transmission

service is recommended in Recommendation X.60 [3). The call control and signalling procedures applicable for
international data transmission user facilities and network utilities are defined in Recommendation X.87 [4].

(1]

(2]

(31

[4]
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SECTION 1

MESSAGE TRANSFER PART (MTP)

Recommendation Q.701

FUNCTIONAL DESCRIPTION OF THE SIGNALLING SYSTEM
(MESSAGE TRANSFER PART)

1 General

1.1 Objectives and fields of application

The overall objective of Signalling Systeni No. 7 is to provide an internatibnal]y standardized general
purpose common channel signalling (CCS) system:

— optimized for operation in digital telecommunications networks in conjunction with stored program
controlled exchanges;

— that can meet present and future requirements of information transfer for inter-processor transactions
within telecommunications networks for call control, remote control, and management and mainte-
nance signalling;

— that provides a reliable means for transfer of information in correct sequence and without loss or
duplication.

The signalling system meets requirements of call control signalling for telecommunication-services such as
the telephone and circuit switched data\transmlssmn serwces It can also be used as a rellable/transport system for
other types of information transfer betweeii™ exchanges and specialized centres in telecommunications networks

. (e.g. for management and maintenance purposes). The system is thus applicable for multipurpose uses in networks
that are dedicated for particular services and in multiservices networks. The signalling system is intended to be
applicable in international and national networks.

The signalling system is optimized for operation over 64-kbit/s digital channels. It is also suitable for
operation over analogue channels and at lower speeds. The system is suitable for use on point-to-point terrestrial
and satellite links. It does not include the special features required for use in point-to-multipoint operation but
can, if required, be extended to cover such an application.

1.2 General characteristics

Common channel signalling is a signalling method in which a single channel conveys, by means of
labelled messages, signalling information relating to, for example, a muitiplicity of circuits, or other information
such as that used for network management. Common channel signalling can be regarded as a form of data
communication that is specialized for various types of signalling and information transfer between processors in
telecommunications networks.

The signalling system uses signalling links for transfer of signalling messages between exchanges or other
nodes in the telecommunication network served by the system. Arrangements are-provided to ensure reliable
transfer of signalling information in the presence of transmission disturbances or network failurés: These include
error detection and correction on each signalling link. The system is normally applied with redundancy of

-
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signalling links and it includes functions for automatic diversion of signalling traffic to alternative paths in case of
link failures. The capacity and reliability for signalling may thus be dimensioned by provision of a multiplicity of
signalling links according to the requirements of each application.

1.3 Modularity

~The wide scope of the signalling system requires that the total system includes a large diversity of
functions and that further functions can be added to cater for extended future applications. As a consequence only
a subset of the total system may need to be used in an individual application.

A major characteristic of the signalling system is that it is specified with a functional structure to ensure
flexibility and modularity for diverse applications within one system concept. This allows the system to be realized
as a number of functional modules which could ease adaptation of the functional content of an operating
Signalling System No. 7 to the requirements of its application.

The CCITT specifications of the signalling system specify functions and their use for international
operation of the system. Many of those functions are also required in typical national applications. Furthermore,
the system to some extent includes features that are particular to national applications. The CCITT specifications
thus form an internationally standardized base for a wide range of national applications of common channel
signalling.

System No. 7 is one common channel signalling system. However, as a consequence of its modularity and
its intended use as a standard base for national applications the system may be applied in many forms. In general,
to define the use of the system in a given national application, a selection of the CCITT specified functions must
be made and the necessary additional national functions must be specified depending on the nature of the
application.

2 Signalling system structure

2.1 Basic functional division

The fundamental principle of the signalling system structure is the division of functions into a common
Message Transfer Part (MTP) on one hand and separate User Parts for different users on the other. This is
illustrated in Figure 1/Q.701.

IQ-—— Signalling link _—> .
] rl:_‘]

I |
User Common Link Signalling Link Common User
message 31 transfer control — data — control transfer |6 message
processing functions functions tink functions functions processing

-
L =
User User
Parts Parts
le Message Transfert Part »

— CCITT-34930
FIGURE 1/Q.701 '

Functional diagram for the common channel signalling system

The overall function of the Message Transfer Part is to serve as a transport system providing reliable
transfer of signalling messages between the locations of communicating user functions.

6 Fascicle VI.6 — Rec. Q.701



The term user in this context refers to any functional entity that utilizes the transport capability provided
by the Message Transfer Part. A User Part comprises those functions of, or related to, a particular type of user
that are part of the common channel signalling system, typically because those functions need to be specified in a
signalling context.

The basic commonality in signalling for different services resulting from this concept is the use of a
common transport system, i.e. the Message Transfer Part. Also, a degree of commonality exists between certain
User Parts, e.g. the Telephone User Part (TUP) and the Data User Part (DUP).

2.2 Functional levels

221 General

As a further separation, the necessary elements of the signalling system are specified in accordance with a
level concept in which:

— the functions of the Message Transfer Part are separated into three functional levels, and

— the User Parts constitute parallel elements at the fourth functional level.

The level structure is illustrated in Figure 2/Q.701.

The system structure shown in Figure 2/Q.701 is not a specification of an implementation of the system.
The functional boundaries B, C and D may or may not exist as interfaces in an implementation. The interactions
by means of controls and indications may be direct or via other functions. However, the structure shown in
Figure 2/Q.701 may be regarded as a possible model of an implementation.

Level 4 Level 3 Level 2 Level 1
le— i »le
X T A
User '
Parts Message Transfer Part !
; |
Signalling network 1 l
functions | Signalling link 5 !
0 I
| | | ! ]
[~ Signalling : Signalling - i Signalling :
' ] TUP - mgessage ‘-F link r data l
: : o handling ! functions | link !
1
1
| | . | : , !
. : : l N
| B . i | —
. . H t : |
e R T
—_ ] = L : -
. b : ! |
RS BN Signalling ' ! .
| buP : network B B it L e et 2 : |
. ! management .
— |} i
. '
'
| N '
1
'
! ' l
I '
' .
]
1
. Other .-.{--J |
| type FI—-J Testing and maintenance i
CCI'I'I'—341941I
e Signalling message flow T eemmeaa- Controls and indications
TUP Telephone User Part DuP Data User Part

FIGURE'2/Q.701
General structure of signalling system functions
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2.2.2  Signalling data link functions (level 1)

Level 1 defines the physical, electrical and functional characteristics of a signalling data link and the
means to access it. The level 1 element provides a bearer for a signalling link.

In a digital environment. 64-kbit/s digital paths will normally be used for the signalling data link. The
signalling data link may be accessed via a switching function, providing a potential for automatic reconfiguration
of signalling links. Other types of data links, such as analogue links with modems, can also be used.

The detailed requirements for signalling data links are specified in Recommendation Q.702.

2.2.3  Signalling link functions (level 2)

Level 2 defines the functions and procedures for and relating to the transfer of signalling messages over
one individual signalling data link. The level 2 functions together with a level 1 signalling data link as a bearer
provides a signalling link for reliable transfer of signalling messages between two points.

A signalling message delivered by the higher levels is transferred over the signalling link in variable length
signal units. For proper operation of the signalling link, the signal unit comprises transfer control information in
addition to the information content of the signalling message.

The signalling link functions include:

—delimitation of signal unit by means of flags;

— flag imitation prevention by bit stuffing;

— error detection by means of check bits included in each signal unit;

— error correction by retransmission and signal unit sequence control by means of explicit sequence
numbers in each signal unit and explicit continuous acknowledgements;

— signalling link failure detection by means of signal unit error rate monitoring and signalling link
recovery by means of special procedures.

The detailed requirements for signalling link functions are given in Recommendation Q.703.

2.2.4  Signalling network functions (level 3)

Level 3 in principle defines those transport functions and procedures that are common to and independent
of the operation of individual signalling links. As illustrated in Figure 2/Q.701 these functions fall into two major
categories:

a) signalling message handling functions — these are functions that, at the actual transfer of a message,
direct the message to the proper signalling link or User Part;

b) signalling network management functions — these are functions that, on the basis of predetermined
data and information about the status of the signalling network, control the current message routing
and configuration of signalling network facilities. In the event of changes in the status they also
control reconfigurations and other actions to preserve or restore the normal message transfer
capability.

The different level 3 functions interact with each other and with the functions of other levels by means of
indications and controls as illustrated in Figure 2/Q.701. This figure also shows that the signalling network
management as well as the testing and maintenance actions may include exchange of signalling messages with
corresponding functions located at other signalling points. Although not User Parts these parts of level 3 can be
seen as serving as “User Parts of the Message Transfer Part”. As a convention in these specifications, for each
description, general references to User Parts as sources or sinks of signalling message implicitly include these parts
of level 3 unless the opposite is evident from the context or explicitly stated.

A description of the level 3 functions in the context of a signalling network is given in § 3 below. The
detailed requirements for signalling network functions are given in Recommendation Q.704. Some means for
testing and maintenance of the signalling network are provided and the detailed requirements are given in
Recommendation Q.707.
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2.2.5  User Part functions (level 4)

Level 4 consists of the different User Parts. Each User Part defines the functions and procedures of the
signalling system that are particular to a certain type of user of the system.

The extent of the User Part functions may differ significantly between different categories of users of the
signalling system, such as:

— users for which most user communication functions are defined within the signalling system. Examples
are telephone and data call control functions with their corresponding Telephone and Data User
Parts;

— users for which most user communication functions are defined outside the signalling system. An
example is the use of the signalling system for transfer of information for some management or
maintenance purpose. For such an “external user” the User Part may be seen as a “mailbox™ type of
interface between the external user system and the message transfer function in which, for example,
the user information transferred is assembled and disassembled to/from the applicable signalling
message formats.

2.3 Signalling message
A signalling message is an assembly of information, defined at level 3 or 4, pertaining to a call,
management transaction, etc., that is transferred as an entity by the message transfer function.

Each message contains service information including a service indicator identifying the source User Part and
possibly additional information such as an indication whether the message relates to international or national
application of the User Part.

The signalling information of the message includes the actual user information, such as one or more
telephone or data call control signals, management and maintenance information, etc., and information identi-
fying the type and format of the message. It also includes a label that provides information enabling the message:

— to be routed by the level 3 functions and through a signalling network to its destination; and

— to be directed at the receiving User Part to the particular circuit, call, management or other’
transaction to which the message is related.

On the signalling link, each signalling message is packed into Message Signal Units (MSUs) which also
includes transfer control information related to the level 2 functions of the link.

2.4 Functional interface
The following functional interfacé between the Message Transfer Part and the User Parts can be seen as a

model illustrating the division of functions between these parts. The interface (see Figure 3/Q.701) is purely
functional and rieed not appear as such in an implementation of the system.

Message delimitation

Service information
* .
Signalling information
Message delimitation Message
User . Transfer
Part Service information Part
?. Signalling information
— Flow control
CCITT-34951

FIGURE 3/Q.701 .
Functional interface between the message transfer part and the user parts
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The main interaction between the Message Transfer Part and the User Parts is the transfer of signalling
messages across the interface, each message consisting of service information and signalling information as
described above. Message delimitation information is also transferred across the interface with the message.

In addition to the transfer of messages and associated information the interaction may also include flow
control information, e.g. an indication from the Message Transfer Part that it is unable to serve a particular
destination.

A description of the characteristics of the Message Transfer Part as seen from the functional interface and
the requirements to be met by potential users of the message transfer function is given in § 4.

3 Signalling network

3.1 Basic concepts and features

3.1.1  Signalling network components

A telecommunication network served by common channel signalling is composed of a number of switching
and processing nodes interconnected by transmission links. The nodes in the telecommunication network that are
provided with common channel signalling are in the context of signalling referred to as signalling points.

In specific cases there may be a need to partition the common channel signalling functions at such a
(physical) node into logically separate entities from a signalling network point of view; i.e. a given (physical) node
may be defined as more than one signalling point. One example is an exchange at the boundary between the
international and a national signalling network.

Any two signalling points, for which the possibility of communication between their corresponding User
~Part functions exists, are said to have a signalling relation.

The corresponding concept for a given User Part is called user signalling relation.

An example is when two telephone exchanges are directly connected by a bundle of speech circuits. The
exchange of telephone signalling relating to these circuits then constitutes a user signalling relation between the
telephone User Part functions in those exchanges in their role as signalling points.

Another example is when administration of customer and routing data in a telephone exchange is remotely
controlled from an operation and maintenance centre by means of communication through the common channel
signalling system. This communication then constitutes a user signalling relation between the applicable operation
and maintenance User Part functions at the telephone exchange and the corresponding functions at the operation
and maintenance centre.

The common channel signalling system uses signalling links to convey the signalling messages between two
signalling points. A number of signalling links that directly interconnect two signalling points which are used as a
module constitute a signalling link set. Although a link set typically includes all parallel signalling links it is
possible to use more than one link set in parallel between two signalling points. A group of links within a link set
that have identical characteristics (e.g. the same data link bearer rate) is called a link group.

Two signalling points that are directly interconnected by a signalling link set are, from a signalling
network structure point of view, referred to as adjacent signalling points. Correspondingly, two signalling points
that are not directly interconnected are nonadjacent signalling points.

3.1.2  Signalling modes

The term signalling mode refers to the association between the path taken by a signalling message and the
signalling relation to which the message refers.

In the associated mode of signalling the messages relating to a particular signalling relation between two
adjacent signalling points are conveyed over a link set, directly interconnecting those signalling points.

In the non-associated mode of signalling the messages relating to a particular signalling relation are
conveyed over two or more link sets in tandem passing through one or more signalling points other than those
which are the origin and the destination of the messages.

10 Fascicle V1.6 — Rec. Q.701



The quasi-associated mode of signalling is a limited case of the non-associated mode where the path taken
by a message through the signalling network is predetermined and, at a given point in time, fixed.

Signalling System No. 7 is specified for use in the associated and quasi-associated modes. The Message
Transfer Part does not include features to avoid out-of-sequence arrival of messages or other problems that would
typically arise in a fully non-associated mode of signalling with dynamic message routing.

Examples of signalling modes are illustrated in Figure 4/Q.701.

: Associated : : Associated : Quasi-associated Quasi-associated
\

\ . /
\ Associated /
\ /

) . \ /
_____ Signalling relation /

Signalling link set ~—r’

CCITT-34960

Signalling point with at least STP-function;

Signalling point with at least a user function;
whether or not STP-function is present is irrelevant in the context of the graph.
D whether or not user function is present is irrelevant in the context of the graph.

Signalling point with both user function and STP-function.

Signalling point; irrelevant whether user function and/or
STP-function is present.

> (

_ FIGURE 4/Q.701
Examples of associated and quasi-associated signalling modes and definition of signalling network graph symbols

3.1.3  Signalling point modes

‘A signalling point at which a message is generated, i.e. the location of the source User Part function, is the
originating point of that message.

A signalling point to which a message is destined, i.e. the location of the receiving User Part function, is
the destination point of that message. ‘

A signalling point at which a message received on a signalling link is transferred to another link,
i.e. neither the location of the source nor the receiving User Part function, is a signalling transfer point (STP).

For a particular signalling relation the two signalling points thus function both as originating and
destination points for the messages exchanged in the two directions between them.

In the quasi-associated mode the function of a signalling transfer point is typically located in a few
signalling points which may be dedicated to this function or may combine this function with some other
(e.g. switching) function. A signalling point serving as a signalling transfer point functions as an originating and a
destination point for the messages generated and received by the level 3 function of the Message Transfer Part
also in cases when no user functions are present.

3.1.4 Message labelling

Each message contains a label. In the standard label the portion that is used for routing is called the
routing label. This routing label includes:

a) explicit indications of destination and originating points of the message, i.e. identification of the
signalling relation concerned;

b) a code used for load sharing which may be the least significant part of a label component that
identifies a user transaction at level 4.

Fascicle VI.6 — Rec. Q.701 11



The standard routing label assumes that each ‘signalling point in a signalling network is allocated a code
according to a code plan, established for the purpose of labelling, that is unambiguous within its domain.
Messages labelled according to international and national code plans are discriminated by means of an indication

in the service information included in each message.

The standard routing label is suitable for national applications also. However, the signalling system
includes the possibility for using different labels nationally.

3.2

Signalling message handling functions

Figure 5/Q.701 illustrates the signalling message handling functions.
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CCITT-34970

m——_ Signalling message flow

3.21

Message routing

FIGURE 5/Q.701
Detailed structure of signalling system functions

Controls and indications

Message routing is the process of selecting, for each signalling message to be sent, the signalling link to be
used. In general, message routing is based on analysis of the routing label of the message in combination with
predetermined routing data at the signalling point concerned.
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Message routing is destination code dependent with typically an additional load-sharing element allowing
different portions of the signalling traffic to a particular destination to be distributed over two or more signalling
links. This traffic distribution may be limited to different links within a link set or applied to links in different
link sets.

Each succession of signalling links that may be used to convey a message from the originating point to the
destination point constitutes a message route. Signalling route is the corresponding concept for a possible path,
referring to a succession of link sets and signalling transfer points, between a given signalling point and the
destination point. :

In Signalling System No. 7 message routing is made in a manner by which the message route taken by a
message with a particular routing label is predetermined and, at a given point in time, fixed. Typically, however,
in the event of failures in the signalling network, the routing of messages, previously using the failed message
route, is modified in a predetermined manner under control of the signalling traffic management function at
level 3.

Although there are in general advantages in using a uniform routing of messages belonging to different
User Parts, the service indicator included in each message provides the potential for using different routing plans
for different User Parts.

3.2.2 Message distribution

Message distribution is the process which, upon receipt of a message at its destination point, determines to
which User Part the message is to be delivered. This choice is made on analysis of the service indicator.

3.2.3  Message discrimination

Message discrimination is the process which, upon receipt of a message at a signalling point, determines
whether or not the point is the destination point of that message. This decision is based on analysis of the
destination code in the routing label in the message. If the signalling point is the destination point the message is
delivered to the message distribution function. If it is not the destination point, i.e. in the case when it serves as a
signalling transfer point for that message, the message is delivered to the message routing function for further
transfer to a signalling link. Message discrimination thus is a function required only at a signalling point that acts
as a signalling transfer point. '

33 Signalling network management functions

Figure 5/Q.701 illustrates the signalling network management functions.

3.3.1  Signalling traffic management

The tasks of the signalling traffic management function are:

a) to control message routing; this includes modification of message routing to preserve, when required,
accessibility of all destination points concerned or to restore normal routing;

b) in conjunction with modifications of message routing, to control the resulting transfer of signalling
traffic in a manner that avoids irregularities in message flow;

¢) flow control.

Control of message routing is based on analysis of predetermined information about all allowed potential
routing possibilities in combination with information, supplied by the signalling link management and signalling
route management functions, about the status of the signalling network (i.e. current availability of signalling links
and routes).

Changes in the status of the signalling network typically result in modification of current message routing
and thus in transfer of certain portions of the signalling traffic from one signalling link to another. The transfer of
signalling traffic is performed in accordance with specific procedures. These procedures — changeover, change-
back, forced rerouting and controlled rerouting — are designed to avoid, as far as the circumstances permit, such
irregularities in message transfer as loss, mis-sequencing or mulitiple delivery of messages.

The changeover and changeback procedures involve communication with other signalling point(s). For
example, in the case of changeover from a failing signalling link, the two ends of the failing link exchange
information (via an alternative path) that normally enables retrieval of messages that otherwise would have been
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lost on the failing link. However, as further explained later, these procedures cannot guarantee regular message
transfer in all circumstances.

A signalling network has to have a signalling traffic capacity that is higher than the normal traffic offered.
However, in overload conditions (e.g. due to network failures or extremely high traffic peaks) the signalling traffic
management function takes flow control actions to minimize the problem. An example is provision of an
indication to the local user functions concerned that the Message Transfer Part is unable to transport messages to
a particular destination in the case of total breakdown of all signalling routes to that destination point. If such a
situation occurs at a signalling transfer point a corresponding indication 1s given to the signalling route
management function for further dissemination to other signalling points in the signalling network.

3.3.2  Signalling link management

The task of the signalling link management function is to control the locally connected link sets. In the
event of changes in the availability of a local link set it initiates and controls actions aimed at restoring the
normal availability of that link set.

The signalling link management function also supplies information about the availability of local links and
link sets to the signalling traffic management function.

The signalling link management function interacts with the signalling link function at level 2 by receipt of
indications of the status of signalling links. It also initiates actions at level 2 such as, for example, initial
alignment of an out-of-service link.

The signalling system can be applied with different degrees of flexibility in the method of provision of
signalling links. A signalling link may for example consist of a permanent combination of a signalling terminal
device and a signalling data link. It is also possible to employ an arrangement in which any switched connection
to the remote end may be used in combination with any local signalling terminal device. It is the task of the
signalling link management function in such arrangements to initiate and control reconfigurations of terminal
devices and signalling data links to the extent such reconfigurations are automatic. In particular, this involves
interaction, not necessarily direct, with a switching function at level 1.

3.3.3  Signalling route management

Signalling route management is a function that relates to the quasi-associated mode of signalling only. Its
task is to transfer information about changes in the availability of signalling routes in the signalling network to
enable remote signalling points to take appropriate signalling traffic management actions. Thus a signalling
transfer point may, for example, send messages indicating inaccessibility of a particular signalling point via that
signalling transfer point, thus enabling other signalling points to stop routing messages into an incomplete route.

34 Testing and maintenance functions

Figure 5/Q.701 illustrates that the signalling system includes some standard testing and maintenance
procedures that use level 3 messages. Furthermore, any implementation of the system typically includes various
implementation dependent means for testing and maintenance of equipment concerned with the other levels.

3.5 Use of the signalling network

3.5.1  Signalling network structure

The signalling system may be used with different types of signalling network structures. The choice
between different types of signalling network structures may be influenced by factors such as the structure of the
telecommunication network to be served by the signalling system and administrative aspects.

In the case when the provision of the signalling system is planned purely on a per signalling relation basis,
the likely result is a signalling network largely based on associated signalling, typically supplemented by a limited
degree of quasi-associated signalling for low volume signalling relations. The structure of such a signalling
network is mainly determined by the patterns of the signalling relations. International signalling is an example of
an application for which this approach is suitable.
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Another approach is to consider the signalling network as a common resource that should be planned
according to the total needs for common channel signalling. The high capacity of digital signalling links in
combination with the needs for redundancy for reliability then typically leads to a signalling network based on a
high degree of quasi-associated signalling with some provision for associated signalling for high volume signalling
relations. The latter approach to signalling network planning is more likely to allow exploitation of the potential
of common channel signalling to support network features that require communication for purposes other than the
switching of connections.

Further considerations about the use of a signalling network are given in Recommendation Q.705.

3.5.2  Provision of signalling facilities

In general, the most important factor for the dimensioning of the signalling network is the need for
reliability by means of redundancy. Depending on the signalling network structure and the potential for
reconfiguration of signalling equipment, the required redundancy may be provided by different combinations of:

— redundancy in signalling data links (e.g. nominated reserves or switched connections);

— redundancy in signalling terminal devices (e.g. a common pool of terminals for the whole signalling
point);

— redundancy of signalling links within a link set (typically operating with load sharing);
— redundancy in signalling routes for each destination (possibly operating with load sharing).

The loading capacity of a digital signalling link is high in relation to the signalling traffic generated for
call control signalling. Therefore, in many typical applications the links will be lightly loaded and signalling
traffic volume will be a secondary factor for the dimensioning of the signalling network. However, in high
signalling traffic applications or when analogue links with lower speeds are used, it may be necessary to
dimension the traffic capacity by provision of additional signalling links. The message routing principles adopted
for the signalling system allow partitioning of the total signalling traffic into different portions based on load
sharing, destination point code and service information. Such partitioning provides a useful means of controlling
the load and dimensioning of the capacity of different sections of a signalling network, as it allows distribution of
different portions of the signalling traffic. It can also be used to dedicate certain parts of a signalling network to
signalling traffic related to a particular user.

3.5.3  Application of signalling network functions

The signalling network functions provided by the signalling system are designed to cater for a range of
signalling network configurations. It is not necessary that all of those functions be present at all signalling points.
The necessary functional content at level 3 at a particular signalling point depends for example on what signalling
mode(s) are used, whether or not it is a signalling transfer point, what type of signalling equipment redundancy is
employed, etc. It is thus feasible to implement level 3 functions with modularity for different capabilities
corresponding to different signalling network configurations. As a special case it is even possible to apply the
signalling system without using the level 3 element at all, e.g. in a small exchange or private automatic branch
exchange which can only be reached via one primary puise code modulation system.

4 Message transfer capability

4.1 General

The Message Transfer Part recommendations specify methods by which different forms of signalling
networks can be established. The requirements for the Message Transfer Part have primarily been determined by
the requirements of call control signalling for the telephone and circuit switched data transmission services.
However, the Message Transfer Part is also intended to have the ability to serve as a transport system for other
types of informationtransfer. The following summarises the typical characteristics of the transport service that may
be offered by the Message Transfer Part to a potential user of this ability.

All information to be transferred by the Message Transfer Part must be assembled into messages. The
linking of the source and sink of a message is inherent in the label in combination with the signalling routes
existing between the two locations. From a transportation.point of view each message is self-contained and
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handled individually. The nature of the transport service offered by the Message Transfer Part is therefore similar
to that offered by a packet switched network. In addition, all messages containing the same label constitute a set
of messages that is handled in a uniform manner by the Message Transfer Part, thus ensuring, in normal
circumstances, regular delivery in the correct sequence.

4.2 User location in system structure

A potential user of the transport service is typically included in the system structure by provision of a
separate User Part. This requires allocation of a service indicator code, the specification of which is part of both
the Message Transport Part and User Part concerned.

As an alternative, a potential user may be catered for, together with other similar users, by an already
existing or new User Part. In such a case the discrimination between messages belonging to this potential user and
the other similar users is an internal matter within the User Part concerned. It then follows that all messages
belonging to such a User Part are necessarily handled, e.g. as regards routing, in a uniform manner by the
Message Transfer Part.

43 Message content

4.3.1  Code transparency

Information with any code combination generated by a user can be transferred by the Message Transfer
Part provided that the message respects the requirements described below.

4.3.2  Service information

Each message must contain service information coded in accordance with the rules specified in Recom-
mendation Q.704, § 12.

4.3.3  Message label

Each message must contain a label consistent with the routing label of the signalling network concerned.
See also Recommendation Q.704, § 2.

4.3.4 Message length

The information content of a message should be an integral number of octets.

The total amount of signalling information transferable in one message is limited by some parameters of
the signalling system; although normally limited to about 60 octets the signalling system can, if required in certain
national applications, accept transfer of user information blocks in the order of 256 octets in single messages.

Depending on the signalling traffic characteristics of a user and of other users sharing the same signalling
facilities, there may be a need to limit message lengths below the system limit based on queueing delay
considerations.

In the case when information blocks generated by a user function exceed the allowed message length, it is
necessary to implement means for segmentation and blocking of such information blocks within the User Part
concerned.

4.4 User accessibility

The accessibility of user functions through a signalling network depends on the signalling modes and
routing plan employed in that network.

In the case when only the associated mode of signalling is employed, only user functions located at
adjacent signalling points may be accessed.

In the case when quasi-associated signalling is employed, user functions located at any 51gnallmg pomt
may be accessed provided that the correspondmg message routing data is present.

4.5 Transport service performance

Further detailed information is provided in Recommendation Q.706.
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4.5.1 Message transfer delay

The normal delay for transfer of messages between user locations depends on factors such as distance,
signalling network structure, signalling data link type and bit rate and processing delays.

A small proportion of messages will be subject to additional delay because of transmission disturbances,
network failures, etc.

45.2  Message transfer failures

The Message Transfer Part has been designed to enable it to transfer messages in a reliable and regular
manner even in the presence of network failures. However, inevitably some failures will occur the consequences of
which cannot be avoided with economic measures. The types of failures that may occur and some typical
probabilities of their occurrence are described below. Recommendation Q.706 provides further detailed informa-
tion that can be used to estimate failure rates for particular cases.

In the case when a potential user function requires a reliability of the transport service that cannot be
guaranteed by the Message Transfer Part, the reliability for that user may be enhanced by adoption of appropriate
level 4 procedures, possibly including some means of supplementary end-to-end error control.

The following types of message transfer failures are possible, and expected probabilities for such failures
in typical applications are indicated, (see also Recommendation Q.706).

a) Unavailability of the transport service to one or more locations — the availability of the message
transfer capability depends on the redundancy provided in the signalling network; the availability can
therefore be dimensioned.

b) Loss of messages — the probability of loss of messages mainly depends on the reliability of signalling
equipment; typically it is expected to be lower than 10~

¢) Mis-sequencing of messages — may in certain configurations of quasi-associated signalling occur with
rare combinations of independent failures and disturbances. The probability, in such configurations,
of a message being delivered out-of-sequence depends on many factors but is expected to be lower
than 10-10. ‘

d) Delivery of false information — undetected errors may lead to delivery of false information; the
possibility of an error in a message delivered is expected to be lower than 1019,

Recommendation Q.702

SIGNALLING DATA LINK

1 General

1.1 A signalling data link is a bidirectional transmission path for signalling, comprising two data channels
operating together in opposite directions at the same data rate. It constitutes the lowest functional level (level 1) in
the Signalling System No. 7 functional hierarchy.

1.2 Functional configuration of a signalling data link is shown in Figure 1/Q.702.

13 A digital signalling data link is made up of digital transmission channels? and digital switches or their
terminating equipment providing an interface to signalling terminals. The digital transmission channels may be
derived from a digital stream having a frame structure as specified for digital exchanges and for pulse code
modulation multiplex equipment (Recommendations G.732 [1], G.733 [2], G.734 [3], G.744 [4], G.746 [5], G.736 [6],
G.737 [7], G.738 [8], G.739 [9), etc.), or from digital streams having a frame structure specified for data circuits
(Recommendations X.50 [10], X.51 [11], X.50 bis {12], X.51 bis [13]).

) The terms transmission channel and transmission link are used in Signalling System No. 7 instead of transfer channel and
transfer link used in Signalling System No. 6. .
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Note - Theinterface function is provided, for example, by amodem in an analogue signalling data link,
a data circuit terminating equipment (DCE) or a time slot access equipment in a digital signalling data
link.

b) Example 2 — Signalling data link (digital or analogue) via interface equipment

FIGURE 1/Q.702
Functional configuration of a signalling data link

14 An analogue signalling data hnk is made up of voice-frequency ana]ogue transmission channels either
4 kHz or 3 kHz spaced, and modems

1.5 Signalling System No. 7 is capable of operating over both terrestrial and satellite transmission links b,

)" The terms transmission channel and transmission link are used in Signalling System No. 7 instead of transfer channel and
transfer link used in Signalling System No. 6.
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1.6 The operational signalling data link shall be exclusively dedicated to the use of a Signalling System No. 7
signalling link between two signalling points. No other information should be carried by the same channel
together with the signalling information. '

1.7 Equipment such as echo suppressors, digital pads, or A/u law convertors attached to the transmission link
must be disabled in order to assure full duplex operation and bit integrity of the transmitted data stream.

1.8 64-kbit/s digital signalling channels entering a digital exchange via a multiplex structure shall be
switchable as semipermanent channels in the exchange.

2 Signalling bit rate

2.1 General
2.1.1 The standard bit rate on a digital bearer will be 64 kbit/s.

2.1.2  Lower bit rates may be adopted for each application, taking into account the User Part requirements and
the capability of available transmission links.

2.1.3 The minimum signalling bit rate for telephone call control applications will be 4.8 kbit/s. For other
applications such as network management, bit rates lower than 4.8 kbit/s can also be used.

2.2 - Use of bit rates lower than 64 kbit/s

2.2.1 For national telephone call control applications, use of Signalling System No. 7 at bit rates lower than
64 kbit/s shall take account of the requirement to minimize the answer signal delay when in-band line signalling
systems are involved (Recommendation Q.27 [14]).

2.2.2  Signalling System No. 7 can be used for direct international application at bit rates lower than 64 kbit/s
between countries which have no in-band line signalling systems in their national extension networks (see § 2.1.3).

2.2.3  The possible use of Signalling System No. 7 at bit rates lower than 64 kbit/s between countries which have
in-band line signalling systems in their national extension networks is for further study.

3 Error characteristics and availability

Error characteristics and availability requirements will conform to relevant Recommendations (for
example, Recommendation G.821 [15] on digital circuits). No additional characteristics or requirements will be
specified in this Recommendation.

4 Interface specification points

4.1 Interface requirements may be specified at one of three points, A, B or C in Figure 2/Q.702. The
appropriate point depends on the nature of transmission links used and the approach toward the implementation
of interface equipment adopted by each Administration.

4.2 For the international application, interface requirements at either Point B, or Point C will apply.

43 Interface requirements for an international digital signalling data link will be specified at Point C in
accordance with the specific multiplex structure used. (See § 5.)
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b) Example 2 — Signalling data link (digital or analogue) via interface equipment

FIGURE 2/Q.702
Interface specification points

4.4 Interface requirements for an international analogue signalling data link will be specified at Point B on a
single channel basis, and thus are independent of multiplex equipment used. (See § 6.)

4.5 Interface at Point A may or may not appear in particular implementations, as each Administration may
adopt different approaches towards the implementation of interface equipment. If it does appear in implementa-
tions, then the interface requirements specified in Recommendations V.10 [16], V.11 [17], V.24 [18], V.28 [19],
V.35 [20], V.36 [21], X.24 [22] and G.703 [23] (for 64-kbit/s interface) should be followed as appropriate.

4.6 Implementations which do not follow all the requirements in the relevant Recommendations cited above
should nevertheless take into account those requirements that are specified for testing and maintenance actions
which require communication between the two ends of a data link. Interface requirements for testing and
maintenance are specified in Recommendation Q.707.

5 Digital signalling data link

5.1 Signalling data link derived from the 2048-kbit/s digital path

When a signalling data link is to be derived from a 2048-kbit/s digital path, the following shall apply:

a) The interface requirements, specified at Point C in Figure 2/Q.702, should comply with Recommenda-
tions G.703 [23] for the electrical characteristics and G.732 [1] and G.734 [3] for other aspects, e.g. for
the frame structure.

b) The signalling bit rate shall be 64 kbit/s.

¢) The standard channel time slot for the use of a signalling data link is time slot 16. When time slot 16
is not available, any channel time slot available for 64-kbit/s user transmission may be used.

d) No bit inversion is performed.

20 Fascicle VI.6 — Rec. Q.702



5.2 Signalling data link derived from the 8448-kbit/s digital path

When a signalling data link is to be derived from a 8448-kbit/s digital path, the following shall apply:

a) The interface requireméms, specified at Point C in Figure 2/Q.702, should comply with Recommenda-
tions G.703 [23] for the electrical characteristics and G.744 [4] and G.746 [5] for other aspects, e.g. for
the frame structure.

b) The signalling bit rate shall be 64 kbit/s.

c¢) The standard channel time slots for the use of a signalling data link are time slots 67 to 70 in
descending order of priority. When they are not available, any channel time slot available for
64-kbit/s user transmission may be used.

d) No bit inversion is performed.

53 Signalling data link derived from the 1544-kbit/s digital path

(For further study.)

Note — When a signalling bit rate of 64 kbit/s is adopted, the values of bits should be inverted within the
signalling terminal or the interface equipment in order to meet the minimum mark density requirements of the
Recommendation G.733 [2] based PCM systems.

5.4 Signalling data link established over a digital path -made up by digital sections based on different (A, u)
encoding laws

(For further study.)

5.5 Signalling data link established over data circuits

When a signalling data link is to be established over data circuits derived from a 64-kbit/s digital stream
having a frame structure as specified in such Recommendations as X.50 [10], X.51 [11], X.50 bis[12] and
X.51 bis {13] the following shall apply:

a) The interface requirements, specified at Point C in Figure 2/Q.702, should comply with relevant
requirements in one of the above-mentioned Recommendations, applicable to the environment of the
intended use.

b) When 64-kbit/s multiplexed streams are carried on 2048-kbit/s or 1544-kbit/s digital paths, Recom-
mendations G.736 [6], G.737 [7], G.738 [8] and G.739 {9] should apply.

6 Analogue signalling data link

6.1 Signalling bit rate

6.1.1  Applications of the analogue signalling data link must take account of the delay requirements described in

6.1.2 For telephone’call control applicétions, the signalling bit rate over an analogue signalling data link shall
be higher or equal to 4.8 kbit/s.

6.2 Interface requirements

In case of 4.8-kbit/s operation, interface requirements specified at the interface point B in Figure 2/Q.702
should comply with relevant requirements specified for 4.8-kbit/s modems in Recommendations V.27 [24] and
V.27 bis [25]). In addition, the following shall apply:

a) Application of either Recommendations V.27 [24] or V.27 bis [25] depends on the quality of the
analogue transmission channels used. Recommendation V.27 [24] shall apply only to transmission
channels conforming to Recommendation M.1020 [26], while Recommendation V.27 bis [25] to trans-
mission channels conforming to Recommendation M.1020 [26] or of lower quality.

b) Full duplex operation over a 4-wire transmission link should be adopted.

¢) If a separate modem is to be used, the interface requirements specified in Recommendations V.10 [16],
V.11 [17], V.24 [18] and V.28 [19], applicable at Point A in Figure 2/Q.702, should be followed as
much as possible.
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1 General

1.1 Introduction

1.1.1 This Recommendation describes the functions and procedures for and relating to the transfer of signal
messages over one signalling data link. The signalling link functions, together with a signalling data link as bearer,
provide a signalling link for reliable transfer of signalling messages between two directly connected signalling

points.

Signalling messages delivered by superior hierarchical levels are transferred over the signalling link in
variable length signal units. The signal units include transfer control information for proper operation of the
signalling link in addition to the signalling information.

1.1.2  The signalling link functions comprise:

a)
b)
<)
d)
e)
f)

signal unit delimitation,
signal unit alignment,
error detection,

error correction,

initial alignment,

signalling link error monitoring.

All these functions are coordinated by the link state control, see Figure 1/Q.703.

1.2 Signal unit delimitation and alignment

The beginning and end of a signal unit are indicated by a unique 8-bit pattern, called the flag. Measures
are taken to ensure that the pattern cannot be imitated elsewhere in the unit.

Loss of alignment occurs when a bit pattern disallowed by the delimitation procedure (more than six
consecutive 1s) is received, or when a certain maximum length of signal unit is exceeded.

Loss of alignment will cause a change in the mode of operation of the signal unit error rate monitor.
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1.3 Error detection

The error detection function is performed by means of 16 check bits provided at the end of each signal
unit. The check bits are generated by the transmitting signalling link terminal by operating on the preceding bits
of the signal unit following a specified algorithm. At the receiving signalling link terminalV the received check bits
are operated on using specified rules, which correspond to that algorithm.

If consistency is not found between the received check bits and the preceding bits of the signal unit,
according to the algorithm, then the presence of errors is indicated and the signal unit is discarded.

1.4 Error correction

141 Two forms of error correction are provided, the basic method and the preventive cyclic retransmission
method. The following criteria should be used for determining the international fields of application for the two
methods:

a) the basic method applies for signalling links using non-intercontinental terrestrial transmission means
and for intercontinental signalling links where the one-way propagation delay is less than 15 ms;

b) the preventive cyclic retransmission method applies for intercontinental signalling links where the
one-way propagation delay is greater than or equal to 15 ms and for all signalling links established
via satellite.

In cases where one signalling link within an international link set is established via satellite, the preventive
cyclic retransmission method should be used for all signalling links of that link set.

1.4.2 The basic method is a non-compelled, positive/negative acknowledgement, retransmission error correction
system. A signal unit which has been transmitted is retained at the transmitting signalling link terminal until a
positive acknowledgement is received. If a negative acknowledgement is received, then the transmission of new
signal units is interrupted and those signal units which have been transmitted but not yet positively acknowledged
starting with that indicated by the negative acknowledgement will be retransmitted once, in the order in which
they were first transmitted.

1.43 The preventive cyclic retransmission method is a non-compelled, positive acknowledgement, cyclic
retransmission, forward error correction system. A signal unit which has been transmitted is retained at the
transmitting signalling link terminal until a positive acknowledgement for that signal unit is received. During the
period when there are no new signal units to be transmitted all the signal units which have not yet been positively
acknowledged are retransmitted cyclically.

The forced retransmission procedure is defined to ensure that forward error correction occurs in adverse
conditions (e.g. high error rate and/or high traffic loading).

When a’ predetermined number of retained, unacknowledged signal units exist, the transmission of new
signal units is interrupted and the retained signal units are retransmitted cyclically until the number of
unacknowledged signal units is reduced.

1.5 Initial alignment

The initial alignment procedure is appropriate to both first time initialization (e.g. after “switch-on”) and
alignment in association with restoration after a link failure. The procedure is based on the compelled exchange of
status information between the two signalling points concerned and the provision of a proving period. No other
signalling link is involved in the initial alignment of any particular link, the exchange occurs only on the link to
be aligned.

1.6 Signalling link error monitoring

Two signalling link error rate monitor functions are provided; one which is employed whilst a signalling
link is in service and which provides one of the criteria for taking the link out of service, and one which is
employed whilst a link is in the proving state of the initial alignment procedure. These are called the signal unit

) A signalling link terminal refers to the means of performing all of the functions defined at level 2 regardless of their
implementation.
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error rate monitor and the alignment error rate monitor respectively. The characteristics of the signal unit error rate
monitor are based on a signal unit error count, incremented and decremented using the “leaky bucket” principle
whilst the alignment error rate monitor is a linear count of signal unit errors. During loss of alignment the signal
unit error rate monitor error count is incremented in proportion to the period of the loss of alignment.

1.7 Link state control functions

Link state control is a function of the signalling link which provides directions to the other signalling link
functions. The interfaces with link state control are shown in Figure 1/Q.703 and Figure 7/Q.703. The split into
the functional blocks shown in the figures is made to facilitate description of the signalling link procedures and
should not be taken to imply any particular implementation.

The link state control function is shown in the overview diagram, Figure 2/Q.703, and the detailed state
transition diagram, Figure 8/Q.703. ‘

2 Basic signal unit format

2.1 General

Signalling and other information originating from a User Part is transferred over the signalling link by
means of signal units.

A signal unit is constituted of a variable length signalling information field which carries the information
generated by a User Part and a number of fixed length fields which carry information required for message
transfer control. In the case of link status signal units the signalling information field is replaced by a status field
which is generated by the signalling link terminal.

2.2 Signal unit‘format

Three types of signal unit are differentiated by means of the length indicator contained in all signal units,
i.e.: message signal units, link status signal units and fill-in signal units. Message signal units are retransmitted in
case of error, link status signal unit and fill-in signal units are not. The basic formats of the signal units are shown
in Figure 3/Q.703.

2.3 Function and codes of the signal unit fields

2.3.1  General

The message transfer control information encompasses 8 fixed length fields in the signal unit which
contain information required for error control and message alignment.

23.2 Flag

The opening flag indicates the start of a signal unit. The opening flag of one signal unit is normally the
closing flag of the preceding signal unit. The closing flag indicates the end of a signal unit. The bit pattern for the
flag is 01111110.

2.3.3  Length indicator

The length indicator is used to indicate the number of octets following the length indicator octet and
preceding the check bits and is a number in binary code in the range 0-63. The length indicator differentiates
between the three types of signal unit as follows: '

Length indicator = 0: fill in signal unit
Length indicator = 1 or 2: link status signal unit
Length indicator > 2: ' message signal unit

In national signalling networks, in the case that a signalling information field spanning more than
62 octets is included in a message signal unit, the length indicator is set to 63.
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FIGURE 3/Q.703

Signal unit formats

2.3.4  Service information octet

The service information octet is divided into the service indicator and the subservice field. The service
indicator is used to associate signalling information with a particular user part and is present only in message
signal units.

The content of the subservice field is described in Recommendation Q.704, § 12.2.2.

Note — The Message Transfer Part may handle messages for different users (i.e. messages with different
service indicators) with different priorities. These priorities are for further study.

2.3.5 Sequence numbering

The forward sequence number is the sequence number of the signal unit in which it is carried.
The backward sequence number is the sequence number of a signal unit being acknowledged.
The forward sequence number and backward sequence number are numbers in binary code from a cyclic

sequence ranging from 0 to 127 (see §§ 5 and 6).

28 Fascicle VI.6 — Rec. Q.703



2.3.6  Indicator bits
The forward indicator bit and backward indicator bit together with the forward sequence number and

backward sequence number are used in the basic error control method to perform the signal unit sequence control
and acknowledgement functions. (See §§ 5.2 and 6.)

2.3.7  Check bits

Every signal unit has 16 check bits for error detection. (See § 4.)

2.3.8  Signalling information field

The signalling information field consists of an integral number of octets, greater than or equal to 2 and less
than or equal to 62.

In national signalling networks it may consist of up to 272 octets 2.
The format and codes of the signalling information field are defined for each user part.

2.3.9  Status field

The formats and codes of the status field are described in § 10.

2.4 Order of bit transmission

Each of the fields mentioned in § 2.3 will be transmitted in the order indicated in Figure 3/Q.703.

Within each field or subfield the bits will be transmitted with the least significant bit first. The 16 check
bits are transmitted in the order generated (see § 4).

3 Signal unit delimitation

3.1 © Flags

A signal unit includes an opening flag (see § 2.2). The opening flag of a signal unit is normally considered
to be the closing flag of the preceding signal unit (however, see Note to § 5). In certain conditions (e.g. signalling
link overload) a number of flags may be generated between two consecutive signal units.

3.2 Zero insertion and deletion

To ensure that the flag code is not imitated by any other part of the signal unit the transmitting signalling
link terminal inserts a 0 after every sequence of five consecutive 1s before the flags are attached and the signal
unit is transmitted. At the receiving signalling link terminal, after flag detection and removal, each 0 which
directly follows a sequence of five consecutive 1s is deleted.

4 Acceptance procedure

4.1 Acceptance of alignment

4.1.1 A flag which is not followed immediately by another flag is considered an opening flag. Whenever an
opening flag is received the beginning of a signal unit is assumed. When the next flag (a closing flag) is received it
is assumed to be the termination of the signal unit.

4.1.2 If seven or more consecutive 1s are received the signal unit error rate monitor enters the “octet counting”
mode (see § 4.1.4) and the next valid flag is searched for.

2 The value 272 allows a single message signal unit to accommodate information blocks of up to 256 octets in length

accompanied by a label and possible additional housekeeping information which may, for example, be used by level 4 to
link such information blocks together.
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4.1.3  After deletion of the Os inserted for transparency the received signal unit length is checked for being a
multiple of 8 bits and at least 6 octets. If it is not, then the signal unit is discarded and the signal unit error rate
monitor is incremented. If more than m + 7 octets are received before a closing flag, the “octet counting” mode is
entered (see Figure 11/Q.703) and the signal unit is discarded. m is the maximum length of the signalling
information field (in octets) allowed on a particular signalling link. m takes the value 62 or 272 depending on the
maximum message length restrictions of the signalling network concerned ¥. In the case of the basic error control
method a negative acknowledgement will be sent, if required, according to the rules set out in § 5.2.

4.14 When the “octet counting” mode is entered all the bits received after the last flag and before the next flag
are discarded. The “octet counting” mode is left when the next correctly checking signal unit is received, and this
signal unit is accepted.

4.2 Error detection

The error detection function is performed by means of 16 check bits provided at the end of each signal
unit.

The check bits are generated by the transmitting signalling link terminal. They are the ones complement of
the sum (modulo 2) of:

i) the remainder of x* (x!5 + x4 4+ x3 + x12. .. 4+ x2 4+ x + 1) divided (modulo 2) by the generator
polynomial x'¢ 4+ x12 + x5 + 1, where k is the number of bits in the signal unit existing between, but
not including, the final bit of the opening flag and the first bit of the check bits, excluding bits
inserted for transparency; and

ii) the remainder after multiplication by x'¢ and then division (modulo 2) by the generator polynomial
x'6 + x12 + x> + 1 of the content of the signal unit existing between, but not including, the final bit
of the opening flag and the first bit of the check bits, excluding bits inserted for transparency.

As a typical implementation, at the transmitting signalling link terminal, the initial remainder of the
division is preset to all 1s and is then modified by division by the generator polynomial (as described above) on
all the fields of the signal unit; the 1s complement of the resulting remainder is transmitted as the 16 check bits.

At the receiving signalling link terminal, the correspondence between the check bits and the remaining part
of the signal unit is checked; if a complete correspondence is not found the signal unit is discarded.

As a typical implementation at the receiving signalling link terminal, the initial remainder is preset to all
1s, and the serial incoming protected bits including the check bits (after the bits inserted for transparency are
removed) when divided by the generator polynomial will result in a remainder of 0001110100001111 (x'* through
x9, respectively) in the absence of transmission errors.

5 Basic error correction method

5.1 General

The basic error correction method is a noncompelled method in which correction is performed by
retransmission. In normal operation the method ensures correct transfer of message signal units over the signalling
link, in sequence and with no double delivery. As a consequence, no resequencmg or eliminating of the received
information is required within the user parts.

Positive acknowledgements are used to indicate correct transfer of message signal units. Negative acknowled-
gements are used as explicit requests for retransmission of signal units received in a corrupt form.

To minimize the number of retransmissions and the resulting message signal unit delay, a request for
retransmission is made only when a message signal unit (not another signal unit) has been lost because of, for
example, transmission errors or disturbances.

3 The value 272 may apply in national signalling networks (see § 2.3.8) and it allows a single message signal unit to

accommodate information blocks of up to 256 octets in length accompanied by a label and possible additional
housekeeping information which may, for example, be used by level 4 to link such information blocks together. It remains
for further study to determine if a unique value for the number of octets to be received before entering the “octet countmg
mode is acceptable from an operational point of view. o
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The method requires that transmitted but not yet positively acknowledged message signal units remain
available for retransmission. To maintain the correct message signal unit sequence when a retransmission is made,
the message signal unit, the retransmission of which has been requested, and any subsequently transmitted
message signal units are retransmitted in the order in which they were originally transmitted.

As part of the error correction method each signal unit carries a forward sequence number, a forward
indicator bit, a backward sequence number and a backward indicator bit. The error correction procedure operates
independently in the two transmission directions. The forward sequence number and forward indicator bit in one
direction together with the backward sequence number and backward indicator bit in the other direction are
associated with the message signal unit flow in the first direction. They function independently of the message
signal unit flow in the other direction and its associated forward sequence number, forward indicator bit,
backward sequence number and backward indicator bit.

The transmission of new message signal units is temporarily stopped during retransmissions or when no
forward sequence number values are available to be assigned to new message signal units (due to a high
momentary load or corruption of positive acknowledgements) (see § 5.2.2).

Under normal conditions, when no message signal units are to be transmitted or retransmitted, fill-in
signal units are sent continuously. In some particular cases link status signal units, continuous fill-in signal units
or flags may be sent as described in §§ 7, 8 and 10.

5.2 Acknowledgements (positive acknowledgement and negative acknowledgement)

5.2.1  Sequence numbering

For the purposes of acknowledgement and signal unit sequence control, each signal unit carries two
sequence numbers. The signal unit sequence control is performed by means of the forward sequence number. The
acknowledgement function is performed by means of the backward sequence number.

The value of the forward sequence number of a message signal unit is obtained By incrementing
(modulo 128, see § 2.3.5) the last assigned value by 1.

This forward sequence number value uniquely identifies the message signal unit until its delivery is
accepted without errors and in correct sequence, by the receiving terminal. The forward sequence number of a
signal unit other than a message signal unit assumes the value of the forward sequence number of the last
transmitted message signal unit.

5.2.2  Signal unit sequence control

Information regarding the service information octet, signalling information field, forward sequence number
and the length of each meéssage signal unit is retained at the transmitting signalling link terminal until an
acknowledgement is received (see § 5.2.3). In the meantime the same forward sequence number cannot be used for
another message signal unit (see § 5.2.3). ‘

A forward sequence number value can be assigned to a new message signal unit when a positive
acknowledgement concerning that value incremented by at least 1 (modulo 128) is received (see § 5.2.3).

This means that not more than 127 signal units may be available for retransmission.

The action to be taken at the receiving signalling link terminal upon receipt of a correctly checking signal
unit is determined by comparison of the received forward sequence number with the forward sequence number of
the last. previously accepted signal unit and on comparison of the received forward indicator bit with the latest
sent backward indicator bit. In addition, as the appropriate action differs for a message signal unit and another
signal unit, the length indicator of the received signal unit must be examined.

a) If the signal unit is a fill-in signal unit then:

i)  if the forward sequence number value equals the forward sequence number value of the last
accepted message signal unit, the signal unit is processed within the message transfer part;
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ii) if the forward sequence number value is different from the forward sequence number value of
the last accepted message signal unit, the signal unit is processed within the message transfer
part. If the received forward indicator bit is in the same state as the last sent backward indicator
bit, a negative acknowledgement is sent.

b) If the signal unit is a link status signal unit then it is processed within the message transfer part.
¢) If the signal unit is a message signal unit then:

i)  if the forward sequence number value is the same as that of the last accepted signal unit, the
signal unit is discarded, regardless of the state of the indicator bits;

i)  if the forward sequence number value is one more (modulo 128 see § 2.3.5) than that of the last
accepted signal unit and if the received forward indicator bit is in the same state as the last sent
backward indicator bit, the signal unit is accepted and delivered to level 3.

Explicit positive acknowledgements to the accepted signal units are sent as specified in § 5.2.3.

If the forward sequence number is one more than that of the last accepted signal unit and if the
received forward indicator bit is not in the same state as the last sent backward indicator bit,
then the signal unit is discarded;

iti) if the forward sequence number value is different from those values mentioned in (i) and (ii)
above, the signal unit is discarded. If the received forward indicator bit is in the same state as
“the last sent backward indicator bit, a negative acknowledgement is sent.

Monitoring -of the backward sequence number value and backward indicator bit value is
performed even for those signal units that are discarded by the signal unit sequence control as
described in § 5.3.

5.2.3  Positive acknowledgement

The receiving signalling link terminal acknowledges the acceptance of one or more message signal units by
assigning the forward sequence number value of the latest accepted message signal unit to the backward sequence
number of the next signal unit sent in the opposite direction. The backward sequence numbers of subsequent
signal units retain this value until a further message signal unit is acknowledged, which will cause a change of the
backward sequence number sent.

The acknowledgement to an accepted message signal unit also represents an acknowledgement to all, if
any, previously accepted, though not yet acknowledged, message signal units.

5.2.4  Negative acknowledgement

If a negative acknowledgement is to be sent (see § 5.2.2), then the backward indicator bit value of the
signal units transmitted is inverted. The mew backward indicator bit value is maintained in subsequently sent
signal units until a new negative acknowledgement is to be sent. The backward sequence numbers assume the
value of the forward sequence number of the last accepted message signal unit.

53 Retransmission

5.3.1  Response to a positive acknowledgement

The transmitting signalling link terminal examines the backward sequence number value of the received
message signal units and fill-in signal units that have satisfied the polynomial error check. The previously sent
message signal unit, which has a forward sequence number value identical to the received backward sequence
number value will no longer be available for transmission.

When an acknowledgement of a message signal unit having a given forward sequence number value is
received, all other message signal units which preceded that message signal unit are considered to be acknow-
ledged even though the corresponding backward sequence numbers have not been received.
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In the case that the same acknowledgement is consecutively received a number of times no further action
is taken.

In the case that a signal unit is received having a backward sequence number value which is not the same
as the previous one or one of the forward sequence number values of the signal units available for retransmission,
the signal unit is discarded. The following signal unit is discarded.

If any two backward sequence number values in three consecutively received signal units are not the same
as the previous one or any of the forward sequence number values of the signal units in the retransmission buffer
at the time that they are received, then level 3 is informed that the link is faulty.

In the case of excessive delay in the reception of acknowledgements a link failure indication is given to
level 3.

5.3.2  Response to a negative acknowledgement

When the received backward indicator bit is not in the same state as the last sent forward indicator bit, all
the message signal units available for retransmission are transmitted in correct sequence starting with the signal
unit which has a forward sequence number value of one more (modulo 128, see § 2.3.5) than the backward
sequence number associated with the received backward indicator bit. '

New message signal units can only be sent when the last message signal unit available for retransmission
has been transmitted.

At the start of a retransmission the forward indicator bit is inverted, it thus becomes equal to the backward
indicator bit value of the received signal units. The new forward indicator bit value is maintained in subsequently
transmitted signal units until a new retransmission is started. Thus, under normal conditions the forward indicator
bit included in the transmitted signal units is equal to the backward indicator bit value of the received signal units.
If a retransmitted message signal unit is lost, then this is detected by a check on the forward sequence number and
forward indicator bit (see § 5.2.2) and a new retransmission request is made. :

In the case that a signal unit is received having a forward indicator bit value indicating the start of a
retransmission when no negative acknowledgement has been sent, then that signal unit is discarded.

If any two forward indicator bit values in three consecutively received signal units indicate the start of a
retransmission when no negative acknowledgement has been sent at the time that they are received. then level 3 is
informed that the link is faulty.

Note — Repetition of message signal units

The signal unit sequence control makes it possible to repeat a message signal unit which has not yet been
acknowledged without affecting the basic error correction procedure. Thus a form of forward error correction by
means of repetition of message signal units is possible as a national option (e.g., to reduce the effective signalling
link speed in special national applications, and in long loop delay applications to lower the retransmission rate
and thus reduce the average message delay). In the case of repetition, each signal unit should be defined by its
own opening and closing flags (i.e. there should be at least two flags between signal units) to ensure that the
repeated signal unit is not lost by the corruption of only a single flag.

6 Error correction by preventive cyclic retransmission

6.1 General

The preventive cyclic retransmission method is essentially a noncompelled forward error correction
method, whereby positive acknowledgements are needed to support the forward error correction.

Each message signal unit must be retained at the transmitting signalling link terminal until a positive
acknowledgement arrives from the receiving signalling link terminal.

Error correction is effected by preventive cyclic retransmission of the message signal units already sent,

though not yet acknowledged. Preventive cyclic retransmission takes place whenever there are no new message
signal units or link status signal units available to be sent.
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To complement preventive cyclic retransmission, the message signal units available for retransmission are
retransmitted with priority when a limit of the number of message signal units or a limit of the number of
message signal unit octets available for retransmission has been reached.

Under - normal conditions, when no message signal units are to be transmitted or cyclically retransmitted,
fill-in signal units are sent. In some particular cases link status signal units, continuous fill-in signal umts or flags
may be sent as described in §§ 7, 8 and 10.

6.2 Acknowledgements

6.2.1  Sequence numbering

For the purposes of acknowledgement and signal unit sequence control, each signal unit carries 2 sequence
numbers. The signal unit sequence control is performed by means of the forward sequence number. The
acknowledgement function is performed by means of the backward sequence number.

The value of the forward sequence number of a message signal unit is obtained by incrementing
(modulo 128, see § 2.3.5) the last assigned value by 1. This forward sequence number value uniquely identifies the
message signal unit until its delivery is accepted without errors and in correct sequence, by the receiving signalling
link terminal. The forward sequence number of a signal unit other than a message signal unit assumes the value of
the forward sequence number of the last transmitted message signal unit.

6.2.2  Signal unit sequence control

Information regarding the 'se'rvice information octet, signalling information field, forward sequence number
and the length of each message signal unit is retained at the transmitting signalling link terminal until the related
acknowledgement is received (see § 6.2.3). In the meantime the same forward sequence number value cannot be
used for another message signal unit (see § 6.2.3). .

A forward sequen¢e number value can be assigned to a new message signal unit to be sent when an
acknowledgement concerning that value incremented by at least 1 (modulo 128) is received (see § 6.2.3).

The action to be taken at the receiving signalling link terminal upon receipt of a correctly checking signal
unit is determined by comparison of the received forward sequence number with the forward sequence number of
the last previously accepted signal unit.

In addition, as the appropriate action differs for a message signal unit and another signal unit, the length
indicator of the received signal unit must be examined. The forward indicator bit and the backward indicator bit
are not used and are set to 1.

a) If the signal unit is not a message signal unit, then the signal unit is processed within the message
transfer part.

b) If the signal unit is a message signal unit then:

i)  if the forward sequence number value is the same as that of the last accepted signal unit, the
signal unit is discarded;

ii)  if the forward sequence number value is one more (modulo 128, see § 2.3.5) than that of the last
accepted signal unit, the signal unit is accepted and delivered to level 3. Explicit positive
acknowledgements for the accepted signal units are sent as specified in § 6.2.3;

iii) if the forward sequence number value is different from the values mentioned in i) and ii) above,

' the signal unit is discarded. Monitoring of the backward sequence number value is performed
even for those 51gnal units that are discarded by the signal unit sequence control, as described in
§ 6.3.1.

t

6.2.3  Positive acknowledgement

The receiving signalling link terminal acknowledges the acceptance of one or more message signal units by
assigning the forward sequence number value of the latest accepted message signal unit to the backward sequence
number of the next signal unit sent. The backward sequence numbers of subsequent signal units retain this value
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until a further message signal unit is acknowledged, which will cause a change of the backward sequence number
sent. The acknowledgement to an accepted message signal unit also represents an acknowledgement to all, if any,
previously accepted though not yet acknowledged signal units.

6.3 Preventive cyclic retransmission

6.3.1  Response to a positive acknowledgement

Al message signal units sent for the first time are retained until they have been positively acknowledged.

The transmitting signalling link terminal examines the backward sequence number value of the received
message signal units and fill-in signal units that have satisfied the polynomial error check. The previously sent
message signal unit, the forward sequence number value of which is the same as the backward sequence number
value, will no longer be available for retransmission.

When an acknowledgement for a message signal unit having a given forward sequence number value is
received, all other message signal units, if any, having forward sequence number values preceding that value
(modulo 128) are considered to be acknowledged, even though the corresponding backward sequence number has
not been received. ' '

_ In the case that the same acknowledgement is consecutively received a number of times no further action
is taken.

In the case that a signal unit is received having a backward sequence number value which is not the same
as the previous one or one of the forward sequence number values of the signal units in the retransmission buffer,
the signal unit is discarded. The backward sequence number of the following signal unit is not used as an
acknowledgement to signal units in the retransmission buffer.

If any two backward sequence number values in three consecutively received signal units are not the same
as the previous one or any of the forward sequence number values of the signal units in the retransmission buffer
at the time that they are received, then level 3 is informed that the link is faulty.

’

6.3.2  Preventive cyclic retransmission procedure

i} If no new signal units are available to be sent, the message signal units available for retransmission
are retransmitted cyclically.

il) If new signal units are available, the retransmission cycle, if any, must be interrupted and the signal
units be sent with priority.

iii) Under normal conditions, when no message signal units are to be transmitted or cyclically retrans-
mitted, fill-in signal units are sent continuously. In some particular cases link status signal units,
continuous fill-in signal units or flags may be sent as described in §§ 7, 8 and 10.

6.4 Forced retransmission

To maintain the efficiency of error correction in those cases where automatic error correction by
preventive cyclic retransmission alone is made impossible (by, for example, high signalling load) the preventive
cyclic retransmission procedures must be complemented by the forced retransmission procedure.’

6.4.1  Forced retransmission procedure

Both the number of message signal units available for retransmission (N;) and the number of message
signal unit octets available for retransmission (N, ) are monitored continuously.

If one of them reaches its set limit, no new message signal units or fill-in signal units are sent and all the
message signal units available for retransmission are retransmitted once with priority, in the order in which they
were originally transmitted. If all message signal units available for retransmission have been sent once and
neither N, nor N, is at its limit value, the normal preventive cyclic retransmission procedure can be resumed. If
not, all the message signal units available are sent again with priority.
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6.4.2  Limitation of the values N, and N,

N, is limited by the maximum numbering capacity of the forward sequence number range which dictates
that not more than 127 message signal units can be available for retransmission.

In the absence of errors N, is limited by the signalling link loop delay T,. It must be ensured that not
more than T, /T, + 1 message signal unit octets are available for retransmission,

where
T, is the signalling link loop delay, i.e. the time between the sending of a message signal unit and the
reception of the acknowledgement for this message signal unit in undisturbed operation; and
T,, is the emission time of one octet.
7 Initial alignment procedure

7.1 General

The procedure is applicable to activation and to restoration of the link. The procedure provides a
“normal” proving period for “normal” initial alignment and an “emergency” proving period for “emergency”
initial alignment. The decision to apply either the “normal™ or the “emergency” procedures is made unilaterally at
level 3 (see Recommendation Q.704). Only the signalling link to be aligned is involved in the initial alignment
procedure (i.e. no transfer of alignment information over other signalling links is required).

7.2 Initial alignment status indications .

The initial alignment procedure employs four different alignment status indications:

— status indication “O”: out of alignment;

— status indication “N": “normal” alignment status;

— status indication “E": “emergency™ alignment status:

— status indication “OS": out of service. '
These indications are carried in the status field of the link status signal units (see § 2.2).

Status indication: O™ is transmitted when initial alignment has been started and none of the status
indications “O”, *N™ or "E" are received from the link. Status indication “*N” is transmitted when, -after having
started initial, alignment, status indication “O”, “N™ or “E” is received and the terminal is in the “normal”
alignment status. Status indication “E” is transmitted when, after having started initial alignment, status indication
07, *N” or “E™ is received and the terminal is-in the “emergency” alignment status, i.e. it must employ the short
“emergency” proving period. '

Status indications “N” and “E” indicate the status of the transmitting signalling link terminal; this is not
changed by reception of status indications indicating a different status at the remote signalling link terminal.
Hence, if a signalling link terminal with a “normal” alignment status receives a status indication “E” it continues
to send status indication “N” but initiates the short “emergency” proving period.

Status indication “OS” informs the remote signalling link terminal that for reasons other than processor
outage (e.g. link failure) the signalling link terminal can neither receive nor transmit message signal units.

7.3 Initial alignment procedure

The alignment procedure passes through a number of states during the initial alignment:
—  State 00, the procedure is suspended.

— State 01, “not aligned”; the signalling link is not aligned and the terminal is sending status 1nd|cat|0n
“0O”. Time-out T, is started on entry to State 01 and stopped when State 01 is left 4.

— State 02, “aligned”; the signalling link is aligned and the terminal is sending status indication “N” or
“E”, status indications “N”, “E” or “OS” are not received. Time-out T; is started on entry to State 02
and stopped when State 02 is left.

4 It must be ensured that the values of this time-out are different at each end of a signalling link (see Recommenda-
tion Q.704, § 10). :
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— State 03, “proving”; the signalling link terminal is sending status indication “N” or “E”, status
indication “O” or “OS” are not received, the backward indicator bit and the backward sequence
number transmitted are set to the received forward indicator bit and forward sequence number,
proving has been started.

The procedure itself is-described in the overview diagram, Figure 4/Q.703, and in state transition diagram,
Figure 9/Q.703.

7.4 Proving periods

The values of the proving periods are:

P 216 octets

n

P

e

212 octets

for both 64 kbit/s and lower bit rates. These values correspond to times of 8.2 s and 0.5 s respectively at 64 kbit/s,
and 110 s and 7 s at 4.8 kbit/s.

8 Processor outage

The procedure for dealing with local and/or remote processor outage is described in Figure 10/Q.703.

A processor outage situation occurs when, due to factors at a functional level higher than level 2, use of
the link is precluded.

In this context, processor outage refers to a situation when signalling messages cannot be transferred to
functional levels 3 and/or 4. This may be because of, for example, a central processor failure. It may also be due
to a manually initiated blocking of an individual signalling link (see Recommendation Q.704, § 3.2.6). A processor
outage condition may thus not necessarily affect all signalling links in a signalling point, nor does it exclude the
possibility that level 3 is able to control the operation of the signalling link.

When level 2 identifies a local processor outage condition, either by receiving an explicit indication from
level 3, (i.e. local signalling link blocking, see Recommendation Q.704, § 3.2.6), or by recognizing a failure of
level 3, it transmits link status signal units indicating processor outage. Provided that the level 2 function at the
far end of the signalling link is in its normal operating stage (i.e. transmitting message signal units or fill-in signal
units), upon receiving link status signal units indicating processor outage it notifies level 3 and begins to
continuously transmit fill-in signal units.

When the local processor outage condition ceases, normal transmission of message signal units and fill-in
signal units is resumed (provided that no local processor outage condition has arisen also at the remote end); as
soon as the level 2 function at the remote end correctly receives a message signal unit or fill-in signal unit, it
notifies level 3 and returns to normal operation.

Format and code of link status signal units indicating processor outage (status indication “PO”) appear

in § 10.
9 Signalling link error monitoring
9.1 General

Two link error rate monitor functions are provided; one which is employed whilst a signalling link is in
service and which provides one of the criteria for taking the link out of service, and one which is employed whilst
a link is in the proving state of the initial alignment procedure (see § 7.3). These are called the signal unit error
rate monitor and the alignment error rate monitor respectively.

9.2 Signal unit error rate monitor

9.2.1 The characteristics of the signal unit error rate monitor are described by the curve of an orthogonal
hyperbola which gives the time to cause a link failure indication to level 3 (expressed in terms of messages) as a
function of the signal unit error rate. The two parameters which determine the curve are: the number of
consecutive signal units received in error that will cause an error rate high indication to level 3, T (signal units),
and the lowest signal unit error rate which will ultimately cause an error rate high indication to level 3,
1/ D (signal unit errors/signal unit) (see Figure 5/Q.703).
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Orthogonal hyperbola of the signal unit error rate monitor

9.2.2 The signal unit error rate monitor may be implemented in the form of an up/down counter decremented
at a fixed rate (for every D received signal units or signal unit errors indicated by the acceptance procedure), but
not below zero, and incremented every time a signal unit error is detected by the signal unit acceptance procedure
(see § 4), but not above the threshold [T (signal units)]. An excessive error rate will be indicated whenever the
threshold Tis reached.. o

9.2.3 In the “octet counting” mode (see § 4.1) the counter is incremented for every N octets received until a
correctly checking signal unit is detected (causing the “octet counting” mode to be left).

9.2.4  When the link is brought into service the monitor count should start from zero.

9.2.5 The values of the three parameters are:

= 64 signal units
= 256 signal units/signal unit error
= 16 octets

For 64 kbit/s

= 32 signal units
= 256 signal units/signal unit error
= 16 octets

For lower bit rates

20N 20N

In the case of loss of alignment these figures will give times of approximately 128 ms and 854 ms to
initiate changeover for 64 kbit/s and 4.8 kbit/s respectively.

9.3 Alignment error rate monitor

9.3.1 The alignment error rate monitor is a linear counter which is operated during normal and emergency
proving periods.

9.3.2 The counter is started from zero whenever the proving state (State 03 of Figure 9/Q.703) of the alignment
procedure is entered and is then incremented for every signal unit error detected. It is also incremented for every
N octets received while in the octet counting mode, as described in § 9.2.3.

9.3.3  When the counter reaches a threshold T;, that particular proving period is aborted; on receipt of a correct
signal unit or the expiry of the aborted proving period the proving state is reentered. If proving is aborted M
times, the link is returned to the out-of-service state. A threshold is defined for each of the two types of proving
period (normal and emergency, see § 7). These are T, and T, and apply to the normal proving period and the
emergency proving period respectively.
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Proving is successfully completed when a proving period expires without an excessive error rate being
detected and without the receipt of status indication “O” or “OS”.

9.3.4 The values of the four parameters for both 64 kbit/s and lower bit rates are:

T, = 4
T, = 1
M = 5
N =16
10 Level 2 codes and priorities

10.1 Link status signal unit

10.1.1 The link status signal unit is identified by a length indicator value equal to 1 or 2. If the length indicator
has a value of 1 then the status field consists of one octet; if the length indicator has a value of 2 then the status
field consists of two octets.

10.1.2 The format of the one octet status field is shown in Figure 6/Q.703.

CcC B A
s Status
pare indications
First bit
5 3 . transmitted
SR
CCITT-35621

FIGURE 6/Q.703

Status field format

10.1.3 The use of the link status indications is described in § 7; they are coded as follows:
CBA
000
0 0 1 — Status indication “N”

Status indication “O”

0 1 0 — Status indication “E”
0 1 1t — Status indication “OS”

100 Status indication “PO”

10.2 Transmission priorities within level 2

10.2.1 Five different items can be transmitted:
i) new message signal units;
ii) message signal units which have not yet been acknowledged;
iii) link status signal units;
iv) fill-in signal units;
v) flags.

In certain failure conditions it may only be possible to send flags or nothing at all.
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10.2.2 For the basic error control method the priorities are:
Highest 1. Link status signal units.

2. Message signal units which have not yet been acknowledged and for which a negative
acknowledgement has been received.

3. New message signal units.
4. Fill-in signal units.

Lowest 5. Flags.

10.2.3 For the preventive cyclic retransmission method the priorities are:
Highest 1. Link status signal units.

2. Message signal units which have not yet been acknowledged and which are stored in a
retransmission buffer and exceed one of the parameters N, and N,.

3. New message signal units.
4. Message signal units which have not yet been acknowledged.
5. Fill-in signal units.
Lowest 6. Flags.
Note — In the basic error control method, where the repetition of message signal units is employed as a

national option, the repeated message signal unit will have a priority immediately below that of link status signal
units.

11 State transition diagrams

11.1  § 11 contains the description of the signalling link control functions, described in this Recommendation, in
the form of state transition diagrams according to the CCITT Specification and Description Language (SDL). The
following list summarizes these diagrams: ‘

-— Level 2 — Functional block diagram: Figure 7/Q.703.
—  Link state control: Figure 8/Q.703. '
— Initial alignment control: Figure 9/Q.703.
—  Processor outage control: Figure 10/Q.703.
— Delimitation, alignment and error detection (receiving): Figure 11/Q.703.
— Delimitation, alignment and error detection (transmitting): Figure 12/Q.703.
— Basic transmission control: Figure 13/Q.703.
— Basic reception control: Figure 14/Q.703.-
— Preventive cyclic retransmission transmission control: Figure 15/Q.703.
— Preventive cyclic retransmission ‘reception control: Figure 16/Q.703.
— Alignment error rate monitor: Figure 17/Q.703. ,
— Signal unit error rate monitor: Figure 18/Q.703.

The detailed functional breakdown shown in the following diagrams is intended to illustrate a reference
model and to assist interpretation of the text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system under normal and abnormal conditions as viewed from a
remote location. It must be emphasized that the functional partitioning shown in the following diagrams is used
only to facilitate understanding of the system behaviour and is not intended to specify the functional partitioning
to be adopted in a practical implementation of the signalling system.

In the following figures the term signal unit refers to units which do not contain all error control
information.

11.2  Abbreviations and timers used in Figure 7/Q.703

AERM  Alignment error rate monitor
BIB Backward indicator bit
BIBR BIB received
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BIBT BIB to be transmitted

BIBX BIB expected

BSN Backward sequence number

BSNR BSN received

BSNT  BSN to be transmitted

DAEDR Delimination, alignment and error detection (receiving)
FIB Forward indicator bit

FISU Fill-in signal unit

FSN Forward sequence number

FSNC Forward sequence number of last message signal unit accepted
by remote level 2

FSNT FSN of the last MSU transmitted
FSNX FSN expected

LSC Link state control -

MSU Message signal unit

NACK Négative acknowledgement

RC Reception control

RTB Retransmission buffer

SIE Status indication “E” (“emergency alignment”)
SIN Status indication “N” (“normal alignment”)
SI10 Status indication “O” (“out of alignment”)
SIOS Status indication “out of service”

SIPO Status indication “processor outage”

SuU Signal unit

SUERM Signal unit error rate monitor

TB Transmission buffer

T; AERM threshold

T, Emergency AERM threshold

T, Normal AERM threshold

Timers used in Figures 8/0.703 to 18/Q.703

T1 Timer “alignment ready”

T2 Timer “not aligned”

T3 Timer “aligned”

T4 Proving period timer = 2'¢ or 2'2 octets
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Recommendation Q.704

SIGNALLING NETWORK FUNCTIONS AND MESSAGES
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Annex A — Signalling link management and signalling traffic management by the switchover method

1 Introduction

1.1 General characteristics of the signalling network functions

1.1.1  This Recommendation describes the functions and procedures for and relating to the transfer of messages
between the signalling points, which are the nodes of the signalling network. Such functions and procedures are
performed by the Message Transfer Part at level 3, and therefore they assume that the signalling points are
connected by signalling links, incorporating the functions described in Recommendations Q.702 and Q.703. The
signalling network functions must ensure a reliable transfer of the signalling messages, according to the
requirements specified in Recommendation Q.706 even in the case of the failure of signalling links and signalling
transfer points; therefore they include the appropriate functions and procedures necessary both to inform the
remote parts of the signalling network of the consequences of a fault, and to appropriately reconfigure the routing
of messages through the signalling network.

1.1.2  According to these principles, the signalling network functions can be divided into two basic categories,
namely:

—  signalling message handling, and
—  signalling network management.

The signalling message handling functions are briefly summarized in § 1.2, the signalling network
management functions in § 1.3. The functional interrelations between these functions are indicated in
Figure 1/Q.704.

1.2 Signalling message handling .

1.2.1 The purpose of the signalling message handling functions is to ensure that the signalling messages
originated by a particular User Part at a signalling point (originating point) are delivered to the same User Part at
the destination point indicated by the sending User Part.

Depending on the particular circumstances, this delivery may be made through a signalling link directly
interconnecting the originating and destination points, or via one or more intermediate signalling transfer points.
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1.2.2 The signailing r}lessage handling functions are based on the label contained in the messages which
explicitly identifies the destination and originating points.

The label part used for signalling message handling by the Message Transfer Part is called the routing
label; its characteristics are described in § 2.

1.2.3  As illustrated in Figure 1/Q.704, the signalling message handling functions are divided into:

— the message routing function, used at each signalling point to determine the outgoing signalling link
on which a message has to be sent towards its destination point;

— the message discrimination function, used at a signalling point to determine whether a received
message is destined to the point itself or has to be transferred to the message routing function

(i.e. when the concerned point acts as a signalling transfer point);

— the message distribution function, used at each signalling point to deliver the received messages
(destined to the point itself) to the appropriate User Part.

The characteristics of the message routing, discrimination and distribution functions are described in § 2.
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1.3 Signalling network management

1.3.1 The purpose of the signalling network management functions is to provide reconfiguration of the
signalling network in the case of failures. Such a reconfiguration is effected by use of appropriate procedures to
change the routing of signalling traffic in order to bypass the faulty links or signalling points; this requires
communication between signalling points (and, in particular, the signalling transfer points) concerning the
occurrence of the failures. Moreover, in some circumstances it is necessary to activate and align new signalling
links, in order to restore the required signaliing traffic capacity between two signalling points. When the faulty
link or signalling point is restored the opposite actions and procedures take place, in order to reestablish the
normal configuration of the signalling network.

1.3.2  As illustrated in Figure 1/Q.704, the signalling network management functions are divided into:
—  signalling traffic mariagement, '
—  signalling link management, and
— signalling route management.

These functions are used whenever an event (such as the failure or restoration of a signalling link) occurs
in the signalling network; the list of the possible events and the general criteria used in relation to each signalling
network management function are specified in § 3.

1.3.3 §§ 4 to 9 specify the procedures pertaining to signalling traffic management. In particular, the rules to be
followed for the modification of signalling routing appear in § 4. The diversion of traffic according to these rules
is made, depending on the particular circumstances, by means of one of the following procedures: changeover,
changeback, forced rerouting and controlled rerouting. They are specified in §§ 5 to 8 respectively. Moreover, in the
case of congestion at signalling points, the signalling traffic management may need to slow down signalling traffic
on certain routes by using the signalling traffic flow control procedure specified in § 9.

1.3.4 The different procedures pertaining to signalling link management are: restoration, activation and inactiva-
tion of a signalling link, link set activation and automatic allocation of signalling terminals and signalling data
links. These procedures are specified in § 10. An alternative to these procedures which may be used within
national networks is described in Annex A. :

1.3.5 The different procedures pertaining to signalling route management are: the transfer-prohibited, transfer-
allowed and signalling-route-set-test procedures specified in § 11.

1.3.6 The format characteristics, common to all message signal‘units which are relevant to the Message Transfer
Part, level 3, are specified in § 12.

1.3.7 Labelling, formatting and coding of the signalling network management messages are specified in § 13.

1.3.8  The description of signalling network functions in the form of state transition diagrams according to the
CCITT Specification and Description Language (SDL) is given in § 14.

2 Signalling message handling

2.1 General

2.1.1  Signalling message handling comprises message routing, discrimination and distribution functions which
are performed at each signalling point in the signalling network.

Message routing is a function concerning the messages to be sent, while message distribution is a function
concerning the received messages. The functional relations between message routing and distribution appear in
Figure 2/Q.704.
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2.1.2  When a message comes from level 4 (or is originated at level 3, in the case of Message Transfer Part level
3 messages), the choice of the particular signalling link on which it has to be sent is made by the message routing
function. When two or more links are used at the same time to carry traffic having a given destination, this traffic
is distributed among them by the load sharing function, which is a part of the message routing function.

2.1.3 When a message comes from level 2, the discrimination function is activated, in order to determine
whether it is destined to this signalling point (acting as a destination point), or is destined to another signalling
point in which case it has to be transmitted on an outgoing link according to the routing function (signalling
point acting as a signalling transfer point).

2.1.4 In the case that the message is destined to the receiving signalling point, the message distribution function
is activated in order to deliver it to the appropriate User Part (or to the local Message Transfer Part level 3
functions). ‘

2.1.5 Message routing, discrimination and distribution are based on the part of the label called the routing label,
on the service indicator and, in national networks, also on the national indicator. They can also be influenced by
different factors, such as a request (automatic or manual) obtained from a management system.

2.1.6  The position and coding of the service indicator and of the national indicator are described in § 12.2. The
characteristics of the label of the messages pertaining to the various User Parts are described in the specification
of each separate User Part and in § 13 for the signalling network management messages. The label used for
signalling network management messages is also used for testing and maintenance messages (see Recommenda-
tion Q.707). Moreover the general characteristics of the routing label are described in § 2.2.

A description of the detailed characteristics of the message routing function, including load sharing,
appears in § 2.3; principles concerning the number of load shared links appear in Recommendation Q.705.

A description of the detailed characteristics of the message discrimination and distribution functions
appears in § 2.4.

2.2 Routing label

2.2.1  The label contained in a signal message, and used by the relevant User Part to identify the particular task
to which the message refers (e.g. a telephone circuit), is also used by the Message Transfer Part to route the
message towards its destination point.

The part of the message label that is used for routing is called the routing label and it contains all the
information necessary to deliver the message to its destination point.

Normally the routing label is common to all the services and applications in a given signalling network
(national or international) (however, if this is not the case, the particular routing label of a message is determined
by means of the service indicator).

The standard routing label is specified in the following. This label should be used in the international
signalling network and is applicable also in national applications.

Note — There may be applications using a modified label having the same order and function, but
possibly different sizes, of subfields as the standard routing label.
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2.2.2 The standard routing label has a length of 32 bits and is placed at the beginning of the Signalling
Information Field. Its structure appears in Figure 3/Q.704.

SLS orC DPC
irst bit
Length nxe | 4 14 14 tromsmitted
Routing label :
—- - - S e b
Label \
€ T T T B I CCITT-35750

DPC Destination point code
OPC Originating point code
SLS Signalling link selection

FIGURE 3/Q.704
Routing label structure

2.2.3  The destination point code (DPC) indicates the destination point of the message. The originating point code
(OPC) indicates the originating point of the message. The coding of these codes is pure binary. Within each field
the least significant bit occupies the first position and is transmitted first.

A unique numbering scheme for the coding of the fields will be used for the signalling points of the
international network, irrespective of the User Parts connected to each signalling point. '

2.2.4 The signalling link selection (SLS) field is used, where appropriate, in performing load sharing, see § 2.3.
This field exists in all types of messages and always in the same position. The only exception to this rule is some
Message Transfer Part level 3 messages (e.g. the changeover order), for which the message routing function in the
signalling point of origin of the message is not dependent on the field: in this particular case the field does not
exist as such, but it is replaced by other information (e.g. in the case of the changeover order, the identity of the
faulty link).

In the case of circuit related messages, the field contains the least significant bits of the circuit
identification code (or bearer identification code, in the case of the Data User Part), and these bits are not
repeated elsewhere.

In the case of Message Transfer Part level 3 messages, the signalling link selection field exactly
corresponds to the signalling link code (SLC) which indicates the signalling link between the destination point and
originating point to which the message refers.

2.2.5 From the rule stated in § 2.2.4 above it follows that the signalling link selection of messages generated by
any User Parts will be used in the load sharing mechanism. As a consequence, in the case of User Parts which are
not specified (e.g. transfer of charging information) but for which there is the requirement to maintain the order of
transmission of the messages, the field should be coded with the same value for all messages belonging to the
same transaction, sent in a given direction.

2.2.6 The above principles should also apply to modified label structures that may be used nationally.

23 Message routing function

2.3.1 The message routing function is based on information contained in' the routing label, namely on the
destination point code and on the signalling link selection field; moreover, in some circumstances the service
indicator may also need to be used for routing purposes.
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Note — A possible case for the use of the service indicator is that which would arise from the use of
messages supporting the signalling route management function (i.e. transfer-prohibited, transfer-allowed and
signalling-route-set-messages) referring to a destination more restrictive than a single signalling point (e.g. an
individual User Part) (see § 11). Another case may be in relation to signalling-route-test procedures which may be
defined for testing and maintenance purposes (see Recommendation Q.707).

The number of such cases should be kept to a minimum in order to apply the same routing criteria to as
many User Parts as possible.

Each signalling point will have routing information that allows it to determine the signalling link over
which a message has to be sent on the basis of the destination point code and signalling link selection field and,
in some cases, of the national indicator (see § 2.4.3). Typically the destination point code is associated with more
than one signalling link that may be used to carry the message; the selection of the particular signalling link is
made by means of the signalling link selection field, thus effecting load sharing.

2.3.2 Two basic cases of load sharing are defined, namely:
a) load sharing between links belonging to the same link set,
b) load sharing between links not belonging to the same link set.

The capability to operate in load sharing according to both these cases is mandatory for any signalling
point in the international network.

In case a) the traffic flow carried by a link set is shared (on the basis of the signalling link selection field)
between different signalling links belonging to the link set. An example of such a case is given by a link set
directly interconnecting the originating and destination points in the associated mode of operation, such as
represented in Figure 4/Q.704.

CCITT-35760

FIGURE 4/Q.704
Example of load sharing within a link set

In case b) traffic relating to a given destination is shared (on the basis of the signalling link selection field)
between different signalling links not belonging to the same link set, such as represented in Figure 5/Q.704. The
load sharing rule used for a particular signalling relation may or may not apply to all the signalling relations
which use one of the signalling links involved (in the example, traffic-destined to B is shared between signalling
links DE and DF with a given signalling link selection field assignment, while that destined to C is sent only on
link DF, due to the failure of link EC).

As a result of the message routing function, in normal conditions all the messages having the same routing
label (e.g. call set-up messages related to a given circuit) are routed via the same signalling links and signalling
transfer points.

Principles relating to the number of load shared links appear in Recommendation Q.705.
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Example of load sharing between link sets
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2.3.3  The routing information mentioned in § 2.3.1 should be appropriately updated when some event happens
in the signalling network, which is relevant to the concerned signalling point (e.g. failure of a signalling link or
unavailability of a signalling route). The updating of the routing information is made according to the partlcular
event (see § 3) and to the signalling routing modification rules specified in § 4.

24 Message discrimination and distribution functions

2.4.1 The routing criteria and load sharing method described in § 2.3 imply that a signalling point, sending
messages pertaining to a given signalling transaction on a given link, should be able to receive and process
messages pertaining to that transaction, e.g. in response to the sent ones, coming from any (but only one) link.

The destination point code field of the received messages is examined by the discrimination function in
order to determine if they are destined to the receiving signalling point or, in the case of a signalling point having
the signalling transfer point capablllty, they are not; in the latter case they are directed to the routing function, as
described in the previous sections, in order to be sent on the appropriate outgoing link towards the message
destination point.

When a signalling transfer point detects that a received message cannot be delivered to its destination
point, it sends in response a transfer-prohibited message as specified in § 11.2.

2.4.2 If the destination point code of the message identifies the receiving signalling point, the service indicator is
examined by the message distribution function and the message is delivered to the corresponding User Part (or to
the Message Transfer Part level 3).

2.43 In the case of a signalling point handling both international and national signalling traffic (e.g. an
international gateway exchange) the national indicator is also examined in order to determine the relevant
numbering scheme (international or national) and possibly the label structure. Moreover, within a national
network the national indicator may be examined to discriminate between different label structures or between
- different signalling point numbering if dependent on the network levels (see § 12.2).

3 Signalling network management

31 General

3.1.1  The signalling network management functions provide the actions and procedures required to maintain
signalling service and to restore normal signalling conditions in the event of disruption in the signalling network,
either in signalling links or at signalling points. For example, in the case of a link failure the traffic conveyed over
the faulty link should be diverted to one or more alternative links: The link failure may also resuit in unavailable
signalling routes and this, in turn, may cause diversion of traffic at other signalling points in the signalling
network (i.e. signalling points to which no faulty links are connected).

3.1.2 The occurrence of or recovery from failures generally results in a change of the status of the affected
signalling link(s) and route(s). A signalling link may be considered by level 3, either as “available” or
“unavailable” to carry signalling traffic; in particular, an available signalling link becomes unavailable if it is
recognized as “failed”, “deactivated” or “blocked” ! and it becomes once again available if it is recognized as
“restored”, “activated” or “unblocked” respectively. A signalling route may be considered by level 3 as “available”
or “unavailable” too. The detailed criteria for the determination of the changes in the status of signalling links and
routes are described in §§ 3.2 and 3.4 respectively.

) The “blocked” condition arises when the unavailability of a signalling link does not depend on a failure in the link itself,
but on other causes, such as a “processor outage” condition in a signalling point.
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3.1.3 Whenever a change in the status of a signalling link or route occurs, the three different signalling network
management functions (i.e. signalling traffic management, link management and route management) are activated,
when appropriate, as follows:

a) The signalling traffic management function is used to divert signalling traffic from a link or route to
one or more different links or routes, or to temporarily slow down s1gnallmg traffic in the case of
congestion at a signalling point; it comprlses the following procedures:

— changeover (see § 5),

—  changeback (see § 6),

—  forced rerouting (see § 7),

— controlled rerouting (see § 8),

— signalling traffic flow control (see § 9).

b) The signalling link management function is used to restore failed signalling links, to activate idle (not
yet aligned) links and to deactivate aligned signalling links; it comprises the following procedures
(see § 10):

— signalling link activation, restoration and deactivation,
—  link set activation,
— automatic allocation of signalling terminals and signalling data links.

c¢) The signalling route management function is used to distribute information about the signalling
nétwork status, in order to block or unblock signalling routes; it comprises the following procedures:

— transfer-prohibited procedure (see § 11.2),
— transfer-allowed procedure (see § 11.3),
—  signalling-route-set-test procedure (see § 11.4).

3.1.4 An overview of the use of the procedures relating to the different management functions on occurrence of
the link and route status changes is given in §§ 3.3 and 3.5 respectively.

3.2 Status of signalling links

3.2.1 A signalling link is always considered by level 3 in one of two possible major states: available and
unavailable. Depending on the cause of unavailability, the unavailable state can be subdivided into three possible
cases as follows (see also Figure 6/Q.704):

— unavailable, failed or inactive,
— unavailable, blocked,
— unavailable, failed or inactive and blocked.

The concerned link can be used to carry signalling traffic only if it is available. Six possible events can
change the status of a link: signalling link failure, restoration, deactivation, activation, blocking and unblocking;
they are described in §§ 3.2.2 to 3.2.7.

3.2.2  Signalling link failure

A signalling link (in service or blocked, see § 3.2.6) is recognized by level 3 as failed when:
a) A link failure indication is obtained from level 2. The indication may be caused by:
— intolerably high signal unit error rate (see Recommendation Q.703, § 9);
— excessive length of the realignment period (see Recommendation Q.703, §§ 4.1 and 7);
—  excessive delay of acknowledgements (see Recommendation Q.703, §§ 5.3 and 6.3);
— 'failure of signalling terminal equipment;

— two out of three unreasonable backward sequence numbers or forward indicator bits (see
Recommendation Q.703, §§ 5.3 and 6.3);

— reception of consecutive link status signal units indicating out of alignment, out of service,
normal or emergency terminal status (see Recommendation Q.703, § 1.7).

The first two conditions are detected by the signal unit error rate monitor (see Recommendation Q.703,

§ 8).
b) A request (automatic or manual) is obtained from a management or maintenance system.

Moreover a signalling link which is available (not blocked) is recognized by level 3 as failed when a
changeover order is received.
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3.2.3  Signalling link restoration

A signalling link previously failed is restored when both ends of the signalling link have successfully
completed an initial alignment procedure (see Recommendation Q.703, § 7).

3.2.4  Signalling link deactivation

A signalling link (in service, failed or blocked) is recognized by level 3 as deactivated (i.e. removed from
operation) when:

a) a request is obtained from the signalling link management function (see § 10);

b) a request (automatic or manual) is obtained from an external management or maintenance system.

3.2.5 Signalling link activation

A signalling link previously inactive is recognized by level 3 as activated when both ends of the signalling
link have successfully completed an initial alignment procedure (see Recommendation 703, § 7).

3.2.6  Signalling link blocking

A signalling link (which is not failed or inactive) is recognized as blocked when:

a) an indication is obtained from the signalling terminal that a processor outage condition exists at the
remote terminal (i.e. link status signal units with processor outage indication are received, see
Recommendation Q.703, § 8);

b) a request (automatic or manual) is obtained from a management system.

Note — A link becomes unavailable when it is failed or deactivated and/or blocked (see Figure 6/Q.704).

Link
available

Route
available

Link
not
active

Initiate Link
change- "1 unavailable

Signalling
route
unavailable

Link
blocked

Ir;1itiate N Link
change- unavailable

over over

(———

Initiate Route

-4
forcedl unavailable
rerouting

Link unavail- Link Rogte
able (faulty/ unavailable unavailable
inactive) ({blocked)

L . Signalling
Link Link not route
unblocked active available
Initiate : Initiate »
Link Route
change- -7 p controlled }-4 .
Blocked back } available rerouting available
Initiate ! Link Route
Change— ] avaL:Ir;kble CCITT-35781 aValIabIe
back
CCITT-35791
Link
available
a) Signalling link availability b) Signalling route availability status

FIGURE 6/Q.704 (sheet | of 2)
Signalling traffic management overview diagrams

76 Fascicle VI.6 — Rec. Q.704



Inform Inform R

K . oute
signalling thu(:; signalling set(s)
route N route .

available

management unavailable management
Inform user SP(s) not Inform user SP(S_)
parts accessible parts - accessible

(1}

3.2.7

33

Link
unavailable

Changeover
executed

Changeover
not
possible

Link
available

Changeback

Changeback
executed

Destina-
tion(s)

unblocked

ls?gf;?\rarﬂing Route

route - Se-t
unavailable

management

Inform user SP not

parts -1 accessible

Route
unavailable

Forced
rerouting

Forced
rerouting
executed

Forced
rerouting

not possible

L?;C;‘V;Ring Route

route 7 §et
availabie

management

Inform user SP

parts -1 accessible

Route
available

Controlled
rerouting

Controlled
rerouting
executed

Destina-
tion
unblocked

¢) Signalling traffic reconfiguration and flow control

Signalling link unblocking

> &
P

FIGURE 6/Q.704 (sheet 2 of 2)
Signalling traffic management overview diagrams

A signalling link previously blocked is unblocked when:

CCITT-35801

a) an indication is obtained from the signalling terminal that the processor outage condition has ceased
at the remote terminal. (Applies in the case when the processor outage condition was initiated by the

remote terminal.);

b)

by the management system.)

a request from a management system is obtained. (Applies in the case when the blocking was initiated

Note — A link becomes available whén it is restored or activated and/or unblocked (see Figure 6/Q.704).

Procedures used in connection with link status changes

In § 3.3 the procedures relating to each signalling management function, which are applied in connection

with link status changes, are listed. (See also Figures 6/Q.704, 7/Q.704 and 8/Q.704.) Typical examples of the
application of the procedures to the particular network cases appear in Recommendation Q.705.

Fascicle VI.6 — Rec. Q.704 77



78

Initial
alignment
completed

Inform signalling
traffic
management

Inform signalling
traffic
management

Link
restoration

Initial alignment
completed

Inform signalling
traffic
management

Link
inactive

Link

Link
activation

.Link
active

Activate

Link
failure

Link not
active

Link
failed

Link in
service

Link
active

inform
signalling
traffic
management

Signalling link management overview diagram

Fascicle VI.§ — Rec. Q.704

Link de-
activation

Inform
Link not signalling
active traffic
management
Link
inactive
FIGURE 7/Q.704

Link
blocking

Inform
signalling
traffic

- management

Link un-
blocking

Link
unblocked

CCITT-35811




Route sef] Route From Transfer From Transfer From Route set
unavail- set . adjacent |-, prohibited] - adjacent |~/ allowed testing y test
able available STP message STP message sp message
To all Transfer To all Transfer Ir)foml-:v Signalling Ir‘\forr:';A Signalling
adjacent [{ prohibited adjacent allowed stgnafling route signailing route
SPs message SPs message traffic man- unavailabl traffic man. available
agement agement
Start route Stop route Route
set test set test .
procedure procedure available

A >L L2 @ Yes

To
testing
SP

Transfer
prohibited

message SP message

—

To Transfer
testing allowed

CCITT-35821

FIGURE 8/Q.704
Signalling route management overview diagram

3.3.1  Signalling link failed

3.3.1.1 Signalling traffic management: the changeover procedure (see § 5) is applied, if required, to divert
signalling traffic from the unavailable link to one or more alternative links with the objective of avoiding message
loss, repetition or mis-sequencing; it includes determination of the alternative link or links where the affected
traffic can be transferred and procedures to retrieve messages sent over the failed link but not received by the far
end.

3.3.1.2 Signalling link management: the procedures described in § 10 are used to restore a signalling link and to
make it available for signalling. Moreover, depending on the link set status the procedures can also be used to
activate another signalling link in the same link set t¢ which the unavailable link belongs and to make it available
for signalling. ' )

3.3.1.3 Signalling route management: in the case when the failure of a signalling link causes a signalling route set
to become unavailable, the signalling transfer point which can no longer route the concerned signalling traffic
applies the transfer-prohibited procedures described in § 11.

3.3.2  Signalling link restored

3.3.2.1 Signalling traffic management: the changeback procedure (see § 6) is applied, if requiréd, to divert
signalling traffic from one or more links to a link which has become available; it includes determination of the
traffic to be diverted and procedures for maintaining the correct message sequence.

3.3.2.2 Signalling link management: the signalling link deactivation procedure (see § 10) is used if during the
signalling link failure another signalling link of the same link set was activated; it is used to assure that the link
set status is returned to the same state as before the failure. This requires that the active link activated during the
link failure is deactivated and considered no longer available for signalling. '
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3.3.2.3 Signalling route management: in the case when the restoration of a signalling link causes a signalling route
set to become available, the signalling transfer point which can once again route the concerned signalling traffic
applies the transfer-allowed procedures described in § 11.

3.3.3  Signalling link deactivated

3.3.3.1 Signalling traffic management: as specified in § 3.3.1.1. _
Note — The signalling tratfic has normally already been removed when signalling link deactivation is
initiated.

3.3.3.2 Signalling link management: if the number of active signalling links in the link set to which the
deactivated signalling link belongs has become less than the normal number of active signalling links in that link
set, the procedures described in § 10 may be used to activate another signalling link in the link set.

3.3.3.3 Signalling route management: as specified in § 3.3.1.3.

3.3.4  Signalling link activated
3.3.4.1 Signalling traffic management: as specified in § 3.3.2.1.

3342 Signallin.g link management: if the number of active signalling links in the link set to which the activated
signalling link belongs has become greater than the normal number of active signalling links in that link set, the
procedures described in § 10 may be used to deactivate another signalling link in the link set.

3.3.4.3 Signalling route management: as specified in § 3.3.2.3.

3.3.5  Signalling link blocked
3.3.5.1 Signalling traffic management: will be the same as in § 3.3.1.1.

3.3.5.2 Signalling route management: if the blockmg of the link causes a signalling route set to become
unavailable, the signalling transfer point which can no longer route the concerned signalling traffic applies the
transfer- prohlbxted procedures described in § 11.

Note — In the case when the blocking is mmated by a management system, an indication should be given
to the signalling terminal in order to stop transmission of Message Signal Units and start contiguous transmission
of link status signal units indicating processor outage (see Recommendation Q.703, § 8).

3.3.6  Signalling link unblocked
3.3.6.1 Signalling traffic management: the actions will be the same as in § 3.3.2.1.

3.3.6.2 Signalling route management: if the link unblocked causes a signalling route set to become available, the
signalling transfer point which can once again route the signalling traffic in that route set applies the
transfer-allowed procedures described in § 11.

Note — In the case when the blocking and thus the unblocking was initiated by a management system, an
indication should be given to the signalling terminal in order to stop any transmission of link status signal units
indicating processor outage.

34 Status of signalling routes

A signalling route can be either available or unavailable, for signalling traffic having the concerned
destination (see also Figure 6/Q.704).

3.4.1  Signalling route unavailability
A signalling route becomes unavailable when a transfer-prohibited message, indicating that signalling

traffic towards a particular destination cannot be transferred via the signalling transfer point sending the
concerned message, is received (see § 11).
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3.42  Signalling route availability

A signalling route becomes available when a transfer-allowed message, indicating that signalling traffic
towards a particular destination can be transferred via the signalling transfer point sending the concerned
message, is received (see § 11).

3.5 Procedures used in connection with route status changes

In § 3.5 the procedures relating to each signalling management function which in general are applied in
connection with route status changes are listed. (See also Figures 6/Q.704 and 8/Q.704.) Typical examples of the
application of the procedures to particular network cases appear in Recommendation Q.705.

3.5.1  Signalling route unavailable

3.5.1.1 Signalling traffic management: the forced rerouting procedure (see § 7) is applied; it is used to transfer
signalling traffic to the concerned destination from the link set, belonging to the unavailable route, to an
alternative link set which terminates in another signalling transfer point. It includes actions to determine the
alternative route.

3.5.1.2 Signalling route management: because of the unavailability of the signalling route the network is
reconfigured; in the case that a signalling transfer point can no longer route the concerned signalling traffic, it
applies the procedures described in § 11.

3.5.2  Signalling route available

3.5.2.1 Signalling traffic management: the controlled rerouting procedure (see § 8) is applied; it is used to transfer
signalling traffic to the concerned destination from a signalling link or link set belonging to an available route, to
another link set which terminates in another signalling transfer point. It includes the determination of which
traffic should be diverted and procedures for maintaining the correct message sequence.

3.5.2.2 Signalling route management: because of the restored availability of the signalling route the network is
reconfigured; in the case that a signalling transfer point can once again route the concerned signalling traffic, it
applies the procedures described in § 11.

4 Signalling traffic management

4.1 General

4.1.1 The signalling traffic management function is used, as indicated in § 3, to divert signalling traffic from
signalling links or routes, or to temporarily reduce it in quantity in the case of congestion.

4.1.2 The diversion of traffic in the cases of unavailability or availability of signalling links and routes is
typically made by means of the following basic procedures, included in the signalling traffic management
function:

— signalling link unavailability (failure, deactivation or blocking): the changeover procedure (see § 5) is
used to divert signalling traffic to one or more alternative links (if any); :

— signalling link availability (restoration, activation or unblocking): the changeback procedure (see § 6)
is used to divert signalling traffic to the link made available;

— signalling route unavailability: the forced rerouting procedure (see § 7) is used to divert signailing
traffic to an alternative route (if any);

— signalling route availability: the controlled rerouting procedure (see § 8) is used to divert signalling
traffic to the route made available.

Each procedure includes different elements of procedure, the application of one or more of which depends
on the particular circumstances, as indicated in the relevant sections. Moreover, these procedures include a
modification of the signalling routing, which is made in a systematic way, as described in §§ 4.2 to 4.6.
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4.1.3 The signalling traffic flow control procedures are used in the case of signalling traffic congestion in a
signalling point, in order to request a temporary interruption of the signalling traffic sent to it by one or more
adjacent signalling points. These procedures are specified in § 9. :

4.2 Normal routing situation

421 Signalling traffic to be sent to a particular signalling point in the network, is normally routed to one or, in
the case of load sharing between link sets, two links sets. Within a link set, a further routing may be performed in
order to load share the traffic over the available signalling links (see § 2).

To cater for the situations when signalling links or routes become unavailable, alternative routing data are
defined.

For each destination which may be reached from a signalling point, one or more alternative link sets are
allocated. The possible link sets appear in a certain priority order. The link set having the highest priority is used
whenever it is available. It is defined as the normal link set for traffic to the concerned destination. In case of
load sharing between link sets, a normal link set exists for each portion of the divided signalling traffic.

For each signalling link, the remaining signalling links in the link set are alternative links. The signalling
links of a link set are arranged in a certain priority order. Under normal conditions the signalling link (or links)
having the highest priority is used to carry the signalling traffic.

These signalling links are defined as normal signalling links, and each portion of load shared traffic has its
own normal signalling link. Signalling links other than normal may be active standby or inactive signalling links,
see § 10.

4.2.2 Message routing (normal as well as alternative) is in principle independently defined at each signalling
point. Thus, signalling traffic between two signalling points may be routed over different signalling links or paths
in the two directions.

43 Signalling link unavailability

43.1 When a signalling link becomes unavailable (see § 3.2) signalling traffic carried by the link is transferred
to one or more alternative links by means of a changeover procedure. The alternative link or links are determined
in accordance with the following criteria. .

432 In the case when there is one or more alternative signalling links available in the link set to which the
unavailable link belongs, the signalling traffic is transferred within the link set to:

a) an active and unblocked signalling link, currently not carrying any traffic. If no such signalling link
exists, the signalling traffic is transferred to

b) one or possibly more than one signalling link currently carrying traffic. In the case of transfer to one
signalling link, the alternative signalling link is that having the highest priority of the signalling links
in service.

43.3 In the case when there is no alternative signalling link within the link set to which the unavailable
signalling link belongs, the signalling traffic is transferred to one or more alternative link sets in accordance with
the alternative routing defined for each destination. For a particular destination, the alternative link set is the link
set in service having the highest priority.

Within a new link set, signallihg traffic is distributed over the signalling links in accordance with the
routing currently applicable for that link set; i.e. the transferred traffic is routed in the same way as the traffic
already using the link set.

44 Signalling link availability

441 Whena previously unavailable signalling link becomes available again (see § 3.2), signalling traffic may be
transferred to thé available signalling link by means of the changeback procedure. The traffic to be transferred is
determined in accordance with the following criteria.
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44.2 In the case when the link set, to which the available signalling link belongs, already carries signalling
traffic on other signalling links in the link set, the traffic to be transferred is the traffic for which the available
signalling link is the normal one.

The traffic is transferred from one or more signalling links, depending on the criteria applied when the
signalling link became unavailable (see § 4.3.2).

443 In the case when the link set, to which the available signalling link belongs, does not carry any signalling
traffic (i.e. a link set has become available), the traffic to be transferred is the traffic for which the available link
set has higher priority than the link set currently used. However, in the case of load sharing between link sets,
traffic is not transferred from a normal link set.

The traffic is transferred from one or more link sets and from one or more signalling links within each
link set.

4.5 Signalling route unavailability

When a signalling route becomes unavailable (see § 3.4) signalling traffic carried by the unavailable route
is transferred to an alternative route by means of forced rerouting procedure. The alternative route (i.e. the
alternative link set) is determined in accordance with the alternative routing defined for the concerned destination
(see § 4.3.3).

4.6 Signalling route availability ' .

When a previously unavailable signalling route becomes available again (see § 3.4) signalling traffic may
be transferred to the available route by means of a controlied rerouting procedure. This is applicable in the case
when the available route (link set) has higher priority than the route (link set) currently used for traffic to the
concerned destination (see § 4.4.3).

The transferred traffic is distributed over the links of the new link set in accordance with the routing
currently applicable for that link set.

5 Changeover

5.1 General

5.1.1 The objective of the changeover procedure is to ensure that signalling traffic carried by the unavailable
signalling link is diverted to the alternative signalling link(s) as quickly as possible while avoiding message loss,
duplication or mis-sequencing. For this purpose, in the normal case the changeover procedure includes buffer
" updating and retrieval, which are performed before reopening the alternative signalling link(s) to the diverted
traffic. Buffer updating consists of identifying all those messages in the retransmission buffer of the unavailable
signalling link which have not been received by the far end. This is done by means of a hand-shake procedure,
based on changeover messages, performed between the two ends of the unavailable signalling link. Retrieval
consists of transferring the concerned messages to the transmission buffer(s) of the alternative link(s).

5.1.2 Changeover includes the procedures to be used in the case of unavailability (due to failure or blocking) of
a signalling link, in order to divert the traffic pertaining to that signalling link to one or more alternative
signalling links.

These signalling links can be carrying their own signalling traffic and this is not interrupted by the
changeover procedure.

The different network configurations to which the changeover procedure may be applied are described
in § 5.2.

The criteria for initiation of changeovef, as well as the basic actions to be performed, are described in

§ 5.3. _
Procedures necessary to cater for equipment failure or other abnormal conditions are also provided.
5.2 Network conﬁguratibns for changeover

5.2.1 Signalling traffic diverted from an unavailable signalling link is routed by the concerned signalling point
according to the rules specified in § 4. In summary, two alternative situations may arise (either for the whole
diverted traffic or for traffic relating to each particular destination):

i) traffic is diverted to one or more signalling links of the same link set, or

iiy traffic is diverted to one or more different link sets.
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522 As a result of these arrangements, and of the message routing function described in § 2, three different
relationships between the new signalling link and the unavailable one can be identified, for each particular traffic
flow. These three basic cases may be summarized as follows:

a) the new signalling link is parallel to the unavailable one (see Figure 9/Q.704);

b) the new signalling link belongs to a signalling route other than that to which the unavailable
signalling link belongs, but this signalling route still passes through the signalling point at the far end
of the unavailable signalling link (see Figure 10/Q.704);

c) the new signalling link belongs to a signalling route other than that to which the unavailable
signalling link belongs, and this signalling route does not pass through the signalling point acting as
signalling transfer point, at the far end of the unavailable signalling link (see Figure 11/Q.704).

Only in the case of c) does a possibility of message mis-sequencing exist: therefore its use should take into
account the overall service dependability requirements described in Recommendation Q.706.

0

CCITT-35830
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FIGURE 9/Q.704
Example of changeover to a parallel link

CCITT-35840

FIGURE 10/Q.704

Example of changeover to a signalling route passing through the remote
signalling point

CCITT-35850

FIGURE 11/Q.704

Example of changeover to a signalling route not passing through the remote
signalling point
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53 Changeover initiation and actions

5.3.1 Changeover is initiated at a signalling point when a signalling link is recognized as unavailable according
to the criteria listed in §§ 3.2.2 and 3.2.6.

The following actions are then performed:
a) transmission and acceptance of message signal units on the concerned signalling link is terminated;

b) transmission of link status signal units or fill in signal units, as described in Recommendation Q.703,
§ 5.3, takes place;

¢) the alternative signalling link(s) are determined according to the rules specified in § 4;

d) a procedure to update the content of the retransmission buffer of the unavailable signalling link is
performed as specified in § 5.4 below; "

e) signalling traffic is diverted to the alternative signalling link(s) as specified in § 5.5 below.

In addition, if traffic toward a given destination is diverted to an alternative signalling link terminating in
a 51gna]lmg transfer point not currently used to carry traffic toward that destination, a transfer-prohibited
procedure is performed as specified in § 11.2.

5.3.2 In the case when there is no traffic to transfer from the unavailable signalling link action, b) only of
§ 5.3.1 is required.

5.3.3 If no alternative signalling link exists for signalling traffic towards one or more destinations, the
concerned destination(s) are declared inaccessible and the following actions apply:

i) the routing of the concerned signalling traffic is blocked and the concerned messages already stored in
the transmission and retransmission buffers of the unavailable signalling link, as well as those received
subsequently, are discarded; ?

ii) a command is sent to the User Part(s) (if any) in order to stop generating the concerned signalling
traffic;

iii) the transfer-prohibited procedure is performed, as specified in § 11.2;

iv) the appropriate signalling link management procedures are performed, as specified in § 10.

53.4 In some cases of failures or in some network configurations, the normal buffer updating and retrieval
procedures described in §§ 5.4 and 5.5 cannot be accomplished. In such cases, the emergency changeover
procedures described in § 5.6 apply.

Other procedures to cover possible abnormal cases appear in § 5.7.

5.4 Buffer updating procedure

5.4.1 When a decision to changeover is made, a changeover order is sent to the remote signalling point. In the
case that the changeover was initiated by the reception of a changeover order (see § 5.2) a changeover
acknowledgement is sent instead. .

A changeover order is always acknowledged by a changeover acknowledgement, even when changeover
has already been initiated in accordance with another criterion.

No priority is given to the changeover order or changeover acknowledgement in relation to the normal
traffic of the signalling link on which the message is sent.

5.4.2 The changeover order and changeover acknowledgement are signalling network management ‘messages and
contain the following information:

— the label, indicating the destination and originating signalling points and the identity of the
unavailable signalling link;

— the changeover-order (or changeover-acknowledgement) signal; and

— the forward sequence number of the last message signal unit accepted from the unavailable signalling
link.

Formats and codes of the changeover order and the changeover acknowledgement appear in § 13.

2 The adequacy of this procedure to meet the acceptable dependability objective in terms of loss of messages requires further

study.
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5.43 Upon reception of a changeover order or changeover acknowledgement, the retransmission buffer of the
unavailable signalling link is updated (except as noted in § 5.6), according to the information contained in the
message. The message signal units successive to that indicated by the message are those which have to be
retransmitted on the alternative signalling link(s), according to the retrieval and diversion procedure.

5.5 ' Retrieval and diversion of traffic

When the procedure to update the retransmission buffer content is completed the following actions are
performed:

— the routing of the signalling traffic to be diverted is changed;

— the signal traffic already stored in the transmission buffers and retransmission buffer of the
unavailable signalling link is sent directly towards the new signalling link(s), according to the
modified routing.

The diverted signalling traffic will be sent towards the new signalling link(s) in such a way that the correct
message sequence is maintained. The diverted traffic has no priority in relation to normal traffic already conveyed
on the signalling link(s).

5.6 Emergency changeover procedures

5.6.1 Due to the failure in a signalling terminal it may be impossible for the corresponding end of the faulty
signalling link to determine the forward sequence number of the last message signal unit accepted over the
unavailable link. In this case, the concerned end accomplishes, if possible, the buffer updating procedure
described in § 5.4 but it makes use of an emergency changeover order or an emergency changeover acknowledge-
ment instead of the corresponding normal message; these emergency messages, the format of which appears in
§ 13, do not contain the forward sequence number of the last accepted message signal unit. Furthermore, the
signalling link is taken out of service, i.e. the concerned end initiates, if possible, the sending of our-of-service link
status signal units on the unavailable link (see Recommendation Q.703, § 5.3).

When the other end of the unavailable signalling link receives the emergency changeover order or
acknowledgement, it accomplishes the changeover procedures described in §§ 5.4 and 5.5, the only difference being
that it does not perform either buffer updating or retrieval. Instead it directly starts sending the 51gnallmg traffic
not yet transmitted on the unavailable link on the alternative signalling link(s).

The use of normal or emergency changeover messages depends on the local conditions of the sending
signalling point only, in particular:

—~ an emergency changeover order is acknowledged by a changeover acknowledgement if the local
conditions are normal; and

— a changeover order is acknowledged by an emergency changeover acknowledgement if there are local
fault conditions.

5.6.2 It may happen that no signalling path exists between the two ends of the unavailable link, so that the
exchange of changeover messages is impossible.

When the concerned signalling point decides to initiate changeover in such circumstances, after the expiry
of a time T1 = 1 s (provisional value) it starts signalling traffic not yet transmitted on the unavailable signalling
link on the alternative link(s); the purpose of withholding traffic for the time T1 is to reduce the probability of .
message mis-sequencing.

An example of such a case appears in Recommendation Q.705, Annex A.

In the abnormal case when the concerned signalling point is not aware of the situation, it will start the
normal changeover procedure and send a changeover order; in this case it will receive no changeover message in
response and the procedure will be completed as indicated in § 5.7.2. Possible reception of a transfer-prohibited
message (sent by an involved signalling transfer point on reception of the changeover order, see § 11.2) will not
affect changeover procedures.

5.6.3  Due to failures, it may be impossible for a signalling point to perform retrieval even if it has received the
retrieval information from the far end of the unavailable signalling link. In this case, it starts sending new traffic
on reception of the changeover message (or on time-out expiry, see §§ 5.6.2 and 5.7.2); no further actions in
addition to the other normal changeover procedures are performed.
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5.7 Procedures in abnormal conditions

5.7.1  The procedures described in this seétion allow the completion of the changeover procedurés in abnormal
cases other than those described in § 5.6.

5.7.2 If no changeover message in response to a changeover order is received within a time-out T2 = 1s
(provisional value), new traffic is started on the alternative signalling link(s).

577.3 If a changeover order or acknowledgement containing an unreasonable value of the forward sequence
number is received, no buffer updating or retrieval is performed, and new traffic is started on the alternative
signalling link(s).

5.7.4 If a changeover acknowledgement is received without having previously sent a changeover order, no action
is taken.

5.7.5 If a changeover order is received relating to a particular signalling link after the completion of changeover
from that signalling link, an emergency changeover acknowledgement is sent in response, without any further
action. :

6 Changeback

6.1 General

6.1.1 The objective of the changeback procedure is to ensure that signalling is diverted from the alternative
signalling link(s) to -the signalling link made available as quickly as possible, while avoiding message loss,
duplication or mis-sequencing. For this purpose (in the normal case), changeback includes a procedure to control
the message sequence.

6.1.2 Changeback includes the basic procedures to be used to perform the opposite action to changeover, i.e. to
divert traffic from the alternative signalling link(s) to a signalling link which has become available (i.e. it was
restored or unblocked). The characteristics of the alternative signalling link(s) from which changeback can be
made are described in § 5.2. In all the cases mentioned in § 5.2 the alternative signalling links can be carrying
their own signalling traffic and this is not interrupted by the changeback procedures.

Procedures necessary to cater for particular network configuration or other abnormal conditions are also
provided.

6.2 Changeback initiation and actions

6.2.1 Changeback is initiated at a signalling point when a signalling link is restored or unblocked and therefore
it becomes once again available, according to the criteria listed in §§ 3.2.3 and 3 2.7. The following actions are
then performed:

‘a) the alternative signalling link(s) are determined, to which traffic normally carried by the signalling
link made available was previously diverted (e.g. on occurrence of a changeover);

b) signalling traffic is diverted (if appropriate, according to the criteria specified in § 4) to the concerned
signalling link by means of the sequence control procedure specified in § 6.3; traffic diversion can be
performed at the discretion of the signalling point initiating changeback, as follows:

i)  individually for each traffic flow (i.e. on destination basis);

ii)  individually for each alternative signalling link (i.e. for all the destinations previously diverted on
that alternative signalling link);

iii) at the same time for a number of or for all the alternative signalling links.

On occurrence of changeback, it may happen that traffic towards a given destination is no longer routed
via a given adjacent signalling transfer point, towards which a transfer-prohibited procedure was previously
performed on occurrence of changeover (see § 5.3.1); in this case a transfer-allowed procedure is performed, as
specified in § 11.3.
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In addition, if traffic towards a given destination is diverted to an alternative signalling link terminating in
a signalling transfer point not currently used to carry traffic toward that destination, a transfer-prohibited
procedure is performed as specified in § 11.2.

6.2.2 In the case when there is no traffic to transfer to the signalling link made available, none of the previous
actions are performed.

6.2.3 In the case that the signalling link made available can be used to carry signalling traffic toward a
destination which was previously declared inaccessible, the following actions apply:

i) the routing of the concerned signalling traffic is unblocked and transmission of the concerned
messages (if any) is immediately started on the link made available;

ii) a command is sent to the User Part(s) (if any) in order to restart generating the concerned signalling
traffic; )

iii) the transfer-allowed procedure is performed, as specified in § 11.3.

6.2.4 If the signalling point at the far end of the link made available currently results inaccessible at the
signalling point initiating changeback, the sequence control procedure specified in § 6.3 (which requires communi-
cation between the two concerned signalling points) does not apply; instead, the time-controlled diversion
specified in § 6.4 is performed. This is made also when the concerned signalling points are accessible, but there is
no signalling route to it using the same outgoing signalling link(s) (or one of the same signalling links) from
which traffic will be diverted.

6.3 Sequence control procedure

6.3.1 When a decision is made at a given signalling point to divert a given traffic flow (towards one or more
" destinations) from an alternative signalling link to the signalling link made available, the following actions are
performed if possible (see § 6.4):

i) transmission of the concerned traffic on the alternative signalling link is stopped; such traffic is stored
in a changeback buffer

il) a changeback declaration is sent to the remote signalling point of the signalling link made available
via the concerned alternative signalling link; this message indicates that no more message signal units
relating to the traffic being diverted to the link made available will be sent on the alternative
signalling link.

6.3.2 The concerned signalling point will restart diverted traffic over the signalling link made available when it
receives a changeback acknowledgement from the far signalling point of the link made available; this message
indicates that all signal messages relating to the concerned traffic flow and routed to the remote signalling point
via the alternative signalling link have been received. The remote signalling point will send the changeback
acknowledgement to the signalling point initiating changeback in response to the changeback declaration; any
available signalling route between the two signalling points can be used to carry the changeback acknowledge-
ment.

6.3.3 The changeback declaration and changeback acknowledgement are signalling network management
messages and contain:

— the label, indicating the destination and originating signalling points, and the identity of the signalling
link to which traffic will be diverted;

— the changeback-declaration (or changeback-acknowledgement) signal, and
— the changeback code.

Formats and codes of the changeback declaration and changeback acknowledgement appear in § 13.

6.3.4 A particular configuration of the changeback code is autonomously assigned to the changeback declaration
by the signalling point initiating changeback; the same configuration is included in the changeback acknowledge-
ment by the acknowledging signalling point. This allows discrimination between different changeback declarations
and acknowledgements when more than one sequence control procedures are initiated in parallel, as follows.
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6.3.5 In the case that a signalling point intends to initiate changeback in parallel from more than one alternative
signalling link, a sequence control procedure is accomplished for each involved signalling link, and a changeback
declaration is sent on each of them; each changeback declaration is assigned a different configuration of the
changeback code. Stopped traffic is stored in one or more changeback buffers (in the latter case, a changeback
buffer is provided for each alternative signalling link). When the changeback acknowledgement relating to that
alternative signalling link is received, traffic being diverted from a given alternative signalling link can be restarted
on the signalling link made available, starting with the content of the changeback buffer; discrimination between
the different changeback acknowledgements is made by the changeback code configuration, which is the same as
that sent in the changeback declaration.

This procedure allows either reopening the recovered signalling link to traffic in a selective manner
(provided that different changeback buffers are used) as soon as each changeback acknowledgement is received, or
only when all the changeback acknowledgements have been received.

6.4 Time-controlled diversion procedure

6.4.1 The time-controlled diversion procedure is used in the case when the remote signalling point is inaccessible
at the 51gnal]mg point initiating changeback, i.e. communication between the two ends of the signalling link made
available is not possible via a signalling route other than that signalling link; the sending of changeback
declaration is therefore impossible. An example of such a case appears in Figure 12/Q.704.

In this example, on failure of signalling link AB, traffic towards the destination was diverted to signalling
link AC. When signalling link AB is made available, sending of changeback declaration from A to B is
impossible, since no signalling link exists between C and B.

® CCITT-35860

FIGURE 12/Q.704
Example of time-controlled diversion procedure

6.4.2 When changeback is initiated, a signalling point unable to send a changeback declaration stops traffic to
be diverted from the alternative signalling link for a time T3 = 1 s (provisional value) after which it reopens
traffic on the signalling link made available. The time delay minimizes the probability of out of sequence delivery
to the destination point(s).

6.4.3 In the abnormal case when the concerned signalling point is not aware of the situation it will start a
normal changeback procedure and send a changeback declaration; in this case it will receive no changeback
acknowledgement in response and the procedure will be completed as indicated in § 6.5.3. Reception of a transfer
prohibited message (sent by C, in the figure, on reception of the changeback declaration from A, see § 11.2) will
not affect the above procedures.

6.5 Procedures in abnormal conditions

6.5.1 If a changeback acknowledgement is received by a 51gnallmg point which has not previously sent a
changeback declaration, no action is taken.
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6.5.2 If a changeback declaration is received after the completion of the changeback procedure, a changeback
acknowledgement is sent in response, without taking any further action. This corresponds to the normal action
described in § 6.3.2 above.

6.5.3 If no changeback acknowledgement is received in response to a changeback declaration within a time
T4 = 1 s (provisional value), the changeback declaration is repeated and a new time-out T5 = 1 s (provisional
value) is started. If no changeback acknowledgement is received before the expiry of TS, the maintenance
functions are alerted and traffic on the link made available i1s started. The changeback code contained in the
changeback acknowledgement message makes it possible to determine in the case of parallel changebacks from
more than one reserve path, which changeback declaration is unacknowledged and has therefore to be repeated.

7 Forced rerouting

71 General

7.1.1  The objective of the forced rerouting procedure is to restore, as quickly as possibie, the signalling
capability between two signalling points towards a particular destination, in such a way as minimize the
consequences of a failure. However, since the unavailability of a signalling route is in general caused by the fact
that the concerned destination has become inaccessible to a signalling transfer point, a probability of message loss
exists (see § 5.3.3). Therefore the structure of the signalling network should be such as to reduce the probability of
signalling route unavailability to limits compatible with the overall dependability requirements (see Recommenda-
tion Q.706).

7.1.2  Forced rerouting is the basic procedure to be used in the case where a signalling route towards a given
destination becomes unavailable (due to, for example, remote failures in the signalling network) to divert
signalling traffic towards that destination to an alternative signalling route outgoing from the concerned signalling
point. Signalling links pertaining to the alternative signalling route can be carrying their own signalling traffic
(relating to different signalling routes) and this is not interrupted by the forced rerouting procedure.

7.2 Forced rerouting initiation and actions

7.2.1  Forced rerouting is initiated at a signalling point when a transfer-prohibited message, indicating a
signalling route unavailability, is received.

The following actions are then performed:

a) transmission of signalling traffic towards the concerned destination on the link set(s) pertaining to the
unavailable route is immediately stopped; such traffic is stored in a forced rerouting buffer;

b) the alternative route is determined according to the rules specified in § 4;

¢) as soon as action b) is completed, the concerned signalling traffic is restarted on a link set pertaining
to the alternative route, starting with the content of the forced rerouting buffer;

d) if appropriate, a transfer-prohibited procedure is performed (see § 11.2.2).

7.2.2 In the case when there is no signalling traffic to be diverted from the unavailable route, action b) and d)
only apply. '

7.2.3 . If no alternative route exists for signalling traffic towards the concerned destination, that destination is
declared inaccessible and the actions specified in § 5.3.3 apply.

8 Controlled rerouting

8.1 General

8.1.1 The objective of the controlled rerouting procedure is to restore the optimal signalling routing and to
minimize mis-sequencing of messages. Therefore controlled rerouting includes a time-controlled traffic diversion
procedure, which is the same as that used in some cases of changeback (see § 6.4).
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8.1.2 Controlled rerouting is the basic procedure to be used in the case where a signalling route towards a given
destination becomes available (due to, for example, recovery of previous remote failures in the signalling
network), to divert back signalling traffic towards that destination from the alternative to the normal signalling
route outgoing from the concerned signalling point. Signalling links pertaining to the alternative signalling route
can be carrying their own signalling traffic (relating to different signalling routes) and this is not interrupted by
the normal rerouting procedure.

8.2 Controlled rerouting initiation and actions

8.2.1 Controlled rerouting is initiated at a signalling point when a transfer-allowed message, indicating that the
signalling route has become available, is received. The following actions are then performed:

a) transmission of signalling traffic towards the concerned destination on the link set pertaining to the
alternative route is stopped; such traffic is stored in a controlled rerouting buffer; a time out T6 = 1 s
(provisional value) is started;

b) a transfer-prohibited message is sent on the route made available and a transfer-allowed message on
the alternative one (see §§ 11.2.2 and 11.3.2 respectively);

¢) at the expiry of T6, the concerned signalling traffic is restarted on an outgoing link set pertaining to
the signalling route made available, starting with the content of the controlled rerouting buffer; the
aim of the time delay is to minimize the probability of out of sequence delivery to the destination
point(s).

8.2.2 When there is no signalling traffic to be.diverted back to the route made availéble, the above actions are
not performed and the signalling point notes the availability of the route, which therefore may be used if
necessary. '

8.2.3 If, the destination was inaccessible, when the route is made available, then the destination is declared
accessible and the actions specified in § 6.2.3 apply.

9 Signalling traffic flow control

9.1 General

The purpose of the signalling traffic flow control functions is to limit signalling traffic at its source in the
case when the signalling network is not capable of transferring all signalling traffic offered by the User Parts
because of network failures or overload situations.

Flow control actions may be taken as a consequence of a number of events; the following cases have been
identified:

— Failures in the signalling network (signalling links or signalling points) have resulted in route set
unavailability.

— Overload of a signalling link or signalling point has resulted in a situation where reconfiguration of
traffic is not possible or appropriate. ’

— Failure or overload of a User Part has made it impossible for the User Part to handle all messages
delivered by the Message Transfer Part.

When the normal transfer capability is restored, the flow control functions initiate resumption of the
normal traffic flow.

9.2 Flow control indications

The need for the following indications has been 1dent1f'ied however, other indications are likely to be
required (e.g. for User Part overload or User Part failure).

9.2.1  Signalling route set unavailability

In the case when no signalling route is available for traffic towards a particular destination (see §§ 5.3.3
and 7.2.3), an indication is given from the Message Transfer Part to all User Parts, informing them that signalling
messages destined to the particular signalling point cannot be transferred via the signalling network. Each User
Part then takes appropriate actions in order to stop generation of signalling information destined for the
inaccessible signalling point.
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9.2.2  Signalling route set availability

In the case when a signalling route becomes available for traffic to a previously blocked destination (see
§§ 6.2.3 and 8.2.3), an indication is given from the Message Transfer Part to the User Parts, informing them that
signalling messages destined to the particular Signalling Points can be transferred via the signalling network. Each
User Part then takes appropriate actions in order to start generation of signalling information destined for the
now accessible signalling point.

10 Signalling link management

10.1 General

10.1.1 The signalling link management function is used to control the locally connected signalling links. The
function provides means for establishing and maintaining a certain predetermined capability of a link set. Thus, in
the event of signalling link failures the signalling link management function controls actions aimed at restoring the
capability of the link set.

Three sets of signalling link management procedures are specified in the following- sections. Each set
corresponds to a certain level of automation as regards allocation and reconfiguration of signalling equipment.
The basic set of signalling link management procedures (see § 10.2) provides no automatic means for allocation
and reconfiguration of signalling equipment. The basic set includes the minimum number of functions which must
be provided for international application of the signalling system. ‘

The two alternative sets of signalling link management procedures are provided as options and include
functions allowing for a more efficient use of signalling equipment in the case when signalling terminal devices
have switched access to signalling data links.

Note — In Annex A a modified set of signalling link management functions are defined, being an
alternative for national applications to those functions specified in § 10.4.

10.1.2 A signalling link set consists of one or-more signalling links having a certain order of priority as regards
the signalling traffic conveyed by the link set (see § 4). Each signalling link in operation is assigned a signalling
data link and a signalling terminal at each end of the signalling data link.

The signalling link identity is independent of the identities of the signalling data link and signalling
terminals which it comprises. Thus, the identity referred to by the Signalling Link Code (SLC) included in the
label of messages originated at Message Transfer Part level 3 is the signalling link identity and not the signalling
data link identity or the signalling terminal identity.

Depending on the level of automation in an application of the signalling system, allocation of signalling
data link and signalling terminals to a signalling link may be made manually or automatically.

In the first case, applicable for the basic signalling link management procedures, a signalling link includes
predetermined signalling terminals and a predetermined signalling data link. To replace a signalling terminal or
signalling data link, a manual intervention is required. The signalling data link to be included in a particular
signalling link is determined by bilateral agreement (see also Recommendation Q.702).

In the second case for a given signalling point, a signalling link includes any of the signalling terminals
and any of the signalling data links applicable to a /ink group. As a result of, for example, signalling link failure,
the signalling terminal and signalling data link included in a signalling link, may be replaced automatically. The
criteria and procedures for automatic allocation of signalling terminals and signalling data links are specified in
§§ 10.5 and 10.6 respectively. The implementation of these functions requires that for a given link group any
signalling terminal can be connected to any signalling data link.

Note — A link group is a group of identical signalling links directly connecting two signalling points. A
link set may include one or more link groups.

10.1.3 When a link set is to be brought into service, actions are taken to establish a predetermined number of
signalling links. This is made by connecting signalling terminals to signalling data links and for each signalling
link performing an initial alignment procedure (see Recommendation Q.703, § 5.3). The process of making a
signalling link ready to carry signalling traffic is defined as signalling link activation.
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Activation of a signalling link may also be applicable, for example when a link set is to be extended or
when a persisting failure makes another signalling link in the link set unavailable for signalling traffic.

" In the case of signalling link failure, actions should be taken to restore the faulty signalling link, i.e. to
make it available for signalling again. The restoration process may include replacement of a faulty signalling data
link or signalling terminal.

A link set or a single signalling link ts taken out of service by means of a procedure defined as signalling
link deactivation.

The procedures for activation, restoration and deactivation are initiated and performed in different ways
depending on the level of automation applicable for a particular implementation of the signalling system. In the
following, procedures are specified for the cases when:

a) no automatic functions are provided for allocation of signalling terminals and signalling data links
(see § 10.2);

b) an automatic function is provided for allocation of signalling terminals (see § 10.3);

¢) automatic functions are provided for allocation of signalling terminals and signalling data links (see
§ 10.4).

10.2  Basic signalling link management procedures

10.2.1  Signalling link activation

10.2.1.1 - In the absence of failures, a link set contains a certain predetermined number of active (i.e. aligned)
signalling links. In addition, the link set may contain a number of inactive signalling links, i.e. signalling links
which have not been put into operation. Predetermined signalling terminals and a signalling data link are
associated with each inactive signalling link. ’

The number of active and inactive signalling links in the absence of failures, and the priority order for the
signalling links in a link set, should be identical at both ends of the link set.

Note — In the typical case, all signalling links in a link set are active in the absence of failures.

10.2.1.2 When a decision is taken to activate an inactive signalling link, initial alignment starts. If the initial
alignment procedure is successful, the signalling link is active and ready to convey signalling traffic. In the case
when initial alignment is not possible, as determined at Message Transfer Part level 2 (see Recommenda-
tion Q.703, § 7), new initial alignment procedures are started on the same signalling link until the signalling link is
activated or a manual intervention is made. .

10.2.2 Signalling link restoration

After a signalling link failure is detected, signalling link initial alignment will take place. In the case when
the initial alignment procedure is successful, the signalling link is regarded as restored and thus available for
signalling. : . .

If initial al'ignment is not possible, as determined at Message Transfer Part level 2 (see Recommenda-
. tion Q.703, § 7), new initial alignment procedures may be started on the same signalling link until the signalling
link is restored or a manual intervention is made, e.g. to replace the signalling data link or the signalling terminal.

10.2.3 Signalling link deactivation

An active signalling link may be made inactive by means of a deactivation procedure, provided that no
signalling traffic is carried on that signalling link. When a decision has been taken to deactivate a signalling link
the signalling terminal of the signalling link is taken out of service.
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10.2.4 Link set activation

A signalling link set not having any signalling links in service is started by means of a link set activation
procedure.

Two alternative link set activation procedures are defined:

— link set normal activation,

- — link set emergency restart.

10.2.4.1 Link set normal activation

Link set normal activation is applicable when a link set is to be put into service for the first time (link set
initial activation) or when a link set is to be restarted (link set normal restart); the latter is applicable for example
in the case when:

— all signalling links in a link set are faulty,
— a processor restart in a signalling point makes it necessary to reestablish a link set,

— a signalling point recognizes other irregularities concerning the interworking between the two
signalling points,

provided that none of the above events create an emergency situation.

When link set normal activation is initiated, signalling link activation starts on as many signalling links as
possible. (All signalling links in the link set are regarded as being inactive at the start of the procedure.)

The signalling link activation procedures are performed on each signalling link in parallel as specified in
§ 10.2.1 until the signalling links are made active.

Signalling traffic may, however, commence when one signalling link is successfully activated.

10.2.4.2  Link set emergency restart

Link set emergency restart is applicable when an immediate reestablishment of the signalling capability of
a link set is required, (i.e., in a situation when the link set normal restart procedure is not fast enough). The
precise criteria for initiating link set emergency restart instead of normal restart may vary between different
applications of the signalling system. Possible situations for emergency restart are, for example:

— when signalling traffic that may be conveyed over the link set to be restarted is blocked,
— when it is not possible to communicate with the signalling point at the remote end of the link set.

When link set emergency restart is initiated, signalling link activation starts on as many signalling links as
possible, in accordance with the principles specified for normal link set activation. In this case, the signalling
terminals will have emergency status (see Recommendation Q.703, § 7) resulting in the sending of status
indications of type “E” when applicable. Furthermore, the signalling terminals employ the emergency proving
procedure and short time-out values in order to accelerate the procedure.

When the emergency situation ceases, a transition from emergency to normal signalling terminal status
takes place resulting in the employment of normal proving procedure and normal time-out values.

10.2.4.3 Time-out values

The initial alignment procedure (specified in Recommendation Q.703, § 7.3) includes time-outs the expiry
of which indicates the failure of an activation or restoration attempt. The values of the time-outs are for further
study.

10.3  Signalling link management procedures based on automatic allocation of signalling terminals

10.3.1 Signalling link activation

10.3.1.1 In the absence of failures a link set contains a certain predetermined number of active (i.e. aligned)
signalling links. The link set may also contain a number of inactive signalling links.

94 Fascicle VL6 — Rec. Q.704



An inactive signalling link is a signalling link not in operation. A predetermined signalling data link is
associated with each inactive signalling link; however, signalling terminals may not yet be allocated.

The number of active and inactive signalling links in the absence of failures, and the priority order for the
signalling links in a link set, should be identical at both ends of the link set.

10.3.1.2 Whenever the number of active signalling links is below the value specified for the link set, actions to
activate new inactive signalling links should be taken automatically. This is applicable, for example, when a link
set i$ to be brought into service for the first time (see § 10.3.4) or when a link failure occurs. In the latter case,
activation starts when the restoration attempts on the faulty link are considered unsuccessful (see § 10.3.2).

The signalling link(s) to activate is the inactive link(s) having the highest priority in the link set.

Generally, if it is not possible to activate a signalling link, an attempt to activate the next inactive
signalling link (in priority order) is made. In the case when an activation attempt performed on the last signalling
link in the link set is unsuccessful, the “next” signalling link is the first inactive signalling link in the link set
(i.e. there is a cyclic assignment).

Activation of a signalling link may also be initiated manually.

Activation shall not be initiated automatically for a signalling link previously deactivated by means of a
manual intervention.

10.3.1.3 When a decision is taken to activate a signalling link, the signalling terminal to be employed has to be
allocated at each end.

The signalling terminal is allocated automatically by means of the function defined in § 10.5.

In the case when the automatic allocation function cannot provide a signalling terminal the activation
attempt is aborted.

The predetermined signalling data link which may be utilized for other purposes when not connected to a
signalling terminal must be removed from its alternative use (e.g. as a speech circuit) before signalling link
activation can start.

10.3.1.4 The chosen signalling terminal is then connected to the signalling data link and initial alignment starts
(see Recommendation Q.703, § 7).

If the initial alignment procedure is successful, the signalling link is active and ready to convey signalling
traffic.

If initial alignment is not possible, as determined at Message Transfer Part level 2 (see Recommenda-
tion Q.703, § 7), the activation is unsuccessful and activation of the next inactive signalling link (if any) is
initiated. Successive initial alignment attempts may, however, continue on the previous signalling link until it is
activated or its signalling terminal is disconnected (see § 10.5).

In the case when activation attempts take place at both ends of a link set, it may be that the two ends
attempt to activate different signalling links, thus making initial alignment impossible. By initiating activation of
the next signalling link when an activation attempt fails, and by having different lengths of the initial alignment
time-outs at the two ends of the link set (see § 10.3.4.3) it is ensured that eventually a signalling data link will be
provided with signalling terminals at both ends at the same time.

10.3.2 Signalling link restoration

10.3.2.1 After a signalling link failure is recognized, signalling link initial alignment will take place (see
Recommendation Q.703, § 7). In the case when the initial alignment is successful, the signalling link is regarded as
restored and thus available for signalling. If the initial alignment is unsuccessful, the signalling terminals and
signalling link may be faulty and require replacement.

10.3.2.2 The signalling terminal may be automatically replaced in accordance with the principles defined for
automatic allocation of signalling terminals (see § 10.5). After the new signalling terminal has been connected to
the signalling data link, signalling link initial alignment starts. If successful, the signalling link is restored.
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If initial alignment is not possible or if no alternative signalling terminal is available for the faulty
signalling link, activation of the next signalling link in the link set (if any) starts. In the case when it is not
appropriate to replace the signalling terminal of the faulty signalling link (e.g. because it is assumed that the
signalling data link is faulty) activation of the next inactive signalling link (if any) is also initiated. In both cases
successive initial alignment attempts may continue on the faulty signalling link until a manual intervention is
made or the signalling terminal is disconnected (see § 10.5).

Noie — In the case when a signalling terminal cannot be replaced, activation of the next signalling link is
only initiated if the link set includes an alternative link group having access to other signalling terminals than the
signalling link for which restoration is not possible.

10.3.3 Signalling link deactivation

In the absence of failures a link set contains a specified number of active (i.e. aligned) signalling links.
Whenever that number is exceeded (e.g. as a result of signalling link restoration), the active signalling link having
the lowest priority in the link set is to be made inactive automatically provided that no signalling traffic is carried
on that signalling link.

Deactivation- of a particular signalling link may also be initiated manually, for example in conjunction
with manual maintenance activities.

When a decision has been taken to deactivate a signalling link, the signalling terminal and signalling data
link may be disconnected.

After deactivation, the idle signalling terminal may become part of other signalling links (see § 10.5).

10.3.4 Link set activation

A signalling link set not having any signalling links in service is started by means of a link set activation
procedure. The objective of the procedure is to activate a specified number of signalling links for the link set. The
activated signalling links should, if possible, be the signalling links having the highest priority in the link set. Two
alternative link set activation procedures are defined: '

— link set normal activation,

— link set emergency restart.

10.3.4.1 Link set normal activation

Link set normal activation is applicable when a link set is to be put into service for the first time (link set
initial activation) or when a link set is to be restarted (link set normal restart); the latter is applicable, for
example, in the case when:

— all signalling links in a link set are faulty;
— a processor restart in a signalling point makes it necessary to re-establish a link set;

— a signalling point recognizes other irregularities concerning the interworking between the two
signalling points, e.g. that a certain signalling data link is associated with different signalling links at
the two ends of the link set;

provided that none of the above events create an emergency situation.

When link set normal activation is initiated, signalling link activation starts on as many signalling links as
possible. (All signalling links in the link set are regarded as being inactive at the start of the procedure.) If
activation cannot take place on all signalling links in the link set (e.g., because a sufficient number of signalling
terminals is not available), then the signalling links to activate are determined in accordance with the link priority
order. '

Note — All idle signalling terminals may not necessarily be made available for link set activation. Thus
making possible, for example, restoration of faulty signalling links in other link sets at the same time.

The signalling link activation procedures are performed as specified in § 10.3.1.
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If the activation attempt for a signalling link is unsuccessful (i.e. initial alignment is not possible),
activation of the next inactive signalling link, if any, in the priority order is initiated ¥. According to the principles
for automatic allocation of signalling terminals defined in § 10.5, the signalling terminal connected to the
unsuccessfully activated signalling link will typically be connected to the signalling data link of that signalling link
for which the new activation attempt is to be made.

When a signalling link is successfully activated, signalling traffic may commence.

After the successful activation of one signalling link, the activation attempts on the remaining signalling
links continue in accordance with the principles defined in § 10.3.1, in such a way that the signalling links having
the highest priorities are made active. This is done in order to obtain, if possible, the normal configuration within
the link set. Signalling link activation continues until the predetermined number of active signalling links is
obtained.

10.3.4.2  Link set emergency restart

Link set emergency restart is applicable in the case when the link set normal restart procedure is not fast
enough. Emergency restart is performed in the same way as link set normal activation except that, in the case of
emergency restart, the emergency proving procedure and the short emergency time-out values (cf Recommenda-
tion Q.703, § 7) are employed in order to accelerate the procedure (see further § 10.2.4.2).

10.3.4.3 Time-out values

The values of the time-outs included in the initial alignment procedure (see Recommendation Q.703, § 2)
should be different at the two ends of the link set. These values are for further study.

10.4  Signalling link management procedures based on automatic allocation of signalling data links and signalling
terminals’ :

10.4.1 Signalling link activation

10.4.1.1 In the absence of failures a link set contains a certain predetermined number of active (i.e. aligned)
signalling links. The link set may also contain a number of inactive signalling links.

An inactive signalling link is a signalling link currently not in operation. It is not associated with any
signalling terminal or signalling data link (i.e. the signalling link is only identified by its position in the link set).

The number of active and inactive signalling links (in the absence of failures), and the priority order for
the signalling links in a link set, should be identical at both ends of the link set.

10.4.1.2 Whenever the number of active signalling links is below the value specified for the link set, actions to
activate new inactive signalling links should be taken automatically. This is, for example, applicable when a link
set is to be brought into service for the first time (see § 10.4.4) or when a link failure occurs. In the latter case,
activation starts when the restoration attempts on the faulty link are considered unsuccessful (see § 10.4.2).

The signalling link(s) to activate is the inactive link(s) having the highest priority in the link set.

If it is not possible to activate a signalling link an attempt to activate the next inactive signalling link (in
priority order) is made. In the case when an activation attempt performed on the last signalling link in the link set
is unsuccessful, the “next” signalling link is the first inactive link in the link set (i.e. a cyclic assignment).

Note — Activation of the next signalling link is only initiated if the link set includes an alternative link
group, having access to other signalling terminals and/or other signalling data links than the signalling link for
which activation is not possible.

3 Inactive links exist in the case when the number of signalling terminals available is less than the number of signalling links

defined for the link set.
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Activation of a particular signalling link may also be initiated upon receiving a request from the remote
signalling point, or by a manual request.

Activation shall not be initiated automatically for a signalling link previously inactivated by means of a
manual intervention.

10.4.1.3 When a decision is taken to activate a signalling link, the signalling terminals and signalling data link
to be employed have to be allocated.

A signalling terminal is allocated automatically by means of the function defined in § 10.5.

The signalling data link is allocated automatically by means of the function defined in § 10.6. However, in
conjunction with link set activation the identity of the signalling data link to use may be predetermined (see
further § 10.4.4). A signalling data link which is not connected to a signalling terminal may be utilized for other
purposes, €.g., as a speech circuit. When the data link is to be employed for signalling, it must be removed from
its alternative use.

In the case when the automatic allocation functions cannot provide a signalling terminal or a signalling
data link, the activation attempt is aborted.

10.4.1.4 When the signalling data link and signalling terminal to be used for a particular signalling link are
determined, the signalling terminal is connected to the signalling data link and signalling link initial alignment
starts (see Reconrmendation Q.703, § 7). If the initial alignment procedure is successful, the signalling link is
active and ready to convey signalling traffic.

If initial alignment is not possible, as determined at Message Transfer Part level 2 (see Recommenda-
tion Q.703, § 7), alternative signalling data links are automatically connected to the signalling terminal, until an
initial alighment procedure is successfully completed. In the case when the function for automatic allocation of
signalling data links cannot provide an alternative signalling data link, the activation is regarded as unsuccessful
and activation of the next inactive signalling link (if any) is initiated (see, however, the Note to § 10.4.1.2 above).
Successive initial alignment attempts may continue on the previous signalling link until it is activated or its
signalling terminal is disconnected (see § 10.5). '

10.4.2 Signalling link restoration

10.4.2.1 After a signalling link failure is recognized, signalling link initial alignment will take place (see
Recommendation Q.703, § 7). In the case when the initial alignment is successful, the signalling link is regarded as
‘restored and thus available for signalling.

If the initial alignment is unsuccessful, the signalling terminal and signalling data link may be faulty and
require replacement.

10.4.2.2 The signalling data link may be automatically replaced by an alternative, in accordance with the
principles defined in § 10.6. After the new signalling data link has been connected to the signalling terminal
signalling link, initial alignment starts. If successful, the signalling link is restored. If not, alternative data links
are connected to the signalling terminal, until an initial alignment procedure is successfully completed.

If the automatic allocation function cannot provide a new signalling data link, activation of the next
inactive signalling link (if any) is initiated (see, however, the Note to § 10.4.1.2). Successive initial alignment
attempts may, however, continue on the faulty signalling link until it is restored or its signalling terminal is
disconnected.

10.4.2.3 The signalling terminal may be automatically replaced in accordance with the principles defined in
§ 10.5. After the new signalling terminal has been connected to the signalling data link, signalling link initial
alignment starts. If successful, the signalling link is restored. If not, activation of the next signalling link in the
link set (if any) starts (see, however, the Note to § 10.4.1.2).

Successive initial alignment attempts may, however, continue on the faulty signalling link until it is
restored or, for example, the signalling terminal or signalling data link is disconnected.

Note — Activation of the next signalling link in the link set should not be initiated as long as one of the
activities described in §§ 10.4.2.2 and 10.4.2.3 above is taking place.
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10.4.3 Signalling link deactivation

In the absence of failures, a link set contains a specified number of active (i.e. aligned) signalling links.
Whenever that number is exceeded (e.g. as a result of signalling link restoration) the active signalling link having
the lowest priority in the link set is to be made inactive automatically, provided that no signalling traffic is carried
on that signalling link.

Deactivation of a particular signalling link may also be initiated manually, e.g. in conjunction with manual
maintenance activities.

When a decision has been taken to deactivate a signalling link, the signalling terminal and signalling data
link may be disconnected. After deactivation, the idle signalling terminal and signalling data link may become
parts of other signalling links (see §§ 10.5 and 10.6).

10.4.4 Link set activation

Link set activation is applicable in the case when a link set not having any signalling links in service is to
be started for the first time or after a failure (see § 10.3.4). The link set activation procedure is performed as
specified in § 10.3.4, also as regards the allocation of signalling data links; i.e., signalling data links are allocated
in accordance with a predetermined list assigning a signalling data link to some or all of the signalling links in the
link set. This is made in order to cater for the situation when it is not possible to communicate with the remote
end of the link set (c.f. § 10.6). However, when a signalling link has become active, signalling data link allocation
may again be performed automatically (i.e. activation of a signalling link takes place as specified in § 10.4.1).

10.5  Automatic allocation of signalling terminals

In conjunction with the signalling link activation and restoration procedures specified in §§ 10.3 and 10.4,
signalling terminals may be allocated automatically to a signalling link. A signalling terminal applicable to the
link group is allocated in accordance with the following principles:

a) an idle signalling terminal (i.e. a signalling terminal not connected to a signalling data link) is chosen
if possible;

b) if no idle signalling terminal is available, a signalling terminal is chosen which is connected to an
unsuccessfully restored or activated signalling link.

Note — Activation and restoration is regarded as unsuccessful when it is not possible to complete the
initial alignment procedure successfully (see §§ 10.3 and 10.4).

Measures should be employed to ensure that signalling terminals to be allocated to signalling links are able
to function correctly (see Recommendation Q.707).

A link set may be assigned a certain number of signalling terminals. A signalling terminal may be
transferred from a signalling link in one link set to a signalling link in another link set [in accordance with b)
above] only when the remaining number of signalling terminals in the link set is not below the specified value.

Note — From a link set with a minimum number of signalling terminals, only one signalling terminal and
signalling data link may ‘be removed at a time (e.g. for testing, see Recommendation Q.707).

10.6  Automatic allocation of signalling data links

10.6.1 In conjunction with the signalling link activation and restoration procedures specified in § 10.4, signalling
data links may be allocated automatically. Any signalling data link applicable to a link group may be chosen for
a signalling link within that link group.

The signalling data links applicable to a link group are determined by bilateral agreement and may, for
example, include all speech circuits between two exchanges. A signalling data link may also be established as a
semipermanent connection via one or more intermediate exchanges.

When a potential signalling data link is not employed for signalling, it is normally used for other purposes
(e.g. as a speech circuit).
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The identity of the signalling data link to be used for a particular signalling link is determined at one of
the two involved signalling points and reported to the remote end by a signalling data link connection order
message. The signalling point controlling the choice of signalling data link is the signalling point initiating the
activation or restoration procedure or, in the case when both ends initiate the procedure at the same point in time,
the signalling point having the highest signalling point code (included in the label of the message).

10.6.2 When a signalling data link has been chosen at a signalling point, the data link is made unavailable for
other uses (e.g. as a speech circuit) and an order to connect the appointed signalling data link to a signalling
terminal is sent to the signalling point at the remote end of the signalling link.

The signalling-data-link-connection-order contains:

— the label, indicating the destination and originating signalling points and the identity of the signalling
link to activate or restore;

— the signalling-data-link-connection-order;
— the identity of the signalling data link.

Formats and codes for the signalling-data-link-connection-order message appear in § 13.

10.6.3 Upon reception of the signalling-data-link-connection-order, the following applies:

a) In the case when the signalling link to which a received signalling-data-link-connection-order refers is
inactive as seen from the receiving signalling point, the message is regarded as an order to activate the
concerned signalling link, resulting in, for example, allocation of a signalling terminal. The signalling
data link indicated in the signalling-data-link-connection-order is then connected to the associated
signalling terminal and signalling link initial alignment starts. An acknowledgement is sent to the
remote signalling point.

In the case when it is not possible to connect the appointed signalling data link to a signalling
terminal (e.g. because there is no working signalling terminal available), the acknowledgement
contains an indication informing the remote signalling point whether or not an alternative signalling
data link should be allocated to the concerned signalling link.

b) In the case when the signalling point receives a signalling data link connection order when waiting for
an acknowledgement, the order is disregarded in the case when the signalling point code of the
receiving signalling point is higher than the signalling point code of the remote signalling point. If the -
remote signalling point has the highest signalling point code, the message is acknowledged and the
signalling data link referred to in the received message is connected. '

¢) In the case when a signalling-data-link-connection-order is received in other situations (e.g. in the case
of an error in procedure), no actions are taken.

The signalling-data-link-connection-acknowledgement contains the label, indicating the destination and
originating signalling points and the identity of the signalling link to activate or restore, and one of the following
signals:

— connection-successful signal, indicating that the signalling data link has been connected to a signalling
terminal;

— connection-not-successful signal, indicating that it was not possible to. connect the signalling data link
to a signalling terminal, and that an alternative signalling data link should be allocated;

— connection-not-possible signal, indicating that it was not possible to connect the signalling data link to
a signalling terminal, and that no alternative signalling data link should be allocated.

Formats and codes for the signalling-data-link-connection-acknowledgement message appear in § 13.

10.6.4 When the signalling point initiating the procedure receives a message indicating that signalling data link
and signalling terminal have been connected at the remote end, the signalling data link is connected to the
associated signalling terminal and initial alignment starts (see § 10.4).

In the case when the acknowledgement indicates that it was not possible to connect the signalling data link
to a signalling terminal at the remote end, an alternative signalling data link is allocated and a new signalling
data link connection order is sent (as specified above). However, if the acknowledgement indicates that no
alternative signalling data link should be allocated, the activation or restoration procedure is terminated for the
concerned signalling link.
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If no signalling-data-link-connection-acknowledgement or -order is received from the remote signalling
point within a time-out T7 = 2 s (provisional value), the signalling-data-link-connection-order is repeated.

10.6.5 When a signalling data link is disconnected in conjunction with signalling link restoration or deactivation,
the signalling data link is made idle (and available, e.g. as speech circuit).

11 Signalling route management

11.1 General

The purpose of the signalling route management function is to ensure a reliable exchange of information
between the signalling points about the availability of the signalling routes.

The unavailability and availability of a signalling route is communicated by means of the transfer-prohi-
bited and transfer-allowed procedure respectively, specified in §§ 11.2 and 11.3.

Recovery of signalling route status information is made by means of the signalling-route-set-test procedure
specified in § 11.4.

11.2 Transfer-prohibited

11.2.1 The transfer- prohibited pfocedure is performed at a signalling point acting as a signalling transfer point
for messages relating to a given destination, when it has to notify one or more adjacent signalling points that they
must no longer route the concerned messages via that signalling transfer point.

The transfer-prohibited procedure makes use of the transfer-prohibited message and of the transfer-prohi-
bited-acknowledgement message which contain:

— the label, indicating the destination and originating points;
— the transfer-prohibited (or transfer-prohibited-acknowledgement) signal: and
— the destination for which traffic transfer is no longer possible 4. '

Formats and codes of these messages appear in § 13.

11.2.2 A transfer-prohibited message relating to a given destination X is sent from a signalling transfer point Y in
the following cases:

i)  When signalling transfer point Y starts to route (at changeover, changeback, forced or normal
rerouting) signalling traffic destined to signalling point X via a signalling transfer point Z not
currently used by signalling transfer point Y for this traffic. In this case the transfer-prohibited
message is sent to signalling transfer point Z

ii) When signalling transfer point Y recognizes that it is unable to transfer signalling traffic destined to
signalling point X (see §§ 5.3.3 and 7.2.3). In this case a transfer-prohibited message is sent to all
accessible adjacent signalling points.

iii) When a message destined to signalling point X is received at signalling transfer point Y and signalling
transfer point Y is unable to transfer the message. In this case the transfer-prohibited message is sent
to the adjacent signalling point from which the concerned message was received.

If no transfer-prohibited-acknowledgement is received in response to a transfer-prohibited message within
T8 = 1 s (provisional value) the transfer-prohibited message is repeated. Durmg this time, the transfer-prohibited
message will not be sent according to criterion iii) above.

Examples of the above situation appear in Recommendation Q.705.

11.2.3 When a signalling point receives a transfer-prohibited message from signalling transfer point Y it sends in
response to signalling transfer point Y a transfer-prohibited-acknowledgement; moreover, it performs the actions
specified in § 7 (since reception of transfer-prohibited message indicates the unavailability of the concerned
signalling route, see § 3.4.1).

4 The possibility of referring to a more general destination than a single signalling point (e.g. a signalling region), or more

restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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11.2.4 In some circumstances it may happen that a signalling point receives either a repeated transfer-prohibited
message or a transfer-prohibited message relating to a nonexistent route (i.e. there is no route from that signalling
point to the concerned destination via signalling transfer point Y, according to signalling network configuration)
or to a destination which is already inaccessible, due to previous failures; in this case a transfer-prohibited-
acknowledgement is sent, without further actions.

11.3 Transfer-allowed

11.3.1 The transfer-allowed procedure is performed at a signalling point, acting as signalling transfer point for
messages relating to a given destination, when it has to notify one or more adjacent signalling points that they
may start to route to it, if appropriate, the concerned messages.

The transfer-allowed procedure makes use of the transfer-allowed message and of the transfer-allowed-
acknowledgement which contain:

— the label, indicating the destination and originating points;
— the transfer-allowed (or transfer-allowed-acknowledgement) signal; and
— the destination for which transfer is now possible .

Formats and codes of these messages appear in § 13.

11.3.2 A transfer-allowed message relating to a given destination X is sent from .signalling transfer point Y in the
following cases:

i)  When signalling transfer point Y stops routing (at changeback or normal rerouting) signalling traffic
destined to signalling point X via a signalling transfer point Z (to which the concerned traffic was
previously diverted as a consequence of changeover or forced rerouting). In this case the transfer-
allowed message is sent to signalling transfer point Z.

i) When signalling transfer point Y recognizes that it is again able to transfer signalling traffic destined
to signalling point X (see §§ 6.2.3 and 8.2.3). In this case a transfer-allowed message is sent to all
accessible adjacent signalling points.

If no transfer-allowed-acknowledgement is received in response to a transfer-allowed message within
T9 = 1 s (provisional value), the transfer-allowed message is repeated. '

Examples of the above situations appear in Recommendation Q.705.

11.3.3 When a signalling point receives a transfer-allowed message from signalling transfer point Y, it sends in
response a transfer-allowed-acknowledgement to signalling transfer point Y; moreover, it performs the actions
specified in § 8 (since reception of a transfer-allowed message indicates the availability of the concerned signalling
route, see § 3.4.2).

11.3.4 In some circumstances it may happen that a signalling point receives either a repeated transfer-allowed
message or a transfer-allowed message relating to a nonexistent signalling route (i.e. there is no route from that
signalling point to the concerned destination via signalling transfer point Y according to the signalling network
configuration); in this case a transfer-allowed-acknowledgement is sent, without further actions.

11.4  Signalling-route-set-test

11.4.1 The signalling-route-set-test procedure is used at a signalling point to test whether or not signalling traffic
towards a certain destination may be routed via an adjacent signalling transfer point.

The procedure makes use of the signalling-route-set-test message, and the transfer-allowed and the
transfer-prohibited procedures.

49 The possibility to refer to more general destination than a single signalling point (e.g. a signalling region), or more
restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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The signalling-route-set-test message contains:

— the label, indicating the destination and originating points;
— the signalling-route-set-test signal; and

— the destination, the accessibility of which is to be tested 4.

Format and coding of this message appear in § 13.

11.4.2 A signalling-route-set-test message is sent from a signalling point in the following cases:

a) When a transfer-prohibited message is received from an adjacent signalling transfer point. In this case
a signalling-route-set-test message is sent to that signalling transfer point referring to the destination
declared inaccessible by the transfer-prohibited message every 30 seconds (provisional value) until a
transfer-allowed message, indicating that the destination has become accessible, is received.

b) When a previously unavailable link set, directly connecting the signalling point with a signalling
transfer point, becomes available. In this case signalling-route-set-test messages sent to the signalling
transfer point refer to all destinations which in the absence of failures are accessible via the signalling
transfer point.

¢) When the route status information at a signalling point is to be updated, for example in conjunction
with processor restart. In this case signalling-route-set-test messages, referring to all destinations which
in the absence of failures are accessible from the signalling point, are sent. For a certain destination a
signalling-route-set-test message is sent to each adjacent signalling transfer point which under normal
conditions is capable of routing signalling traffic to the destination.

In case a) above, the procedure is used in order to recover the signalling route availability information that
may not have been received because of some signalling network failure.

In cases b) and c) above, the positive or negative responses to the test messages (i.e. the reception of
transfer-allowed messages or transfer-prohibited messages) are used to update route status information in the
signalling point.

11.4.3 A signalling-route-set-test message is sent to the adjacent signalling transfer point as an ordinary signalling
network management message.

11.4.4 At the reception of a signalling-route-set-test message, a signalling transfer point will send in response:

— a transfer-allowed message, referring to the destination the accessibility of which is tested, if the
signalling transfer point can reach the indicated destination via a signalling link not connected to the
signalling point from which the signalling-route-set-test message was originated;

— a transfer-prohibited message in all other cases (including the inaccessibility of that destination).

11.4.5 At the reception of the transfer-allowed or transfer-prohibited message, the signalling point will perform
the procedures specified in §§ 11.2.3 and 11.3.3 respectively.

12 Common characteristics of message signal unit formats

12.1 General

The basic signal unit format which is common to all message signal units is described in Recommenda-
tion Q.703, § 2. From the point of view of the Message Transfer Part level 3 functions, common characteristics of
the message signal units are the presence of:

— the service information octet;

— the label, contained in the signalling information field, and, in particular, the routing label.

4 The possibility to refer to more general destination than a single signalling point (e.g. a s1gnallmg region), or more

restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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12.2  Service information octet

The service information octet of message signal units contains the service indicator and the sub-service
field. The structure of the service information octet is shown in Figure 13/Q.704.

DCBA DCBA
Sub-service Service
field indicator
First bit
4 4 transmitted
L »
CCITT-35510

FIGURE 13/Q.704
Service information octet

12.2.1 Service indicator

The service indicator is used by signalling handling functions to perform message distribution (see § 2.4)
and, in some special applications, to perform message routing (see § 2.3).

The service indicator codes are allocated as follows:

bits DCB A
0000 Signalling network management messages
0001 Signalling network testing and maintenance messages
0010 Spare for international allocation
0011
0100 Telephone User Part
0101 Spare for international allocation
0110 Data User Part (call and circuit related messages)
0111 Data User Part (facility registration and cancellation messages)
1000 '
root Spare for international allocation
1010 p
1011
1100
1101 .
1110 For national use
1111

12.2.2  Sub-service field

The sub-service field contains the national indicator (bits C and D) and two spare bits (bits A and B). The
national indicator is used by signalling message handling functions (e.g. in order to determine the relevant
signalling point numbering scheme); see §§ 2.3 and 2.4.

. The two spare bits, coded 00, are available for possible future needs that may require a common solution
for all international User Parts.

The national indicator provides for discrimination between international and national messages. In the
case of national messages it can be used, for example, for discrimination between different label structures. The
national indicator codes are allocated as follows:

bits DC
0 0 International message

0 1 Spare (for international use only)
1 0 National message
11

Reserved for national use
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The international spare code (01) should not be used for implementing features which are to be provided
both internationally and nationally.

In national app]ications when the discrimination provided by the national indicator is not used, the whole
sub-service field can be used independently for different User Parts.

123 Label

The structure and content of the label is defined for each User Part and is defined in the relevant
specification. The common part of the label used for signalling message handling, the routing label, is specified
in § 2.2.

13 Formats and codes of signalling network management messages

13.1 General

13.1.1 The signalling network management messages are carried on the signalling channel in message signal units,
the format of which is described in § 12 and in Recommendation Q.703, § 2. In particular, as indicated in § 12.2
these messages are distinguished by the configuration 0000 of the service indicator (SI). The sub-service field (SSF)
of the messages is used according with the rules indicated in § 12.2.2.

13.1.2 The signalling information field consists of an integral number of octets and contains the label, the
heading code and one or more signals and indications. The structure and function of the label, and of the heading
code, are described in §§ 13.2 and 13.3 respectively; the detailed message formats are described in the following
sections. For each message the sequence of fields is shown in the corresponding figure, including fields that may
or may not be present.

In the figures, the fields are shown starting from the right to the left (i.e. the first field to be transmitted is
at the right). Within each field the information is transmitted least significant bit first. Spare bits are coded 0
unless otherwise indicated.

13.2 Label

For signalling network management messages the label coincides with the routing label and indicates the
destination and originating signalling points of the message; moreover, in the case of messages related to a
particular signalling link, it also indicates the identity of the signalling link among those interconnecting the
destination and originating points. The standard label structure of Message Transfer Part level 3 messages appears
in Figure 14/Q.704; the total length is 32 bits.

SLC OPC DPC
First bit
4 14 14 transmitted
Length ‘ CCITT-35870
(bit)

FIGURE 14/Q.704
Standard label structure

The meaning and use of the destination point code (DPC) and of the originating point code (OPC) fields
are described in § 2. The signalling link code (SLC) indicates the signalling link, connecting the destination and
originating points, to which the message is related. If the message is not related to a signalling link, or another
particular code is not specified, it is coded 0000.
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133

13.4

13.4.1

13.4.2

13.4.3

13.5

13.5.1

106

Heading code (HO)
The heading code (HO) is the 4 bit field following the label and identifies the message group.

The different heading codes are allocated as follows:

0000 Spare

0001 Changeover and changeback messages

0010 Emergency changeover message

0011 Spare (reserved for signalling-traffic-flow-control messages)
0100 Transfer-prohibited and -allowed messages

0101 Signalling-route-set-test messages )

0110 Spare

0111 Spare

1000 Signalling-data-link-connection messages

The remaining codings are spare.

The synopsis of signalling network management messages is given in Table 1/Q.704.

Changeover message

The format of the changeover message is shown in Figure 15/Q.704.

DCBA 0001
FSN of last Heading Heading Label
accepted MSU code H1 code HO
First bit
1 7 4 4 32 transmitted
CCITT-35880
FIGURE 15/Q.704
Changeover message
The changeover message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): see § 13.4.3. ‘
— Forward sequence number of last accepted message signal unit (7 bits).
— A filler bit coded 0.
The Heading code H1 contains signal codes as follows:
bit DCBA
0001 Changeover order signal
0010 Changeover acknowledgement signal
Changeback message
The format of the changeback message is shown in Figure 16/Q.704.
DCBA 0001
i Heading Heading
Changeback code code code Label
H1 HO
First bit
8 4 4 32 transmitted
CCITT-35580

FIGURE 16/Q.704
Changeback message
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13.5.2 The changeback message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): see § 13.5.3.
— Changeback code (8 bits): see § 13.5.4.

13.5.3 The Header code H1 contains signal codes as follows:
bit CDBA

0101 Changeback declaration signal
0110 Changeback acknowledgement signal

13.5.4 The changeback code is an 8-bit code assigned by the signalling pomt which sends the message according
to the criteria described in § 6.

13.6 Emergency changeover message

13.6.1 The format of the emergency changeover message is shown in Figure 17/Q.704.

DCBA 0010
Heading Heading
code code Label
H1 HO
- First bit
4 4 32 transmitted
L »
CCITT-35570
FIGURE 17/Q.704

Emergency changeover message

13.6.2 The emergency changeover message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): see § 13.4.3.

13.7  Transfer-prohibited message

13.7.1 The format of the transfer-prohibited message is shown in Figure 18/Q.704 4.

4 The possibility to refer to more general destination than a single signalling point (e.g. a signalling region), or more

restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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00 DCBA 0100
Heading Heading
Destination code code Label
H1 HO
: First bit
2 14 4 4 32 transmitted
CCITT-35890

FIGURE 18/Q.704
Transfer-prohibited message

13.7.2 The transfer-prohibited message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): see § 13.7.3.
— Destination (14 bits): see § 13.7.4.
— Spare bits (2 bits) code 00.

13.7.3 The heading code H1 contains signal codes as follows:

bit DCBA
0001 Transfer-prohibited signal
0010 Transfer-prohibited-acknowledgement signal

13.7.4 The destination field contains the identity of the signalling point to which the message refers.

13.8 Transfer-allowed message

13.8.1 The format of the transfer-allowed message is shown in Figure 19/Q.704 9.

00 DCBA 0100
Heading Heading
Destination code code Label
H1 HO
First bit -
2 14 4 4 32 transmitted
CCITT-35890
FIGURE 19/Q.704

Transfer allowed message

4 The possibility to refer to a more general destination than a single signalling point (e.g. a signalling region), or more
restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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13.8.2 The transfer-allowed message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): see § 13.8.3.
— Destination (14 bits): see § 13.7.3.
— Spare bits (2 bits) coded 00.

13.8.3 The heading code H1 contains signal codes as follows:

bit DCBA
0101 Transfer-allowed signal
0110 Transfer-allowed-acknowledgement signal

13.9  Signalling-route-set-test message

13.9.1 The format of the signalling-route-set-test message is shown in Figure 20/Q.704 4.

00 0001 0101
Heading Heading
Destination code code Label
. H1 HO
First bit
2 14 4 4 32 transmitted
CCITT-35890
FIGURE 20/Q.704

Signalling-route-set-test message

13.9.2 This message is made up of the following fields:
— Label (32 bits): see § 13.2.
— Heading code HO (4 bits): see § 13.3.
— Heading code H1 (4 bits): is coded 0001.
— Destination (14 bits): see § 13.7.3.
— Spare bits (2 bits), coded 00.

13.10  Signalling data link connection order message

13.10.1 The format of the signalling data link connection order message is shown in Figure 21/Q.704.
0000 0001 1000

Signalling Heading Heading

data link code code Label

identity H1 HO

First bit
4 12 4 4 32 transmitted
CCITT-35900
" FIGURE 21/Q.704
Signalling-data-link-connection-order message

4)

The possibility to refer to more general destination than a single signalling point (e.g. a signalling region), or more
restrictive than a single signalling point (e.g. an individual User Part) is for further study.
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13.10.2

13.10.3

The signalling-data-link-connection-order message is made up of the following fields:
Label (32 bits): see § 13.2.

Heading code HO (4 bits): see § 13.3.

Heading code H1 (4 bits): is coded 0001.

Signalling data link identity (12 bits): see § 13.10.3.

Spare bits (4 bits) coded 0000.

The signalling data link identity field contains the circuit identification code (CIC), or the bearer

identification code (BIC) in case of a 64-kbit/s channel used to carry submultiplexed data streams, of the
transmission link corresponding to the signalling data link. .

13.11

13.11.1

Signalling-data-link-connection-acknowledgement message

The format of the signalling data link connection acknowledgement message is shown in

Figure 22/Q.704.

13.11.2

13.11.3

14

14.1

- 110

bit

DCBA 1000
Heading Heading
code code Label
H1 HO
- First bit
4 4 32 transmitted
>
CCITT-35570
FIGURE 22/Q.704

Signalling-data-link-connection-acknowledgement message

The signalling-data-link-connection-acknowledgement message is made up of the following fields:
Label (32 bits): see § 13.2.

Heading code HO (4 bits): see § 13.3.

Heading code H1 (4 bits): see § 13.11.3.

The heading code H1 contains signal codes as follows:

DCBA

0010 Connection-successful signal
0011 Connection-not-successful signal
0100 Connection-not-possible signal

State transition diagrams

General

§ 14 contains the description of the signalling network functions described in §§ 2 to 11 in the form of
state transition diagrams according to the CCITT Specification and Description Language (SDL).

A set of diagrams is providéd for each of the following major functions:

a)
b)
o)
d)

signalling message handling (SMH), described in § 2;
signalling traffic management (STM), described in §§ 4 to 9;
signalling route management (SRM), described in § 10;

signalling link management (SLM), described in § 11.
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TABLE 1/Q.704
Heading code allocation of signalling network management messages

Message | N1\ 6000 | 0001 | 0010 | 0011 | 0100 | 0101 | 0110 | 0111 | 1000 | 1001 | 1010 | 1011 | 1100 | 1101 | 1110 | 1111
p 0
0000
CHM 0001 COO [COA CBD | CBA
ECM 0010 ECO | ECA
FCM 0011
TFM 0100 TFP | TPA TFA | TAA
RSM 0101 RST
0110
0111
DLM 1000 DLC | CSS | CNS | CNP
1001
1010
1011
1100
1101
1110
1111
CBA - Changeback-acknowledgement signal ECM - Emergency-changeover message
CBD - Changeback-declaration signal ECO - Emergency-changeover-order signal
CHM - Changeover and changeback messages FCM - Signalling-traffic-flow control messages
CNP - Connection-not-possible signal RSM - Signalling-route-set-test message
CNS - Connection-not-successful signal RST - Signalling-route-set-test signal
COA - Changeover-acknowledgement signal TAA - Transfer-allowed-acknowledgement signal
COO - Changeover-order signal , TFA - Transfer-allowed signal
CSS - Connection-successful signal TFM - Transfer-prohibited and transfer-allowed messages
DLC - Signalling-data-link-connection-order signal TFP - Transfer-prohibited signal :
DLM - Signalling-data-link-connection-order message TPA - Transfer-prohibited-acknowledgement signal

ECA - Emergency-changeover-acknowledgement signal

For each major function a figure illustrates a subdivision into functional specification blocks, showing
their functional interactions as well as the interactions with the other major functions. In each case this is followed
by figures showing state transition diagrams for each of the functional specification blocks.

The detailed functional breakdown shown in the following diagrams is intended to illustrate a reference
model and to assist interpretation of the text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system under normal and abnormal conditions as viewed from a
remote location. It must be emphasized that the functional partitioning shown in the following diagrams is used
only to facilitate understanding of the system behaviour and is not intended to specify the functional partitioning
to be adopted in a practical implementation of the signalling system.

14.2  Drafting conventions
14.2.1 Each major function is designated by its acronym (e.g. SMH = signalling message handling).

14.2.2 Each functional block is designated by an acronym which identifies it and also identifies the major
function to which it belongs (e.g. HMRT = signalling message handling-message routing; TLAC = signalling
traffic management-link availability control). . :
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14.2.3 External inputs and outputs are used for interactions between different functional blocks. Included within
each input and output symbol in the state transition diagrams are acronyms which identify the functions which
are the source and destination of the message, e.g.:

L2—L3 indicates that the message is sent between functional levels

from: functional level 2
to: functional level 3

RTPC— TSRC indicates that the message is sent within a functional level (3 in this case)

from: signalling route management-transfer prohibited control
to:  signalling traffic management-signalling routing control

14.2.4 Internal inputs and outputs are only used to indicate control of time-outs.

14.3 Signalling message handling

Figure 23/Q.704 shows a subdivision of the signalling message handling (SMH) function into smaller
functional specification blocks and also shows the functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as follows:

a) message discrimination (HMDC) is shown in Figure 24/Q.704;
b) message distribution (HMDT) is shown in Figure 25/Q.704;
¢) message routing (HMRT) is shown in Figure 26/Q.704.

144  Signalling traffic management

Figure 27/Q.704 shows a subdivision of the signalling traffic management (STM) function into smaller
functional specification blocks and also shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as follows:

a) link availability control (TLAC) is shown in Figure 28/Q.704;

b) signalling routing control (TSRC) is shown in Figure 29/Q.704;

¢) changeover control (TCOC) is shown in Figure 30/Q.704;

d) éhangeback control (TCBC) is shown in Figure 31/Q.704;

e) forced rerouting control (TFRC) is shown in Figure 32/Q.704;

f) controlled rerouting control (TCRC) is shown in Figure 33/Q.704;
g) signalling traffic flow control (TSFC) is shown in Figure 34/Q.704.

14.5  Signalling link management

Figure 35/Q.704 shows a subdivision of the signalling link management function (SLM) into smaller
functional specification blocks and also shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as follows:

a) link set control (LLSC) is shown in Figure 36/Q.704;

b) signalling link activity control (LSAC) is shown in Figure 37/Q.704;
c) signalling link activation (LSLA) is shown in Figure 38/Q.704;

d) signalling link restoration (LSLR) is shown in Figure 39/Q.704;

e) signalling link deactivation (LSLD) is shown in Figure 40/Q.704;

f) signalling terminal allocation (LSTA) is shown in Figure 41/Q.704;
g) signalling data link allocation (LSDA) is shown in Figure 42/Q.704.

14.6  Signalling route management

Figure 43/Q.704 shows a subdivision of the signalling route management (SRM) function into smaller
functional specification blocks and also shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as follows:

a) transfer prohibited control (RTPC) is shown in Figure 44/Q.704;
b) transfer allowed control (RTAC) is shown in Figure 45/Q.704;
¢) signalling route set test control (RSRT) is shown in Figure 46/Q.704.
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14.7

Abbreviations and timers used in Figures 23/Q.704 to 46/0.704

BSNT
DPC
FSNC
HMDC
HMDT
HMRT
L1

L2

L3

L4
LLSC
LSAC
LSDA
LSLA
LSLD
LSLR
LSTA
MGMT
RSRT
RTAC
RTPC
SLM
SLS
SMH
SRM
SLTC
STM
TCBC
TCOC
TCRC
TFRC
TLAC
TSFC
TSRC

Timers
Ti
T2
T3
T4
TS
T6

T8
T9
T10

Backward sequence number of next signal unit to be transmitted
Destination point code

Forward sequence number of last message signal unit accepted by remote level 2
Message discrimination

Message distribution

Message routing

Level 1

Level 2

Level 3

Level 4

Link set control

Signalling link activity control

Signalling data link allocation

Signalling link activationr

Signalling link deactivation

Signalling link restoration

Signalling terminal allocation

Management system

Signalling route set test control

Transfer allowed control

Transfer prohibited control

.Signalling link management

Signalling link selection
Signalling message handling
Signalling route management
Signalling link test control
Signalling traffic management
Changeback control
Changeover control
Controlled rerouting control
Forced rerouting control
Link availability control
Signalling traffic flow control

Signalling routing control

Delay to avoid message mis-sequencing on changeover

Waiting for changeover acknowledgement

Time controlled diversion — delay to avoid mis-sequencing on changeback
Waiting for changeback acknowledgement (first attempt)

Waiting for changeback acknowledgement (second attempt)

Delay to avoid message mis-sequencing on controlled rerouting

Waiting for signalling data link connection acknowledgement

Waiting for transfer prohibited acknowledgement

Waiting for transfer allowed acknowledgement

Waiting to repeat signalling route set test message
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ANNEX A

" Signalling Link Management and
Signalling Traffic Management by the Switchover Method

Al General

A.1.1 This annex describes a set of actions and procedures for signalling link management which is an
alternative to some of the procedures specified in § 10, and which is intended for use within national integrated
digital networks, in particular for local exchange networks. Alternative signalling traffic management actions to
those specified in § 5 are also described.

A.1.2  The switchover method is characterised by its response to signalling link failure in that before changeover
of signalling traffic is initiated, an attempt is made to restore the failed signalling link using the switchover
procedure to rapidly connect a new signalling data link between the signalling terminals of the failed signalling
link. Changeover of the affected signalling traffic takes place only if the signalling link has not been restored
within a specified time interval. Since the latter case is expected to be encountered in only a small proportion of
failure situations, and since the .introduction of a delay before diversion of signalling traffic reduces the
probability of message sequence errors, a subset of the emergency changeover procedures is employed in
conjunction with the method.

A.1.3 The functions described in this annex are consistent with and are accommodated within the functiénal
organization shown in Figure 1/Q.704.

A.1.4  Apart from additions and modifications to signalling link management itself, no further modifications are
necessary in level 3 procedures. It should be noted, however, that within signalling traffic management, only a
subset of the changeover procedure is needed by the switchover method (see § A.6).

A.1.5 In addition to the above, the switchover method requires that some additions be made to the level 2
procedures and that provision be made for monitoring the error performance of standby signalling data links
which are not connected to signalling terminals (see § A.6).

A2 Principles of the switchover method
7
The switchover method is intended for application within signalling network configurations in which all,
or some large fraction, of the signalling points are interconnected by non-duplicated signalling links. The basic
principles of the switchover method may be described with reference to the simple configuration shown in
Figure A-1/Q.704. ‘

CCITT-36080

Active signalling link

— — — — Standby signalling data link

FIGURE A-1/Q.704
Simple network configuration to illustrate the switchover method

Fascicle VL6 — Rec. Q.704 143



A.2.1  Actions on detection of a failure

Failure of the signalling data link between signalling points A and B will normally be detected by level 2
functions at each end of the signalling link and level 3 will be notified before each level 2 function automatically
goes out of service. As soon as it is notified of the failure, signalling traffic management at each end initiates
buffering of messages destined for the failed link. At this point, instead of performing the normal changeover
procedure with exchange of changeover messages and retrieval of unacknowledged messages from level 2, it begins
a time-out which is inherent in the emergency changeover procedures described in § 5.6.2. At the same time,
signalling link management initiates replacement of the failed signalling data link by a predetermined standby
signalling data link, using the switchover procedure in an attempt to rapidly restore the failed signalling link.
Having been connected to the new signalling data link, the signalling terminals resume normal operation starting
at the points in the transmission (or retransmission) procedure at which they were interrupted at the time of
failure. Provided that this signalling link restoration attempt is successful, no messages are lost, duplicated or sent
out of sequence. The switchover procedure is described in more detail in § A.3.

No initial alignment of the signalling link is initiated, instead signalling traffic management is notified of
the recovery of the failed signalling link, and provided that recovery is completed within the above mentioned
time-out interval, the buffered signalling traffic is released onto the recovered signalling link followed by
subsequent signalling messages. If, however, signalling traffic management completes the time-out without being
notified of recovery of the failed signalling link, signalling traffic is diverted onto one or more alternative
signalling routes (e.g. ACB in Figure A-1/Q.704) without exchange of changeover signals or retrieval of messages
from level 2 of the failed signalling link, the latter messages being discarded.

Once the signalling link has been satisfactorily restored to service, signalling link management initiates a
standby data link selection procedure to automatically select a new standby signalling data link. This procedure is
described in more detail in § A.4.

In order to allow the signalling terminals to resume normal operation at the point where they were
interrupted by signalling data link failure, it is necessary to avoid performing the initial alignment procedure on
the signalling link prior to restarting signalling traffic on it. Therefore a means has to be provided to continuously
monitor the error performance of a standby signalling data link prior to its connection to a level 2 function. The
details of such an error monitor require further study (see § A.6).

Note — The above description outlines only the normal flow of signalling traffic and signalling link
management actions which would follow a typical signalling link failure caused by failure of the signalling data
link. Signalling link management actions taken in the event of more complex failure situations (e.g. signalling
terminal failure) are identical to those described in § 10.4.

A.2.2  Actions resulting from management blocking of a signalling link

Consider the events following the blocking of the signalling link between signalling link points A and B in
Figure A-1/Q.704 as a result of management system action (automatic or manual) at signalling point A. Such an
action may, for example, precede the removal of the affected signalling link from service for maintenance or other
purposes. '

As already stated above, the switchover method employs a subset of the emergency changeover procedures
in which no retrieval of message signal units from the concerned signalling link is attempted. In order to avoid
message signal units being lost when changeover results from management system blocking, it is necessary to
ensure that the transmission and reception of message signal units, by the level 2 functions over the concerned
signalling link, continues for some time after the emergency changeover procedure (described in § 5.6.2) has been
initiated by level 3. This allows all of the message signal units contained- in the level 2 transmission and
retransmission buffers, at signalling points A and B, to be transmitted and acknowledged before the signalling link
is taken out of service. The above capability is made possible by introducing a time-out procedure within level 2.
This is described in detail in § A.5.

A3 Switchover procedure

A3.1  General

The objective of the switchover procedure is to recover a failed signalling link as quickly as possible
without introducing message loss, duplication or sequence errors.
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Higher level recovery measures employed when the switchover procedure is,unable to recover the failed
signalling link, are described in § 10.4.

A.3.2 Criteria for initiation of the switchover procedure

Switchover is the first measure employed by the signalling link restoration procedure following the
detection of signalling link failure. The criteria which initiate switchover (as part of signalling link restoration) are
identical to those which are described in § 3.2.2 and which would normally cause signalling link initial alignment
to be initiated (see § 10.4.2) in parallel with the normal changeover. procedure.

A.3.3  Actions following signalling link failure

A.3.3.1 Following signalling link failure, signalling link restoration is initiated and its first signalling link
restoration attempt is based upon the use of the switchover procedure, to switch. the standby signalling data link to
the signalling terminal of the failed signalling link. Following the above action, level 2 begins to continuously
transmit fill-in signal units. Level 2 then proceeds to the aligned/ready state as soon as it correctly receives one
fill-in signal unit.

A.3.3.2 If level 3 receives an in service or remote processor outage indication from level 2, the signalling link
restoration attempt is considered successful, the signalling link is once more considered to be active and signalling
traffic management is informed. Finally the standby data link selection procedure is initiated. This procedure will
select a new error monitored standby signalling data link for the recovered signalling link.

A.3.4  Procedures for abnormal conditions

A.3.4.1 If the initial signalling link restoration attempt cannot be completed (because no standby data link is
allocated) or is unsuccessful (because level 2 indicates out of service or a level 2 failure is suspected), further
signalling link restoration and/or activation measures are performed. These measures are exactly as specified in
§ 10.4.2 for the case when the initial signalling link restoration attempt (based on attempted initial alignment of
the failed signalling link) is not successful.

A.3.42 When a failed signalling link is restored (or an alternative signalling link is activated) signalling traffic
management is informed and the standby data link selection procedure is initiated in order to select a standby
signalling data link for the restored (or activated) signalling link. '

A4 Standby data link selection procedure

A4 General

The standby data link selection procedure is used by signalling link management to determine a new
standby data link which can be used for switchover purposes (see § A.3.3.2) and which is dedicated to a particular
signalling link.

The procedure is dependent on at least one other signalling data link being available between two
signalling points in addition to the active signalling data link (i.e., the signalling data link which is in use as part
of the working signalling link for which the standby data link will be selected).

The signalling data link chosen to become a standby should be selected in such a way as to take advantage
of transmission facility diversity with respect to the active signalling data link, in order to minimize the chances of
the same fault disabling both the active and standby signalling data link. The procedure makes use of the
automatic signalling data link allocation procedure described in § 10.6.

A.4.2 Criteria for initiation of standby data link selection

The following events result in the initiation of the standby data link selection procedure:

a) An intolerable error rate is recognized on the standby signalling data link (by a standby data link
error monitor, see § A.6) while the signalling link, to which it is assigned, is still active.

b) Restoration or activation of a signalling link (see § 10.4) is completed.
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A.4.3 Standby data link selection

A.4.3.1 If standby data link selection is initiated at the local end of the signalling link, as a resuit of either of the
criteria identified in § A.4.2, the automatic signalling data link allocation procedure described in § 10.6 is used to
allocate a signalling data link for the signalling link concerned. Provided that the signalling data link is allocated
successfully, the data link is identified as being the new standby data link for the concerned signalling link and
error monitoring of the new standby link is initiated.

A.4.3.2 If standby data link selection is initiated at the remote end of the concerned signalling link, a signalling
data link is allocated using the procedure above. Provided the concerned signalling link is active (i.e. not out of
service or in the process of initial alignment), the allocated signalling data link is recognized as being a new
standby data link (as distinct from a signalling data link to be used in a restoration or activation attempt currently
in progress) and error monitoring of the new standby data link is initiated.

A.4.4 Procedures for abnormal conditions

A.4.4.1 If standby data link selection is initiated at the local end of the concerned signalling link but no signalling
data link is available, further attempts to select a signalling data link are repeated at intervals of TA2 (value for
further study) until either an attempt is successful or the signalling link ceases to be active (as the result of
signalling link failure or signalling link deactivation).

A.S Procedure for management blocking of a signalling link

As noted in § A.2.2, when blocking of a signalling link is initiated by a management system action, it is
necessary to ensure that transmission and reception of message signal units by the level 2 function on the
concerned link continues for some time after emergency changeover has been initiated. This is achieved by level 2,
which, while it is in the in-service state, responds to indications of local or remote processor outage (received from
level 3 or remote level 2 respectively) as described below.

In Figure A-1/Q.704, at signalling point A, i.e., at the signalling point where blocking of the signalling
link AB is initiated, level 3 sends a local processor outage indication to level 2 which starts a time-out
TA4 = 100 ms (provisional value) but remains in service, sending and receiving message signal units normally. At
the expiry of the time-out interval, if the level 2 transmission and retransmission buffers are empty, level 2 begins
to continuously transmit link status signal units indicating processor outage as specified in § 3.3.3. If, however, the
level 2 buffers are not empty, the time-out is restarted.

At signalling point B, upon receiving a link status signal unit indicating processor outage on the signalling
link AB, level 2 immediately notifies level 3 of the remote processor outage condition and starts a time-out TA4 as
above, meanwhile remaining in service. At the expiry of the time-out interval, if the level 2 transmission and
retransmission buffers are empty, level 2 begins to continuously transmit fill-in signal units. If however, the level 2
buffers are not empty, the notification of remote processor outage to level 3 is repeated and the time-out is
restarted.

Note — In the above procedure it is an implicit assumption that level 2 at signalling point A continues to
accept and acknowledge message signal units received over the concerned signalling link from signalling point B
while simultaneously sending link status signal units indicating processor outage.

A.6 Impact on MTP functions

The impact of the switchover method on Message Transfer Part functions is summarized in
Table A-1/Q.704.

A.6.1 Level 3 — Signalling link management

A.6.1.1 In order to accommodate the switchover and standby data link selection procedures, the following changes
are required to the standby set of signalling link management functions. No standard functions are replaced, one
new function (standby data link selection) is added, additional logic is inserted into one standard function
(signalling link activity control) and additional logic replaces one portion of another standard function (signalling
link restoration). The overall impact of the switchover method on the functional structure of signalling link
management is illustrated in Figure A-2/Q.704.
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TABLE A-1/Q.704

Impact of the switchover method on Message
Transfert Part functions — summary

. Impact
Furllec\Egnal Function
Type Figure
3 Signalling link management: A-2/Q.704
— signalling link activity additional
control logic A-5/Q.704
— signalling link restoration additional
logic A-3/Q.704
— standby data link selection new :
function A-4/Q.704
Signalling traffic management:
~ link availability control slightly
simplified v A-7/Q.704
— changeover control considerably
simplified A-6/Q.704
2 Link state control additional
logic A-8/Q.704
1 Signalling data link error
monitor -
required

A.6.1.2 The switchover procedure is incorporated into the signalling link restoration procedure defined in § 10.4.2.
It replaces the first signalling link initial alignment attempt in the normal signalling link restoration procedure as
described in § A.3. The impact on the signalling link restoration function is illustrated in Figure A-3/Q.704.

A.6.1.3 Standby data link selection is a new procedure which is defined in addition to the standard signalling link
management procedures. The operation of the procedure is described in § A.4 while the logic of the procedure is
illustrated in Figure A-4/Q.704 in the form of a new functional element, standby data link selection, which is
activated by signalling link activity control.

A.6.1.4 In order to accommodate the standby data link selection procedure some additions are necessary to the
signalling link activity control function as illustrated in Figure A-5/Q.704.

A.6.2 Level 3 — Signalling traffic management

A.6.2.1 The only impact of the switchover method on signalling traffic management is within the changeover
control function and the link availability control function. Since changeover messages are never exchanged in the
switchover method, the changeover control function reduces to a subset of the standard changeover control
function as illustrated in Figure A-6/Q.704. Similarly some simplification of the link availability control function
is possible as illustrated in Figure A-7/Q.704. No other changes are necessary within signalling traffic
management.

A.6.3 Level 2 — Signalling link control

Modifications required to functional level 2 are restricted to the link state control function (see Recom-
mendation Q.703). The modifications relate to the addition of 2 new states to the link state control function.
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The first new state is one in which level 2 emits and receives fill-in signal units only. This forms part of a
logical path via which level 2 can pass from the out of service state to the in service state without performing
initial alignment (as described in § A.2.1).

The second new state is a wait state in which level 2 awaits the expiry of a time-out interval TA4 before
proceeding to the processor outage state (as described in § A.S above). '

The required additions are illustrated in Figure A-8/Q.704.

A.6.4 Level 1 — Signalling data link

In order to provide for error monitoring of a standby signalling data link, some additions may be required
to functional level 1. An error monitor is required which would give an early indication of standby data link
failure, thus enabling a new standby data link to be rapidly assigned if necessary. The means by which such error
monitoring should be performed requires further study.

Note — As an alternative to monitoring the error rate on each individual standby signalling data link
(e.g., by using a signal unit error rate monitor similar to that employed by functional level 2), it may be possible
to monitor the error performance of a primary digital PCM multiplex system using the synchronization channel
(i.e., time slot 0 in the case of Recommendation G.732 [1] based systems or the framing bit in the case of
Recommendation G.733 [2] based systems).

A.6.5 Abbreviations and timers used in Figures A-2/Q.704 to A-8/€.704

BSNT  Backward sequence number of next signal unit to be transmitted

FISU Fill-in signal unit

FSNC  Forward sequence number of last message signal unit accepted by remote level 2
HMDT Message distribution ’

HMRT Message routing

IAC Initial alignment control
L1 Level 1 o
L2 Level 2

L3 Level 3

LLSC Link set control

LSAC Signalling link activity control
LSC - Link state control

LSDA  Signalling data link allocation
LSDS Standby data link selection
LSLA Signalling link activation
LSLD Signalling link deactivation
LSLR  Signalling link restoration
LSTA Signalling terminal allocation
MGMT Management system

MSU Message signal unit

POC Processor outage control

RC Reception control

SIE Status indication “emergency”

SIN Status indication “normal”

SIO  Status indication “out of alignment”
SIOS Status indication “out of service”
SIPO Status indication “processor outage”

SLM Signalling link management
STM Signalling traffic management
SUERM Signal unit error rate monitor
TCBC  Changeback control

148 Fascicle V1.6 — Rec. Q.704



TCOC Changeover control.
TLAC Link availability control
- TSRC Signalling routing control

TXC Transmission control

Timers

TA1 Waiting for connection of new signalling data link (during switchover)

TA2 Delay to limit frequency of standby data link selection attempts

TA3 Waiting for indication of FISU reception (confirming successful switchover)

TA4 Delay to allow transmission and retransmission buffers (level 2) to empty before initiating

processor outage action :
Ti1 (level 3) Delay to avoid message mis-sequencing on changeover
(level 2) Waiting for indication of FISU/MSU reception

T2 (level 3) Waiting for changeover acknowledgement
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Level 3 — signalling link management (SLM); functional block interactions (impact of switchover method)
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Level 3 — signalling link management; signalling link restoration (LSLR) (impact of switchover method)
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Level 3 — signalling link management ; standby data link selection (LSDS) (new function required for the
: switchover method)

Fascicle VI.6 — Rec. Q.704



\dle
L I -
Activate

link

LLSC -LSAC
) 73 14 -

€

Start
activation
LSAC -LSLA

01

Activati
restoring

Send :
In service
L2 -t3

FISU
LSLR -LSAC

(See Figure 37/Q.704
for remainder of
this diagram)

Cancel activation/
restoration

unsuccessful
I
Select
standby
data link
LSAC -LSDS
02
Active
H
[ I : I I | T
g;?:?m Data link Standby data Ngaf;aﬂ,?fy Out of Deactivate
selected LSDA *LSAC link failed selected service n
LSDS ~LSAC Lt -L3 LSDS - LSAC L2 L3 LLSC -LSAC
| ] :
Start standby Stop standby Stop standby Signalling ]
error error error link
monitor monitor monitor failed
L - Lt L3 -1 L3 ~ L1 LSAC -+ TLAC
[}
Link
. failed
LSAC -LLSC
st'::::ﬁy Free old Cancel standby Standby Deactivate
data link standby data data link data \lnk’, i
ailocated link aflocated allocated? LSAC *LSLD

Restart Start Link

restoration restoration inactive
LSAC *LSLR LSAC *LSLR LSAC -LLSC
Additional logic relating to
the switchover method
Standby
data link
allocated ?
. . St tandb St tandb
Note — See also Figure 37/Q.704. orror monitor error momtor
L3 * L1 L3 - Lt
Cancel standby Cancel standby
data link data link
allocated allocated
4
FIGURE A-5/Q.704 Free standoy
Level 3 — signalling link management; signalling link activity control (LSAC)
(impact of switchover method) »
' 4
. [
1 Idle

CCITT-20831

Fascicle VI.6 — Rec. Q.704 153



Signalling
link
unavailable
TLAC -TCOC

Buffer
messages for
aftected
signalling link

Alternative routing
data request

TCOC -TSRC

Due to
- failure or
blocking

Alternative
routing
data
TSRC - TCOC

ldentifies alternative signalling links if any
and also identifies whether unavailable link
was loaded and accessibility of other SP

Signalling
link
available
TLAC ~TCOC

Failed signalling link
may not have been
loaded

Tells signalling link
management that resto-
ration may begin

K 4

Start

—
-

To reduce risk
that diversion
. will cause
Wait mis-sequencing

Signalling
link
available
TLAC -TCOC

Eliminated
logic

154

“ This message is required only if signalling link restoration attempts may
interfere with message retrieval.

® These tasks should be carried out in the order shown.

Note I — See also Figure 30/Q.704.
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Level 3 — signalling traffic management; changeover control (TCOC) (impact of switchover method)
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Level 3 — signalling traffic management; changeover control (TCOC) (impact of switchover method)
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Recommendation Q.705

SIGNALLING NETWORK STRUCTURE

CONTENTS
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.(Requires further study.)

Annex A — Mesh network examples

1 Introduction

This Recommendation describes aspects which are pertinent to and should be considered in the design of
international signalling networks. Some or all of these aspects may also be relevant to the design of national
networks. Some aspects are dealt with for both international and national networks (e.g. availability), others are
discussed in the context of the international network only (e.g. number of signalling transfer points in a signalling
relation). A number of aspects require further study for national networks. This Recommendation also gives in
Annex A examples of how the signalling network procedures may be applied to the mesh network representation.

The national and international networks are considered to be structurally independent and, although a
particular signalling point may belong to both networks, signalling points are allocated signalling point codes
according to the rules of each network.

The signalling network procedures are provided in order to effectively operate a signalling network having
different degrees of complex1ty They provide for reliable message transfer across the network and for reconfigura-
tion of the network in the case of failures.

The most elementary signalling network consists of originating and destination signalling points connected
by a single signalling link. To meet availability requirements this may be supplemented by additional links in
parallel which may share the signalling load between them. If, for all signalling relations, the originating and
destination signalling points are directly connected in this way in a network then the network operates in the
associated mode.

For technical or economic reasons a simple associated network may not be suitable and a quasi-associated
network may be implemented in which the information between originating and destination signalling points may
be transferred via a number of signalling transfer points. Such a network may be represented by a mesh network
such as that given in Annex A, as other networks are either a subset of the mesh network or are structured using
this network or its subsets as components.

2 Network components

2.1 Signalling links

Signalling links are basic components in a signalling network connecting together signalling points. The
signatling links encompass the level 2 functions which provide for message error control (detection and subsequent
correction). In addition, provision for maintaining the correct message sequence is provided (see Recommenda-
tion Q.703).
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2.2 Signalling points

Signalling links connect signalling points at which signalling network functions such as message routing
are provided at level 3 and at which the user functions may be provided at level 4 if it is also an originating or
destination point (see Recommendation Q.704, § 2.4).

A signalling point that only transfers messages from one signalling link to another at level 3 serves as a
signalling transfer point (STP).

The signalling links, signalling transfer points, and signalling (originating or destination) points may be
combined in many different ways to form a signalling network.

3 Structural independence of international and national signalling networks

The worldwide signalling network is structured into two functionally independent levels, namely the
international and national levels, as illustrated in Figure 1/Q.705. This structure makes possible a clear division of
responsibility for signalling network management and allows numbering plans of signalling points of the
international network and the different national networks to be independent of one another.

A signalling point (SP), including a isignalling transfer point (STP), may be assigﬁed to one of three
categories: ,

— national signalling point (signalling transfer point) which belongs to the national signalling network
only (e.g. NSP;) and is identified by a signalling point code (OPC or DPC) according to the national
numbering plan of signalling points;

— international signalling point (signalling transfer point) which belongs to the ‘international signalling
network only (e.g. ISP;) and is identified by a signalling point code (OPC or DPC) according to the
international numbering plan of signalling points;

— a node that functions both as. an international signalling point (signalling transfer point) and a
national signalling point (signalling transfer point) and therefore belongs to both the international
signalling network and a national S|gnallmg network and accordmgly is identified by a spec1ﬁc
signalling point code (OPC or DPC) in each of the signalling networks.

If a discrimination between international and national signalling point codes is necessary at a signalling
point, the national indicator is used (see Recommendation Q.704, § 12.2).
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FIGURE 1/Q.705

International and national signalling networks
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4 Considerations common to both international and national signalling networks

4.1 Availability of the network

The signalling network structure must be selected to meet the most stringent availability requirements of
any User Part served by a specific network. The availability of the individual components of the network
(signalling links, signalling points, and signalling transfer points) must be considered in determining the network
structure. .

4.2 Message transfer delay

In order to take account of signalling message delay considerations regard should be given, in the
structuring of a particular signalling network, to the overall number of signalling links (where there are a number
of signalling relations in tandem) related to a particular user transaction (e.g. to a specific call in the telephone
application).

43 Message sequence control

For all messages for the same transaction (e.g. a telephone call) the Message Transfer Part will maintain
the same routing provided that the same signalling link selection code is used in the absence of failure. However, a
transaction does not necessarily have to use the same signalling route for both forward and backward messages.

44 Number of signalling links used in load sharing

The number of signalling links used to share the load of a given flow of signalling traffic typically
depends on:

— the total traffic load,

~— the availability of the links,

— the required availability of the path between the two signalling points concerned, and
— the bit rate of the signalling links (see Recommendation Q.706, § 5.4).

Load sharing requires at least two signalling links for all bit rates, but more may be needed at lower bit
rates.

When two links are used, each of them should be able to carry the total signalling traffic in case of failure
of the other link. When more than two links are used, sufficient reserve link capacity should exist to satisfy the
availability requirements specified in Recommendation Q.706.

5 International signalling network

5.1 General
The international signalling network will use the procedures to be defined in the Signalling System No. 7

Recommendations. The international network structure to be defined can also serve as a model for the structure of
national networks.

5.2 Number of signalling transfer points in signalling relations
In the international signailing network the number of signalling transfer points between an originating and
a destination signalling point should not exceed two in a normal situation. In failure situations, this number may

become three or even four for a short period of time. This constraint is intended to limit the complexity of the
administration of the international signalling network.

53 Numbering of signalling points

A 14-bit code is used for the identification of signalling points. The allocation of individual signalling
point codes requires further study.

5.4 Routing rules

(Requires further study.)
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5.5 Structures

(Requires further study.)

5.6 Procedures

(Requires further study.)

6 National signalling networks

(Requires further study.)

ANNEX A

(to Recommendation Q.705)

Mesh signalling network examples

Al General

This Annex is provided to demonstrate the procedures defined in Recommendation Q.704. While the
example uses a specific mesh network to demonstrate the procedures, it is not the intent of this annex to
recommend either implicitly or explicitly the network described.

The mesh network is used to demonstrate the Message Transfer Part level 3 procedures because it is
thought to be a possible international network implementation as shown or it, or subsets of it, may be used to
construct other network structures. :

A2 Basic network structures (example)

Figure A-1/Q.705 shows the basic mesh network structure, while three simplified versions derived from this
basic network_ structure are shown in Figure A-2/Q.705. More complex signalling networks can be built, using
these as building components.

In the following, the basic mesh network Figure A-1/Q.705 is taken as an example to explain the
procedures defined in Recommendation Q.704.

In this network, each signalling point with level 4 functions is connected by two link sets to two signalling
transfer points. Each pair of signalling transfer points is connected to each other pair by four link sets. Moreover,
there is a link set between the two signalling transfer points of each pair.

The simplified versions (a), (b) and (c) of the basic signalling network are obtained by deleting
‘respectively:

a) two out of four intersignalling transfer point link sets;
b) link sets between signalling transfer points of the same pair; and
c) a) and b) together.

It should be noted that for a given signalling link availability, the more signalling link sets removed from
the basic signalling network [e.g. in going from Figure A-1/Q.705 to Figure A-2c)/Q.705], the lower the availability
of the signalling network. However, an increase in the availability of the simplified signalling networks may be
attained by adding one or more parallel signalling links to each of the remaining signalling link sets.

164 Fascicle VI.6 — Rec. Q.705



O Signalling point with level 4 functions
D Signalling transfer point (STP) CCITT-35310

FIGURE A-1/Q.705

Basic mesh network

A3 Routing

A.3.1 General

This section gives some routing examples in the basic mesh network in Figure A-1/Q.705. Routing actions
required to change message routes under failure conditions are described in § A.4. The following routing
principles are assumed for the examples in § A.3:

Message routes should pass through a minimum number of intermediate signalling transfer points.

Routing at each signalling point will not be affected by message routes used up to the concerned
signalling transfer points.

When more than one message route is available, signalling traffic should be load-shared by such
message routes.

Messages relating to a given user transaction and sent in a given direction will be routed over the
same message route to ensure correct message sequence.

A.3.2  Routing in the absence of failures

Figure A-3/Q.705 illustrates an example of routing in the absence of failures for messages from signalling
point A to signalling point F.

The following points are worthy of note:

a)

b)

)

In distributing traffic for load-sharing at the originating signalling point and intermediate signalling
transfer points, care should be taken in the use of signalling link selection (SLS) codes so that traffic
will be distributed over four available routes evenly. In the example, originating signalling point A
uses the second least significant bit of the signalling link selection code, and signalling transfer
points B and C the least significant bit.

Other than that described above, the choice of a particular link for a given signalling link selection
code can be made at each signalling point independently. As a result, message routes for a given user
transaction (e.g. SLS = 0010) in two directions may take different paths (e.g. A—- C—- D — F and
F—- E—- B- A).

Links BC and DE are not used in the absence of failures. They will be used in certain failure
situations described in § A.4.
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a) Two out of four inter-STP link sets deleted

-C E

b) Link sets between STPs of the same pair deleted

CCITT-35320

c E

¢} Two out of four inter-STP link sets and link sets between STPs of the same pair deleted

FIGURE A-2/Q.705
Simplified versions of the basic mesh network
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Normal message routes from A to F

—A-—-B—-D—F (SLS = XXO00)
—A-—-C—-D-—F (SLS = XX10)
—A—-B—-E—-F (SLS = XXO01)
—A—-C—-E—-F (SLS = XX11)

SLS  Signalling link selection code in the routing label
Assumption: There is only one link between adjacent signalling points

FIGURE A-3/Q.705

An example of routing in the absence of failures

A33 Routing under failure conditions

A3.3.1 Alternative routing information

In order to cope with failure conditions that may arise, each signalling point has alternative routing
information which specifies, for each normal link set, alternative link set(s) to be used when the former become(s)
unavailable (see Recommendation Q.704, § 4.2).

Table A-1/Q.705 gives, as an example, a list of alternative link sets for all normal link sets at signalling

point A and at signalling transfer point B. In the basic mesh network, all link sets except those between signalling

- transfer points of the same pair are normal links which carry signalling traffic in the absence of failures. In case a

normal link set becomes unavailable, signalling traffic formerly carried by that link set should be diverted to the

alternative link set with priority 1. Alternative link sets with priority 2 (i.e. link sets between signalling transfer

points of the same pair) will be used only when both the normal link set and alternative link set(s) with priority 1
become unavailable.

§§ A.3.3.2 to A3.3.5 present some typical examples of the consequences of faults in signalling links and
signalling points on the routing of signalling traffic. For the sake of simplicity, link sets are supposed to consist of
only one link each.

TABLE A-1/Q.705
List of alternative link sets at signalling points A and B

Normal link set Alternative link set Priority®
Signalling AB AC 1
. point A AC AB 1
Signalling transfer BA - BC 2
point B BC None
BE BD 1
BC 2
BD BE 1
BC 2

3 Priority I — used with normal link set on load-sharing basis in the absence of
failures.
Priority 2 — used only when all the link sets with priority 1 become unavailable.
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A3.3.2 Single link failure examples

Example 1: Failure of a link between a signalling point and a signalling transfer point (e.g. link AB) (see
Figure A-4/Q.705).

CCITT-35340

—) diverted traffic
— — —  original traffic
——— direction of traffic diversion

FIGURE A-4/Q.705
Failure of link AB

As indicated in Table A-1/Q.705, A diverts traffic formerly carried by link AB to link AC, while B diverts
such traffic to link BC. It should be noted that the number of signalling transfer points traversed by signalling
messages from F to A which passes through B is increased by one and becomes three in this case.

The principle to minimize the number of intermediate signalling transfer points in § A.3.1 is applied in this
case at signalling transfer point B to get around the failure. In fact, the procedures defined in Recommenda-
tion Q.704 assume that traffic is diverted at a signalling point only in the case of a signalling link being
unavailable on the route outgoing from that signalling point. Therefore, the procedures do not provide for sending
an indication that traffic routed via signalling transfer point B will traverse a further signalling transfer point.

Example 2: Failure of an intersignalling transfer points link (e.g. link BD) (see Figure A-5/Q.705).

As indicated in Table A-1/Q.705, B diverts traffic carried by link BD to link BE. In the same sense,
D diverts traffic carried by link DB to link DC.

c E ’ CCITT-35350

FIGURE A-5/Q.705
Failure of link BD
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Example 3: Failure of a link between signalling transfer points of the same pair (e.g. link BC) (see
Figure A-6/Q.705).

No routing change is required as a result of this kind of failure. Only B and C take note that the link BC
has become unavailable.

B D
A F
-
C E CCITT-35360

FIGURE A-6/Q.705
Failure of link BC

A333 Multiple link failure examples

As there are a variety of cases in which more than one link set becomes unavailable, only some typical
cases are given as examples in the following.

" Example ] : Failure of a link between a signalling point and a signalling transfer point, and of the link
between that signalling transfer point and that of the same pair (e.g. links DF, DE) (see Figure A-7/Q.705).

B diverts traffic destined to F from link BD to link BE, because destination F becomes inaccessible via D.
It should be noted that only the traffic destined to F is diverted from link BD to link BE, and not all the traffic
on link BD. The same applies to C, which diverts traffic destined to F from link CD to link CE. F diverts all the
traffic formerly carried by link FD to link FE in the same way as the single link failure example in § A.3.3.2.

B D
-
‘{‘ .
A I~ F
.
b/
/
o c E " CCITT-35370

FIGURE A-7/Q.705
Failure of links DE and DF

Example 2: Failure of two intersignalling transfer point links (e.g. links BD, BE) (see Figure A-8/Q.705).

B diverts traffic formerly carried by link BD to link BC, because its alternative link set with priority 1,
i.e. link BE, is also unavailable. The same applies to traffic formerly carried by link BE, and B diverts it to
link BC. D and E divert traffic formerly carried by links DB and EB respectively to links DC and EC in the same
way as the single link failure example in § A.3.3.2.
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FIGURE A-8/Q.705
Failure of links BD and BE

Example 3: Failure of a link between a signalling point and a signalling transfer point, and of an
intersignalling transfer point link (e.g. links DF and BD) (see Figure A-9/Q.705).

This example is a combination of Examples 1 and 2 in Section A.3.3.2. D diverts traffic formerly carried
by link DF to link DE, while F diverts it to link. FE. Moreover D diverts traffic formerly carried by link DB to
link DC (this traffic will be that generated by signalling points other than F connected to D). In the same sense,
B diverts traffic carried by link BD to link BE.

It should be noted that in this case only the portion of traffic sent by C to F via D traverses three
signalling transfer points (C, D and E), while all the other portions continue to traverse two.

c E . CCITT-35390

FIGURE A-9/Q.705
Failure of links BD and DF

Example 4: Failure of the two links between a signalling point and its signalling transfer points (e.g. DF
and EF) (see Figure A-10/Q.705).

In this case the signalling relations between F and any other signalling point of the network are blocked.
Therefore F stops all outgoing signalling traffic, while A stops only traffic destined to F.
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FIGURE A-10/Q.705
Failure of links DF and EF

A.3.3.4  Single signalling point failure examples

Example 1: Failure of a signalling transfer point (e.g. D) (see Figure A-11/Q.705).

B diverts all the traffic formerly carried by link BD to link BE. The same applies to C which diverts all
the traffic carried by link CD to link CE. Originating point F diverts all the traffic carried by link FD to link FE
as in the case of the link FD failure (see Example 1 in § A.3.3.2).

2

c . E CCITT-35410

FIGURE A-11/Q.705

Failure of signalling transfer point D

Attention is drawn to the difference to Example 1 in § A.3.3.3 where only a part of the traffic previously
carried by links BD and CD was diverted.

Example‘Z: Failure of a destination point (e.g. F) (see Figure A-12/Q.705).

In this case A stops all the traffic to F formerly carried on links AB and AC.
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FIGURE A-12/Q.705
Failure of signalling point F

A3.3.5 Multiple signalling transfer point failure examples

Two typical cases of two signalling transfer points failing together are presented in the following examples.

Example 1: Failure of two signalling transfer points not pertaining to the same pair (e.g. B and D) (see
Figure A-13/Q.705).

As a result of the failure of B, A diverts traffic formerly carried by link AB to link AC, while E diverts
traffic formerly carried by link EB to link EC. Similarly as a result of the failure of D, F diverts traffic formerly
carried by link FD to link FE, while C diverts traffic formerly carried by link CD to link CE.

It should be noted that, in this example, all the traffic between A and F is concentrated on only one
intersignalling transfer point link, since failure of a signalling transfer point has an effect similar to a
simultaneous failure of all the signalling links connected to it.

D

\XI

7TY
A F
g

by %
N\
/7 \
C E CCITT-35430

FIGURE A-13/Q.705
Failure of signalling transfer points B and D

Example 2: Failure of two signalling transfer points pertaining to the same pairs (e.g. D and E) (see
Figure A-14/Q.705).

This example is equivalent to Example 4 in § A.3.3.3 as far as the inaccessibility of F is concerned, but in
this case any other signalling point connected by its links to D and E also becomes inaccessible. In this case A
stops signalling traffic destined to F, while F stops all outgoing signalling traffic.
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FIGURE A-14/Q.705

Failure of signalling transfer points D and E

A4 Actions relating to failure conditions

In the following, four typical examples of the application of signalling network management procedures to
the failure cases illustrated in § A.3.3 are shown. In the case of multiple failures, an arbitrary failure (and
restoration) sequence is assumed for illustrative purpose.

A.4.1  Example |: Failure of a link between a signalling point and a signalling transfer point (e.g. link AB) (see
Figure A-15/Q.705) . .

(Same as § A.3.3.2, Example 1.)

A4.1.1

a)

b)

A4.1.2

c E CCITT-35450

FIGURE A-15/Q.705
Failure of link AB

Failure of link AB

When the failure of link AB is detected in A and in B, they initiate the changeover procedure, by
exchanging changeover messages via C. Once buffer updating is completed, A restarts the traffic
originally carried by the failed link on link AC; similarly, B restarts traffic destined to A on link BC.

In addition, B sends a transfer-prohibited message to C referred to destination A (according to the
criterion indicated in Recommendation Q.704, § 11.2.2).

On the reception of the transfer-prohibited message, C sends a transfer-prohibited acknowledgement
and starts the periodic sending of signalling-route-set-test messages, referred to A, to B (see Recom-
mendation Q.704, § 11.4.2).

Restoration of link AB

When the restoration of link AB is completed, the following applies:

a)

B initiates the changeback procedure, by sending a changeback declaration to A via C. Once it has
received the changeback acknowledgement, it restarts traffic on the restored link. Moreover, it sends
to C a transfer-allowed message, referred to destination A (see Recommendation Q.704, § 11.3.2).
When C receives the transfer-allowed message, it stops sending signalling-route-set-test messages to B.
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b)

A initiates the changeback procedure, by sending a changeback declaration to B via C; once it has
received the changeback acknowledgement, it restarts traffic on the normal link. The only traffic to be
diverted is that for which link AB is the normal link set according to the load sharing rule (see
§ A.3.3.1). Moreover A sends to B signalling-route-set-test messages, referred to the destination points
that it normally accesses via B.

A.4.2  Example 2: Failure of signalling transfer point D (see Figure A-16/Q.705)

A421

A4.22

174

(Same as § A.3.3.4, Example 1.)

a)

b)

9

d)

a)

B
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c E . CCITT-35460

FIGURE A-16/Q.705

Failure of signalling transfer point D

Failure of signalling transfer point D

Changeover is initiated at signalling points B, C and F from blocked links BD, CD and FD to the
first priority alternative links BE, CE and FE respectively. Due to the failure of D, the concerned
signalling points will receive no changeover message in response, and therefore they will restart traffic
on alternative links at the expiry of the time T2 (see Recommendation Q.704, § 5.7.2). In addition,
E will send to B, C and F transfer-prohibited messages referred to destination D. These signalling
points (B, C and F) will thus start periodic sending to E of signalling-route-set-test messages referred
to D.

When B receives a transfer-prohibited message from E referred to D, it updates its routing
information so that traffic to D will be diverted to C, thus sending a transfer-prohibited message to C
referred to D. The same applies to C, and C sends a transfer-prohibited message to B.

So, when B receives a transfer-prohibited message from C, it finds that destination D has become
inaccessible and sends a transfer-prohibited message to A. The same applies to C and thus C also
sends a transfer-prohibited message to A. Having received transfer-prohibited messages from both B
and C, A recognizes that D has become inaccessible and stops traffic to D.

In the same manner, i.e. link-by-link transmission of transfer-prohibited messages referred to D, other
signalling points B, C, E and F will finally recognize that destination D has become inaccessible.
Each signalling point will, therefore, start periodic sending of signalling-route-set-test messages
referred to D to their respective adjacent signalling points. :

Recovery of signalling transfer point

Changeback at signalling points B, C and F from the alternative to the normal links is performed. In
all the three cases changeback includes the time-controlled diversion procedure (see Recommenda-
tion Q.704, § 6.4), since D is still inaccessible via E at B, C and F (as a result of previous reception of
transfer-prohibited message from E).
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b)

<)

d)

E sends to B, C and F transfer-allowed messages referred to destination D. These signalling points
will thus send transfer allowed messages to their respective adjacent signalling points. Thus, the
link-by-link transmission of transfer-allowed messages will declare to all signalling points that
destination D has become accessible.

On reception of a transfer-allowed message, each signalling point stops periodic sending of signalling-
route-set-test messages to their respective adjacent signalling points.

On recovery of previously unavailable links BD, CD and FD, B, C and F will send a signalling-route-
set-test message to D, referred to the destination points that they normally access via D.

A43 Example 3: Failure of link between a signalling point and a signalling transfer point, and of the link between
that signalling transfer point and that of the same pair (e.g. links DF, DE) (see Figure A-17/Q.705.)

(Same as § A.3.3.3 Example 1))

A43.1

[ E CCITT-35470

FIGURE A-17/Q.705
Failure of links DE and DF

Fdilure of link DE

On failure of link DE, this link is marked unavailable at both signalling transfer points D and E. Since in
the absence of failures, link DE does not carry signalling traffic, no change in message routing takes place at this

time.

However, D and E send to signalling points B, C and F transfer-prohibited messages referred to
destination E or D respectively. These signalling points will thus start periodic sending of signalling-route-set-test
messages, referred to D or E, to E and D respectively.

A4.3.2

a)

b)

Failure of link DF in the presence of failure of link DE

On failure of link DF the following actions occur:

i)  Signalling point D which no longer has access to signalling boint F indicates this condition to
signalling transfer points B and C by sending transfer-prohibited messages. B and C will thus
start the periodic sending of signalling-route-set-test messages referred to F, to D.

i) Emergency changeover from link FD to link FE is initiated at signalling point F, since D
becomes inaccessible to F due also to the previous failure.

On receiving the transfer-prohibited messages forced rerouting is initiated at points B and C. This
causes traffic destined to F to be diverted from links terminating on D to links terminating on E.
Forced rerouting thus permits recovery from a failure condition caused by a fault in a remote part of

the network.
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A.4.33 Restoration of link FD in the presence of failure of link DE

a) On recovery of link FD the following actions occur:

i)  Signalling point D sends a transfer-allowed message to B and C to indicate that D once again
has access to F. B and C will thus stop the sending of signalling-route-set-test messages referred
to F to D.

ii) F initiales changeback with time controlled diversion from link FE to link FD. This procedure
permits changeback to be executed at one end of a link, when it is impossible to notify the other
end of the link (in this example, because link DE is unavailable). Traffic in this case is not
diverted from the alternative link until the time interval T4, tentatively set at one second, has
elapsed, in order to minimize the danger of mis-sequencing of messages (see Recommenda-
tion Q.704, § 6.4. -In addition, F sends to D a signalling-route-set-test message referred to the
destinations that it normally accesses via D.

b) On receiving the transfer-allowed message, controlled re-routing of traffic from the alternative routes
(BEF, CEF) to the normal routes (BDF, CDF) is initiated at points B and C. Controlled rerouting
involves diversion of traffic to a route which has become available after a time interval (see
Recommendation Q.704, § 8.2.1 provisionally set at one second to minimize the danger of mis-
sequencing messages.

Ad434 Restoration of link DE
On recovery of link DE it is marked available at signalling transfer points D and E. Signalling points D

and E send to B, C and F transfer-allowed messages referred to destination E or D respectively. These signalling
transfer point will thus stop sending of signalling-route-set-test messages.

A.4.4 Example 4: Failure of links DF and EF (see Figure A-18/Q.705)
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CCITT-35480

FIGURE A-18/Q.705
Failure of links DF and EF

A44.1 Failure of link DF

When the failure of link DF is detected, D and F perform the changeover procedure; D diverts traffic,
destined to F, to link DE, while F concentrates all the outgoing traffic on link FE.

In addition, D sends to E a trénsfer-prohibited message, referred to destination F; E will thus start
sending of signalling-route-set-test messages, referred to F, towards D (see also § A.4.1.1).

A.4.42  Failure of link EF in the presence of failure of link DF

a) When the failure of link EF is detected, the following applies:
i) Since all destinations become inaccessible F stops sending all signalling traffic.

ii) E sends to B, C and D a transfer-prohibited message, referred to destination F. B, C and D start
periodic sending of signalling-route-set-test messages referred to F to E.
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A443

A4.44

b)

)

d)

a)

b)

)

d)

When D receives the transfer-prohibited message, it sends to B and C a transfer-prohibited message,
referred to destination F (see Recommendation Q.704, § 11.2.2). B and C start periodic sending of test
messages referred to F to D.

When B receives the transfer-prohibited messages from D and E, it sends a transfer-prohibited
message to C; the same applies for C (it sends the message to B). As soon as B and C have received
the transfer-prohibited messages from all the three possible routes (BD, BE and BC, or CD, CE
and CB respectively), they send a transfer-prohibited message to A.

Note — Depending on the sequence of reception of transfer-prohibited messages at B or C, they may
start a forced rerouting procedure on a route not yet declared to be unavailable; such procedure is
then aborted as soon as a transfer-prohibited message is received also from that route.

As soon as A receives the transfer-prohibited messages from B and C, it declares destination F
inaccessible and stops sending traffic towards it. Moreover, it starts the periodic sending of
signalling-route-set-test messages, referred to F, to B and C.

Restoration of link EF in the presence of failure on link DF

When restoration of link EF is completed, the following applies:

i)  F sends to E a signalling-route-set-test message, referred to the destination points it can normally
access via E, and it restarts traffic on link EF.

ii) E sends a transfer-allowed message, referred to destination F, to B, C and D; moreover it
restarts traffic on the restored link.

When B and C receive the transfer-allowed message, they send a transfer-allowed message to A and C
or A and B, respectively and they stop sending signalling-route-set-test messages to E; moreover, they
restart the concerned traffic on link BE or CE respectively. -

When D receives the transfer-allowed message from E, it sends transfer-allowed messages to B and C
and stops sending signalling-route-set-test messages to E; moreover, it starts the concerned traffic on
link DE. On receipt of the transfer-allowed message, B and C will divert to links BD and CD, by
means of a controlled rerouting procedure, traffic carried by links BE and CE for which they are the
normal links (see § A.3.3). Moreover, they will stop sending signalling-route-set-test messages to D.

Note — According to the rules stated in Recommendation Q.704, § 11.3.2, on receipt of transfer-
allowed messages from E [phase b) above], B and C should send transfer-allowed messages also to D -
and E. However, this is not appropriate in the network configurations such as the one here
considered, taking into account that: '

—  there is no route, for example, from D (or E) to F via B (or C) and therefore the transfer-
allowed messages would be ignored (although acknowledged) by D and E;

— on restarting traffic to F on links BD, BE, CD and CE it would anyway be necessary that B
and C send transfer-prohibited- messages to D and E, which would contradict the previous
transfer-allowed messages.

As soon as A receives a transfer-allowed message from B or C, it restarts signalling traffic to B and C.
If traffic has already been restarted on one link when the transfer-allowed message is received on the
other link, a changeback procedure is performed to establish the normal routing situation on both
links (i.e. to divert part of the traffic on the latter link).

Restoration of link DF

When the restoration of link DF is completed, the following applies:

a)

b)

D initiates the changeback procedure to link DF; moreover, it sends to E a transfer-allowed message,
referred to destination F,

F sends a signalling-route-set-test message to D referred to the destination points it normally accesses
via D. It initiates the changeback procedure to link DF; this procedure refers only to the traffic for
which link DF is the normal one, according to the routing rules.

Fascicle VI.6 — Rec. Q.705 177



A5 Explanatory note from the implementors forum for clarification of load sharing

A.5.1 In general, to improve the distribution of traffic, load sharing at a particular signalling point (amongst
link sets to a given destination) will be on the basis of a part of the signalling link selection field which is
different than that part used for load sharing amongst signalling links within a selected link set. In the example
represented in Figure 5/Q.704, if link set DF contains more than one signalling link, then the least significant bit
of the signalling link selection field is not used in sharing traffic within link set DF amongst the signalling links.
Similar considerations can apply to link set DE.

A.5.2 At an originating signalling point it is assumed that for a given signalling relation, signalling link selection
field values are evenly distributed ‘and traffic is shared over the appropriate link sets and signalling links within
each link set on this basis. In general, to achieve this a different load sharing rule is needed for each number of
link sets, and each number of signalling links within a link set, over which traffic is to be shared. The intention is
to attain, for a given signalling relation, as even as possible a traffic balance over the link sets, and the signalling
links within each link set, based on the signalling link selection field and the numbers of link sets and signalling
links within each link set; such an even traffic balance may result if the fixed part of the signalling link selection
field is not excluded from consideration by the load sharing rules.

A.5.3 At a signalling transfer point, for a given signalling relation, signalling link selection field values may not
be evenly distributed (see Figure 5/Q.704, signalling transfer point E). A different set of load sharing rules to
those for originating signalling points may be provided to deal with this possibility. These are again based on the
signalling link selection field and the numbers of link sets and signalling links within each link set, but assume
that a particular part of the signalling link selection field is fixed. The fixed part of the signalling link selection
field may be different at different signalling transfer points. Where signalling messages for different signalling
relations arriving at a particular signalling transfer point do not have the same part of the signalling link selection
field fixed, an uneven sharing of traffic for a particular signalling relation amongst the relevant link sets and
signalling links within each link set may result.

Recommendation Q.706

MESSAGE TRANSFER PART SIGNALLING PERFORMANCE

The message transfer part of Signalling System No. 7 is designed as a joint transport system for the
messages of different users. The requirements of the different users have to be met by the Message Transfer Part.
These requirements are not necessarily the same and may differ in importance and stringency.

In order to satisfy the individual requirements of each user the Message Transfer Part of Signalling System
No. 7 is designed in such a way that it meets the most stringent User Part requirements envisaged at the time of
specification. To this end, the requirements of the telephone service, the data transmission service and the
signalling network management, in particular, were investigated. It is assumed that a signalling performance which
satisfies the requirements mentioned above will also meet those of future users.

In the light of the above, signalling system performance is understood to be the capability of the Message
Transfer Part to transfer messages of variable length for different users in a defined manner. In order to achieve a
proper signalling performance, three groups of parameters have to be taken into account:

— The first group covers the objectives derived from the requirements of the different users. The aims are
" limitation of message delay, protection against all kinds of failures and guarantee of availability.

— The second group covers the features of the signalling traffic, such as the loading potential and the
structure of the signalling traffic.

— The third group covers the given environmental influences, such as the characteristics (e.g. error rate
and proneness to burst) of the transmission media.
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The three groups of parameters are considered in the specification of the procedures to enable the Message
Transfer Part to transfer the messages in such a way that the signalling requirements of all users are met and that
a uniform and satisfactory overall signalling system performance is achieved.

1 Basic parameters related to Message Transfer Part signalling performance

Signélling performance is defined by a great number of different parameters. In order to ensure a proper
signailing performance for all users to be served by the common Message Transfer Part, the following design
objectives are established for the Message Transfer Part.

1.1 Unavailability of a signalling route set

The unavailability of a signalling route set is determined by the unavailability of the individual
components of the signalling network (signalling links and the signalling points) and by the structure of a
signalling network.

I

The unavailability of a signalling route set should not exceed a total of 10 minutes per year.

The unavailability of a signalling route set within a signalling network may be improved by replication of
signalling links, signalling paths and signalling routes.

1.2 Unavoidable message transfer part malfunction

The Message Transfer Part of Signalling System No. 7 is designed to transport messages in a correct
sequence. In addition, the messages are protected against transmission errors. However, a protection against
transmission errors cannot be absolute. Furthermore, mis-sequencing and loss of messages in the Message Transfer
Part cannot be excluded in extreme cases.

For all User Parts, the following conditions are guaranteed by the Message Transfer Part:

a) Undetected errors

On a signalling link employing a signalling data link which has the error rate characteristic as
described in Recommendation Q.702 not more than one in 10" of all signal unit errors will be
undetected by the message Transfer Part.

b) Loss of messages

Not more than one in 107 messages will be lost due to failure in the message transfer part.

¢) Messages out-of-sequence

Not more than one in 10'° messages will be delivered out-of-sequence to the User Parts due to failure
in the message transfer part. This value also includes duplication of messages.

1.3 Message transfer times

This parameter includes:
— handling times at the signalling points (see § 4.3);
— queueing delays including retransmission delays (see § 4.2);
— signalling data link propagation times.
14 Signalling traffic throughput capability

Needs further study (see § 2.2).

2 Signalling traffic characteristics

2.1 Labelling potential
The design of Signalling System No. 7 provides the potential for labels to identify 16 384 signalling points.

For each of the 16 different User Parts a number of user transactions may be identified, e.g. in the case of the
telephone service up to 4096 speech circuits.
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2.2 Loading potential

Considering that the load per signalling channel will vary according to the traffic characteristics of the
service, to the user transactions served and to the number of signals in use, it is not practicable to specify a
general maximum limit of user transactions that a signalling channel can handle. The maximum number of user
transactions to be served must be determined for each situation, taking into account the traffic characteristics
applied so that the total signalling load is held to a level which is acceptable from different points of view.

When determining the normal load of the signalling channel account must be taken of the need to ensure
a sufficient margin for peak traffic loads.

The loading of a signalling channel is restricted by several factors which are itemized below.

2.2.1  Queueing delay

The queueing delay in absence of disturbances is considerably influenced by the distribution of the
message length and the signalling traffic load (see § 4.2).

2.2.2  Security requirements

The most important security arrangement is redundancy in conjunction with changeover. As load sharing
is applied in normal operation, the load on the individual signalling channels has to be restricted so that, in the
case of changeover, the queueing delays do not exceed a reasonable limit. This requirement has to be met not only
in the case of changeover to one predetermined link but also in the case of load distribution to the remaining
links.

2.2.3  Capacity of sequence numbering

The use of 7 bits for sequence numbering finally limits the number of signal units sent but not yet
acknowledged to the value of 127.

In practice this will not impose a limitation on the loading potential.

2.2.4  Signalling channels using lower bit rates

A loading value for a signalling channel using bit rates of less than 64 kbit/s will result in greater
queueing delays than the same loading value for a 64-kbit/s signalling channel.

23 Structure of signalling traffic

The Message Transfer Part of Signalling System No. 7 serves different User Parts as a joint transport
system for messages. As a result, the structure of the signalling traffic largely depends on the types of User Parts
served. It can be assumed that at least in the near future the telephone service will represent the main part of the
signalling traffic also in integrated networks.

It cannot be foreseen yet how the signalling traffic is influenced by the integration of existing and future
services. The traffic models given in § 4.2.4 have been introduced in order to consider as far as possible the
characteristics and features of different services within an integrated network. If new or more stringent
requirements are imposed on signalling (e.g. shorter delays) as a consequence of future services, they should be
met by appropriate dimensioning of the load or by improving the structure of the signalling network.

3 Parameters related to transmission characteristics

, No special transmission requirements are envisaged for the signalling links of Signalling System No. 7.
Therefore, System No. 7 provides appropriate means in order to cope with the given transmission characteristics
of ordinary links. The following items indicate the actual characteristics to be expected — as determined by the
responsible. Study Groups — and their consequences on the specifications of the Signalling System No. 7 Message
Transfer Part.
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3.1 Application of Signalling System No. 7 to 64-kbit/s links

The Message Transfer Part is designed to operate satisfactorily with the following transmission characteris-
tics:

a) a long-term bit error rate of the signalling data link of less than 1079 [1];
b) a medium-term bit error rate of less than 10~4;

¢) random errors and error bursts including long bursts which might occur in the digital link due to, for
instance, loss of frame alignment or octet slips in the digital link. The maximum tolerable interruption
period is specified for the signal unit error rate monitor (see Recommendation Q.703, § 8.2).

3.2 Application of Signalling System No. 7 to links using lower bit rates

(Needs further study.)

4 Parameters of influence on signalling performance

4.1 Signalling network

Signalling System No. 7 is designed for both associated and nonassociated applications. The reference
section in such applications is the signalling route set, irrespective of whether it is served in the associated or
quasi-associated mode of operation.

For every signalling route set in a signalling network, the unavailability limit indicated in § 1.1 has to be
observed irrespective of the number of signalling links in tandem of which it is composed.

4.1.1  International signalling network

(Needs further study.)

4.1.2  National signalling network

(Needs further study.)

4.2 Queueing delays

The Message Transfer Part handles messages from different User Parts on a time-shared basis. With
time-sharing, signalling delay occurs when it is necessary to process more than one message in a given interval of
time. When this occurs, a queue is built up from which messages are transmitted in order of their times of arrival.

There are two different types of queueing delays: queueing delay in the absence of disturbances and total
queueing delay. :

421  Assumptions for derivation of the formulas

The queueing delay formulas are basically derived from the M/G/1 queue with priority assignment. The
assumptions for the derivation of the formulas in the absence of disturbances are as follows:

a) the interarrival time distribution is exponential (M);
b) the service time distribution is general (G);
¢) the number of server is one (1);

d) the service priority refers to the transmission priority within level 2 (see Recommendation Q.703,
§ 10.2); however, the link status signal unit and the independent flag are not considered;

e) the signalling link loop propagation time is constant including the process time in signalling
terminals; and

f) the forced retransmission case of the preventive cyclic retransmission method is not considered.
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4.2.2

182

In addition, for the formulas in the presence of disturbances, the assumptions are as follows:

g)
h)

1)

i)

the transmission error of the message signal unit is random;
the errors are statistically independent of each other;

the additional delay caused by the retransmission of the erroneous signal unit is considered as a part
of the waiting time of the concerned signal unit; and

in case of the preventive cyclic retransmission method, after the error occurs, the retransmitted signal
units of second priority are accepted at the receiving end until the sequence number of the last sent
new signal unit is caught up by that of the last retransmitted signal unit.

Furthermore, the formula of the proportion of messages delayed more than a given time is derived from
the assumption that the probability density function of the queueing delay distribution may be exponentially
decreasing where the delay time is relatively large.

Factors and parameters

a)

b)

The notations and factors required for calculation of the queueing delays are as follows:
Q, mean queueing delay in the absence of distu.rbances

o2 variance of queueing delay in the absence of disturbances

O, mean total queueing delay

o7 variance of total queueing delay

P(T) proportion of messages delayed more than T

a traffic loading by message signal units (MSU) (excluding retransmission)
mean emission time of message signal units

T,  emission time of fill-in signal units

T, signalling loop propagation time including processing time in signalling terminal

P, error probability of message signal units
_ 2nd moment of message signal units emission time
1 T'”Z1
P 3rd moment of message signal units emission time
,=

T

Note — As a consequence of zero insertion at level 2 (see Recommendation Q.703, § 3.2), the length
of the emitted signal unit will be increased by approximately 1.6 percent on average. However, this
increase has negligible effect on the calculation.

The parameters used in the formulas are as follows:

ty = T/ T,
4, =T,/T,
for the basic method,
‘ E =1+P,1,

E,=k +P,t,(t, +2)

E3=kz+Pqu(’2L+ 3t, +3k)

for the preventice cyclic retransmission (PCR) method,

ay, = exp(—at,): tfafﬁc loading caused by fill-in signal units
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a, = ——
‘ l-a
at,
taL_ j
1-a

-p _F‘”_,
T M (=2a) (1 -2aF) "

4.23  Formulas

The formulas of the mean and the variance of the queueing delays are described in Table 1/Q.706. The
proportion of messages delayed more than a given time T, is:

T,— QO+ ox)

P(T,) = exp (— S

where Q. and o, denote the mean and the standard deviation of queueing delay, respectively. This approximation
is better suited in absence of disturbances. In presence of disturbances the actual distribution may be deviated
further. Relation between P(T,) and T, is shown in Figure 1/Q.706.

10
10-2 \

103

104 : AN

AN

105 \
106 : \

M Q, + 4o, Q, + 8o, Q.+ 120, s
CCITT-35211

P (T,), probability of MSU delayed more than 7,

Queueing delay time (7,)

Q, Mean queueing delay (see Figure 2/Q.706)
o, Standard deviation (see Figure 3/Q.706)

FIGURE 1/Q.706
Probability of message signal unit delayed more than 7
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TABLE 1/Q.706

Queueing delay formula

Error ] Mean Variance
correction Disturbance 0 o2
method
2 2 _ 2
Absence % _ 4 + _ak Eas _y +a[4k2 (4k, 2kl)a]
7, 2 2(1-a T, 12 12(1—-a)
Basic
. o} _ Ez + a[4E3—(4E1E3—3E§)a]+
Presence Q. b, B p_, T2 12 12(1-a)
T, 2 2(1-akE)
+P,(1- P}
2 —_ 342 _
o _4k,—3k] ‘a, (4 3a, 7+
T? 12 12
Absence gﬂzk1+a:(tf_kl)+ ak, +L—lk,tf+k,2ﬂ—{(—2)+
T, 2 2(1-a 2 4 3
Preventive
cyclic - —3k2
retransmission + a [4k, — (4K, — 3k{) a]
12(1-a)?
l+¢ abP,t
Presence % = m [‘g—aL Qty +3k)+k 1] +F-1 (For further study)
424  Examples

Assuming the traffic models given in Table 2/Q.706, examples of queueing delays are calculated as listed

in Table 3/Q.706.

184

TABLE 2/Q.706
Traffic model

Model A B
Message length (bits) 120 104 304
Percent 100 92 8
Mean message length (bits) 120 120
k, 1.0 1.2
ky 1.0 1.9
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TABLE 3/Q.706

List of examples

Figure Error control Queueing delay Disturbance Model
2/Q.706 Basic/PCR Mean Absence A and B
3/Q.706 Basic/PCR Standard deviation Absence A and B
4/Q.706 Basic Mean Presence A
5/Q.706 Basic Standard deviation Presence A
6/Q.706 PCR Mean Presence A
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Tm = 1.875 ms (120 bits and 64 kbit/s) 412
. Tf = 0.75 ms (48 bits and 64 kbit/s) /7 '
s

7 g
2,0 4 ’/ N
7 b / 1.0 o
7 »
7 / 2
7 / =3
S e 4 3
g PRy / £
> 15 / s X9 0.8 c
N —
5 oL / B / <
he] ' d ©
o s /7 °
c e 7 °
@ / 4 o)
2 7 . L’ HJo0s £
E L . ° s
c - / pid %:J
3 4 g
Pras Hos E
"" S g
20 « N
S

0,2

0
0.2 03 0.4 05 _ 0.6 Erlangs
CCITT-35220

Model A

‘a, traffic loading of MSU

= = = = Model B

FIGURE 2/Q.706

Mean queueing delay of each channel of traffic in absence of disturbance
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ms

25

[ I l /

Tm = 1.875 ms (120 bits and 64 kbit/s) /
Tf

0.75 ms ({48 bits and 64 kbit/s)

Standard deviation (o)

0 01 02 03 04 05 06 Erlangs

CCITT-41040
a, traffic loading of MSU

Model A . === = Model B

FIGURE 3/Q.706

Standard deviation of queueing delay of each channel of traffic
in absence of disturbance
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a, traffic loading of MSU

FIGURE 4/Q.706
Mean total queueing delay of each channel of traffic; basic error correction method-
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FIGURE 5/Q.706

Standard deviation of queueing delay of each channel of traffic;
basic error correction method
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FIGURE 6/Q.706

Mean total queueing delay of each channel of traffic;
preventive cyclic retransmission error correction method

4.3 Message transfer times

Within a signalling relation, the Message Transfer Part transports messages from the originating User Part
to the User Part of destination, using several signalling paths. The overall message transfer time needed depends
on the message transfer time components (a) to (e) involved in each signalling path.

43.1  Message transfer time components and functional reference points

A signalling path may include the following functional signalling network components and transfer time
components.

a) Message Transfer Part sending function at the point of origin (see Figure 7/Q.706).

b) Signalling transfer point function (see Figure 8/Q.706).

¢) Message Transfer Part receiving function at the point of destination (see Figure 9/Q.706).
d) Signalling data link propagation time (see Figure 10/Q.706).

e) Queueing delay.

An additional increase of the overall message transfer times is caused by the queueing delays. These
are described in § 4.2. : i
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User Signalling Signalling Signalling

functions message handling link data link
functions functions functions
Level 4 Level 3 Level 2 Level 1
Tms
)] > CCITT-35270

Tms Message Transfer Part sending time

FIGURE 7/Q.706

Functional diagram of the Message Transfer Part sending time

Signalling Signalling Signalling Signalling Signalling
data link = - link message link data link
functions functions handling functions functions
functions )
Level 1 |51 Level2 |— Level3 |— Level2 {41 Levell
Tes
e —>] CCITT-35280

Tcs Message transfer time at signalling transfer points

FIGURE 8/Q.706

Functional diagram of the message transfer time at signalling transfer points

Signalling Signalling Signalling User
data link link message handling functions
functions . functions functions
Level 1 Level 2 Level 3 Level 4
T
« mr > CCITT-35290

Tmr Message Transfer Part receiving time

FIGURE 9/Q.706
Functiongl diagram of the Message Transfer Part receiving time
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Signalling Signalling Signalling

link data link link
functions functions functions
Level 2 Level 1 Level 2
Tp
< > CCITT-35300

Tp Propagation time of the data channel

FIGURE 10/Q.706
Functional diagram for the propagation time

432 Definitions

4.3.2.1 Message Transfer Part sending time T,
F: temps d'émission du Sous-systéme Transport de Messages T,,,

S: tiempo de emision de la parte de transferencia de mensajes T,,

T, is the period which starts when the last bit of the message has left the User Part and ends when the last
bit of the signal unit enters the signalling data link for the first time. It includes the queueing delay in the absence
of disturbances, the transfer time from level 4 to level 3, the handling time at level 3, the transfer time from
level 3 to level 2, and the handling time in level 2.

4.3.2.2 message transfer time at signalling transfer points T,

F: temps de transfert des messages aux points de transfert sémaphore, T,

s

s

S: tiempo de transferencia de mensajes en los puntos de transferencia de la senalizacion T,

T, is the period, which starts when the last bit of the signal unit leaves the incoming signalling data link
and ends when the last bit of the signal unit enters the outgoing signalling data link for the first time. It also
includes the queueing delay in the absence of disturbances but not. the additional queuemg delay caused by
retransmission.

4.3.2.3 Message Transfer Part receiving time T,
F: temps de réception du Sous-systéme Transport de Messages T,,

S: tiempo de recepcion de la parte de transferencia de mensajes T,

T,,, is the period which starts when the last bit of the signal unit leaves the signalling data link and ends
when the last bit of the message has entered the User Part. It includes the handling time in level 2, the transfer
time from level 2 to level 3, the handling time in level 3 and the transfer time from level 3 to level 4.

4.3.2.4 data channel propagation time T,
F: temps de propagation sur la voie de données. T,
S: tiempo de propagacion del canal de datos T,
T, is the period which starts when the last bit of the signal unit has entered the data channel at the sending

side and ends when the last bit of the signal unit leaves the data channel at the receiving end irrespective of
whether the signal unit is disturbed or not.

43.3  Overall message transfer times
The overall message transfer time T, is referred to the signalling relation. 7, starts when the message has

left the user part (level 4) at the point of origin and ends when the message has entered the user part (level 4) at
the point of destination.
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The definition of the overall message transfer time and the definitions of the individual message transfer
time components give rise to the following relationships:

a) In the absence of disturbances

n+1

n
Toa = Tms + Z Tpi + Z Tc:i + Tmr
' i=1 i=1

b) In the presence of disturbances

To = Toa + Z(QI_QH)

Here »
T,, overall message transfer time in the absence of disturbances
T,. Message Transfer Part sending time
T,, Message Transfer Part receiving time
T, Message transfer time at signalling transfer points
n number of STPs involved
T, data channel propagation time .
T, overall message transfer time in the presence of disturbances

Q, total queueing delay (see § 4.2)
Q, queueing delay in the absence of disturbances (see § 4.2)

Note — For £ (Q, — Q,), all signalling points in the signalling relation must be taken into account.

4.3.4  Estimates for message transfer times

(Needs further study.)

The estimates must take account of:
— the length of the signal ur.lit,

— the signalling traffic load,

— the signalling bit rate.

The estimates for T,

mro

T,. and T, will be presented in the form of:
— mean values,
" —  95% level values.

The estimates for T, for a signalling transfer point are given in Table 4/Q.706.

TABLE 4/Q.706

Message transfer time at an
STP signalling STP (Tg) in ms?
traffic load
Mean 95%
Normal 20 40
+15%° 40 80
+30% 100 200

a) Provisional values

, These figures are related to 64-kbit/s signalling bit rate. The normal signalling traffic load is that load for
which the signalling transfer point is engineered. A mean value of 0.2 Erlang per signalling link is assumed. The
message length distribution is as given in Table 2/Q.706.
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44 Error control

During transmission, the signal units are subject to disturbances which lead to a falsification of the
signalling information. The error control reduces the effects of these disturbances to an acceptable value.

Error control is based on error detection by redundant coding and on error correction by retransmission.
Redundant coding is performed by generation of 16 check bits per signal unit based-on the polynomial described
in Recommendation Q.703, § 4.2. Moreover, the error control does not introduce loss, duplication or mis-
sequencing of messages on an individual signalling link. '

However, abnormal situations may occur in a signalling relation, which are caused by failures, so that the
error control for the signalling link involved cannot ensure the correct message sequence.

4.5 Security arrangements

The security arrangements have an essential influence on the observance of the availability requirements
listed in § 1.1 for a signalling relation.

In the case of Signalling System No. 7, the security arrangements are mainly formed by redundancy in
conjunction with changeover.

4.5.1  Types of security arrangements

In general, a distinction has to be made between security arrangements for the individual components of
the signalling network and security arrangements for the signalling relation. Within a signalling network, any
security arrangement may be used, but it must be ensured that the availability requirements are met.

4.5.1.1 Security arrangements for the components of the signalling network

Network components, which form a signalling path when being interconnected, either have constructional
security arrangements which exist from the very beginning (e.g. replication of the controls at the exchanges and
signalling transfer points) or can be replicated, if need be (e.g. signalling data links). For security reasons,
however, replication of signalling data links is effected only if the replicated links are independent of one another
(e.g. multipath routing). In the case of availability calculations for a signalling path set, special care has to be
taken that the individual signalling links are independent of one another.

4.5.1.2 Security arrangements for signalling relations

In quasi-associated signalling networks where several signalling links in tandem serve one signalling
relation, the security arrangements for the network components, as a rule, do not ensure sufficient availability of
the signalling relation. Appropriate security arrangements must therefore be made for the signalling relations by
the provision of redundant signalling path sets, which have likewise to be independent of one another.

4.5.2  Security requirements

In the case of 64-kbit/s signalling links, a signalling network has to be provided with sufficient
redundancy so that the quality of the signalling traffic handled is still satisfactory. (Application of the above to
signalling links using lower bit rates needs further study.) '

4.5.3  Time to initiate changeover

If individual signalling data links fail, changeover is initiated by signal unit error monitoring (see
Recommendation Q.703, § 8). With signal unit error monitoring, the time between the occurrence of the failure
and the initiation of changeover is dependent on the message error rate (a complete interruption will result in an
error rate equal to 1).

Changeover leads to substantial additional queueing delays. To keep the latter as short as possible, the
signalling traffic affected by an outage is reduced to a minimum by the use of load sharing on all existing
signalling links.
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4.6 Failures

4.6.1  Link failures

During transmission, the messages may be subject to disturbances. A measure of the quality of the
signalling data link is its signal unit error rate. .

Signal unit error monitoring initiates the changeover at a signal unit error rate of about 4 - 1073,

The error rate, which Signalling System No. 7 has to cope with, represents a parameter of decisive
influence on its efficiency. -

As a result of error correction by retransmission, a high error rate causes frequent retransmission of the
message signal units and thus long queueing delays.
4.6.2  Failures in signalling points’
" (Needs further study.)

4.7 Priorities

Priorities resulting from the meaning of the individual signals are not envisaged. Basically, the principle
“first-in — first-out™ applies.

Although the service indicator offers the p0351b111ty of determining different priorities on a user basis, such
user priorities are not yet foreseen.

Transmission priorities are determined by Message Transfer Part functions. They are solely dependent on
the present state of the Message Transfer Part and completely independent of the meaning of the signals (see
Recommendation Q.703, § 10.2).

5 ‘Performance under adverse conditions

5.1 Adverse conditions

(Needs further study.)

5.2 Influence of adverse conditions

(Needs further study.)

Reference

[ CCITT Recommendation Error. performance on an international digital connection forming part of an
integrated services digital network, Vol. 111, Fascicle I11.3, Rec. G.821.

Recommendation Q.707

TESTING AND MAINTENANCE

1 General

In order to realize the performance requirements described in Recommendation Q.706, means and
procedures for signalling network testing and maintenance are required in addmon to the means defined in
Recommendations Q.703 and Q.704.

2 Testing

2.1 Signalling data link test
As defined in Recommendation Q.702, § 1, the signalling data link is a bidirectional transmission path for
signalling. Testing and maintenance functions can be initiated independently at either end.

The signalling data link and the constituent parts of the digital and analogue versions are described in
Recommendation Q.702, § 1.

They must be tested before being put into service to ensure that they meet the requlrements of
Recommendation Q.702, § 3.
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Since interruptions of the signalling data link will affect many transactions, they must be treated with the
utmost care. Appropriate special measures should be taken to prevent unauthorized maintenance access which
could result in interruptions to service. These special measures may include marking or flagging the equipment
and indications on distribution frames or test bays where access is possible (see Recommendation M.1050 [1]).

The signal unit error rate monitor and the alignment error rate monitor described in Recommenda-
tion Q.703, § 9, also provide means for detecting deterioration of a signalling data link.

Further studies are required with reference to Recommendation V.51 [2].

2.2 Signalling link test

As defined in Recommendation Q.703, § 1.1.1 and illustrated in Figure 1/Q.701, the signalling link
comprises a signalling data link with signalling link functions at either end.

In the following, an on-line signalling link test procedure is specified which involves communication
between the two ends of the concerned signalling link. This procedure is intended for use while the signalling link
is in service. In addition, local failure detection procedures should be performed at either end; these are not
specified in this Recommendation.

The test procedure is intended to be applied periodically on each operational signalling link with a
sufficient frequency to ensure that the signalling link performance requirements are met. The signalling link test
message is sent at regular intervals ', The testing of a signalling link is performed independently from each end.

The ability to send a signalling test acknowledgement, defined below, must always be provided at a
signalling point but the provision for transmission of the signalling test message is at the discretion of the
signalling points.

The signalling point initiating the tests transmits a signalling link test message on the signalling link to be
tested. This message includes a test pattern which is chosen at the discretion of the end initiating the test. After
receiving a signalling link test message, a signalling point responds with a signalling link test acknowledgement
message on the same signalling link within 7 = 100 ms (provisional value). The test pattern included in the
signalling link test acknowledgement message. is identical to the test pattern received. In the case that a test pattern
in a received signalling link test acknowledgement is the same as that sent in a signalling link test message, no
further action is taken.

In the case when:

a) a signalling link test acknowledgement message is not received on the link being tested within
T1 = 1 s (provisional value), after the signalling link test message has been sent, or

b) a signalling link test acknowledgement message is received with a test pattern that is different from the
last pattern sent in a signalling link test message,

_the test is considered to have failed and is repeated once. In the case when also the repeated test fails, a
management system must be informed and further action is for further study.

The formats and codes of signalling link test and signalling link test acknowledgement messages used for
signalling link testing are specified in § 5.4.

2.3 Signalling route test

In addition to the procedures specified in the Recommendation Q.704, § 10, the need for, and form of
other line procedures are for further study.

3 Fault location

Fault location operations, employing particular manual or automatic internal test equipment are left to the
discretion of the individual signalling points.

Tests requiring provision of messages are for further study. See [3].

4 Signalling network monitoring

In order to obtain information on the status of the signalling network, monitoring of the signalling activity
must be provided (for example measures of the signalling load on the signalling data link). The specification of
‘such means and procedures is for further study.

D' The definition of the lower limit of these intervals is for further study. This must be defined, taking into account the need
to ensure that a received signalling link test acknowledgement is in response to the last sent signalling link test message.
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5 Formats and codes of signalling network testing and maintenance messages

51 General

The signalling network testing and maintenance messages are carried on the signalling channel in message
signal units, the format of which is described in Recommendation Q.703, § 2. As indicated in Recommenda-
tion Q.704, § 12.2, these messages are distinguished by the configuration 0001 of the service indicator (SI). The
Sub Service Field (SSF) of signalling network testing and maintenance messages is used in accordance with
Recommendation Q.704, § 12.3.

The Signalling Information Field (SIF) consists of an integral number of octets and contains the label, the
heading code and one or more signals and indications.
5.2 Label

For signalling network testing and maintenance messages, the label has the same structure as the label of
signalling network management messages (see Recommendation Q.704, § 13.2).
53 Heading code HO

The heading code HO is the 4-bit field following the label and identifies the message group. The different
heading codes are allocated as follows: ‘ ‘

0000 Spare
0001 Test messages
The remaining codes are spare.

5.4 = Signalling link test messages

The format of the signalling link test messages is shown in Figure 1/Q.707.

DCBA 0001
Heading Heading
Test pattern _L((je_ngtth Spare code code LABEL
indicator " HO
First bit
n3 x 8 4al 42 4 4 32 transmitted

3 Provisional value . FIGURE 1/Q.707 CCITT-35550

The signalling link test messages, are made up of the following fields:

— Label: (32 bits), see § 5.2

— Heading code HO: (4 bits)

— Heading code H1: (4 bits)

—  Spare bits: (4 bits) ?

— Length Indicator: (4 bits) ?

—  Test pattern: (n x 8 bits with n < 16)2

In the label, the signalling link code identifies the signalling link on which the test message is sent.
The heading code H1 contains signal codes as follows:

bits DCB A
0001 signalling link test message

0010 signalling link test acknowledgement message
The length indicator gives the number of octets which the test pattern comprises.
The test pattern is an integral number of octets and is chosen at the discretion of the originating point.

6 State transition diagram

The state transition diagram is intended to show precisely the behaviour of the signalling system under
normal and abnormal conditions as viewed from a remote location. It must be emphasized that the functional
partitioning shown in the following diagram is used only to facilitate understanding of the system behaviour and
is not intended to specify the functional partitioning to be adopted in a practical implementation of the signalling
system.

D Provisional value.
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Recommendation Q.721

FUNCTIONAL DESCRIPTION OF THE SIGNALLING SYSTEM
TELEPHONE USER PART (TUP)

1 General

Use of Signalling System No. 7 for telephone call control signalling requires:
— application of Telephone User Part (TUP) functions, in combination with
— application of an appropriate set of Message Transfer Part (MTP) functions.

A general description of the signalling system is given in Recommendation Q.701. That Recommendation
also defines the division of functions and the requirements of interaction between the Message Transfer Part and
the Telephone User Part.

2 Telephone User Part

The Teléphone User Part specified in these specifications defines the necessary telephone signalling
functions for use of Signalling System No. 7 for international telephone call control signalling. It is specified with
the aim of providing the same features for telephone signalling as other CCITT telephone signalling systems.

Signalling System No. 7 can be used to control the switching of all types of international clrcu1ts to be
used in a worldWIde connection, including circuits with speech interpolation and satellite circuits.

The system meets all requirements defined by the CCITT concerning the service features for worldwide
international semiautomatic and automatic telephone traffic. It is designed for the bothway operation of speech
circuits.

When used with homogenous digital telephone circuits the continuity of these circuits is ensured by the
means for transmission quality supervision and failure detection that are inherent in the digital systems providing
these circuits. However, the system includes means for link-by-link assurance of continuity check of the speech
path when used with analogue telephone circuits.

The signalling system is suitable for national telephone applications. Most telephone signalling messages
types and signals specified for international use are also required in typical national applications. In addition to
these, national applications typically require additional signalling message types and signals; the system provides
ample spare capacity for such additions.

The standard label structure specified for telephone signalling messages requires that all exchanges using
the signalling system are allocated codes from code plans established for the purpose of unambiguous identifica-
tion of signalling points. The principles to apply to the international signalling network are for further study.

3 Message Transfer Part

The Message Transfer Part of Signalling System No. 7 is specified in separate Recommendations. An
overview description of the Message Transfer Part is contained in Recommendation Q.701.

The Message Transfer Part defines a range of functions by which different signalling modes and different
signalling network configurations may be realized. Any application of Signalling System No. 7 requires that an
appropriate selection of these functions is applied depending on the intended use of the system and the
characteristics of the telecommunications network concerned.
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Recommendation Q.722

GENERAL FUNCTION OF TELEPHONE MESSAGES AND SIGNALS

This Recommendation describes the general function of telephone signalling messages and the telephone
signals and other information components contained in those messages. The requirements relating to the use of the
signalling messages and their signal content are specified in Recommendations Q.723 and Q.724.

1 Telephone signalling messages

The definition of formats and codes for telephone messages is based on a functional grouping as indicated

in the following. It is expected that national application of the signalling system typically will require further

message types in addition to the internationally defined message types indicated in the following. As a result of
the criteria on which the grouping of message types are based some groups as yet only contain one message type.

1.1 Forward address message group

This message group includes messages sent in the forward direction containing address information.
Signals from § 3.3 may be included. Messages so far specified are as follows.

1.1.1 - Initial address message

A type of message sent first in the forward direction at call set-up. It contains address information and
other information relating to the routing and handling of the call.

1.1.2  Subsequent address message

A type of message sent in the forward direction subsequent to the initial address message and containing
further address information.

1.2 Forward set-up message group
This message group includes messages sent in the forward direction, subsequent to. address messages

containing further information for call set-up. Signals from § 3.3 may be included. Messages so far spemf‘ed are as
follows.

1.2.1  Calling-line-identity message

A type of message containing the identity of, and possibly other information relating to, the calling line.

1.2.2  Calling-line-identity-unavailable message

A type of message containing the information that the id.entity of the calling line is not available.

1.2.3  Continuity message

A type of message containing a continuity signal. '

13 Backward set-up request message group

This message group includes messages sent in the backward direction requesting further information for
call set-up. Signals from § 3.4 may be included. Messages so far specified are as follows. .

1.3.1  Calling-line-identity-request message -

A type of message containing a signal requesting transfer of the identity of, and possibly other information
relating to, the calling party.

1.4 Successful backward set-up information message group

_ This message group includes messages sent in the backward direction containing information relating to a
successful call set-up. Signals from § 3.4 may be included. Messages so far specified are as follows.
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1.4.1  Address-complete message

A type of message containing a signal indicating that the call has been connected to the called party and
giving additional information relating to this.

1.4.2  Charging message

A type of message containing charging information.

1.5 Unsuccessful backward set-up information message group

This message group includes messages sent in the backward direction containing information relating to an
unsuccessful call set-up. Signals from § 3.4 may be included. Messages so far specified as follows.

1.5.1  Unsuccessful-call-attempt message

A message containing a signal, from § 3.4, relating to an unsuccessful call set-up.

1.6 Call supervision message group

A message containing a signal, from § 3.5, relating to the supervision of the call.

1.7 Circuit supervision message group

A message containing a signal, from § 3.6, relating to the supervision of the circuit.

2 Service information

The service information provides the highest level of discrimination between different sets of signalling
messages. It contains the following components.

2.1 Service indicator

Information used to identify the User Part to which the signalling message belongs.

2.2 National indicator
Information used for discrimination between international and national messages. In case of national

messages, it may for example also be used for discrimination between different label alternatives for national use.

3 Signalling information

3.1 Label components
In the case of the telephone signalling messages the label is used for message routing and, in general,

identification of the concerned telephone circuit. The standard label structure consists of the following compo-
nents. ’

3.1.1  Destination point code

Information identifying the signalling point to which the message is to be routed.

3.1.2  Originating point code

Information identifying the signalling point from which the‘messége has been originated.

3.1.3  Circuit identification code

Information identifying the telephone circuit among those interconnecting the destination point and
originating point. '
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3.2 Message format identifiers

3.21  Heading

Information discriminating, as applicable, between different groups or individual types of messages within
the set of messages identified by the service information. The heading is split into two levels. The first level
discriminates between different groups. The second level either discriminates between different message types or
contains a signal.

3.2.2  Field length indicator

Information associated with and indicating the length of a variable length field.

3.2.3. Field indicator

Information associated with and indicating the presence or absence of an optional field.

33 Forward set-up telephone signals

3.3.1  Address signal

A call set-up signal sent in the forward direction containing one element of information (digit 0, 1,
2,...9, Code 11 or Code 12) about the called party’s number or the end-of-pulsing (ST) signal.

For each call, a succession of address signals is sent.

3;.3.2 End-of-pulsing (ST) signal

An address signal sent in the forward direction indicating that there are no more address signals to follow.

3.3.3  Nature-of-address indicator

Information sent in the forward direction indicating whether the associated address or line identity is an
international, national significant or subscriber number.

3.3.4  Nature-of-circuit indicator
Information sent in the forward direction about the nature of the circuit or any preceding circuit(s) already
engaged in the connection:

— a satellite circuit, or
— no satellite circuit.

An international exchange receiving this information will use it (in combination with the appropriate part
of the address information) to determine the nature of the outgoing circuit to be chosen.

3.3.5  Echo suppressor indicator

Information sent in the forward direction indicating whether or not an outgoing half-echo suppressor is
included in the connection.

3.3.6  Calling-party’s-category indicator

Information sent in the forward direction about the category of the calling party and, in case of
semiautomatic calls, about the service language to be spoken by the incoming, delay and assistance operators.

The following categories are provided:

— operator, :

— ordinary calling subscriber,

— calling subscriber with priority,
— data call,

— test call.

3.3.7  Continuity-check indicator

Information sent in the forward direction indicating whether or not a continuity check will be performed
on the circuit concerned or is being (has been) performed on a previous circuit in the connection.

3.3.8  Calling line identity

Information sent in the forward direction indicating the national significant number of the calling party.
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3.3.9  Calling-line-identity-unavailable signal

A signal sent in the forward direction indicating that the identity of the calling line is not available.

3.3.10 Continuity signal
A signal sent in the forward direction indicating continuity of the preceding System No. 7 speech circuit(s)

as well as of the selected speech circuit to the following international exchange, including verification of the
speech path across the exchange with the specified degree of reliability.

3.3.11 Continuity-failure signal

A signal sent in the forward direction indicating failure of continuity of the System No. 7 speech circuit.

34 Backward set-up telephone signals

3.4.1  Calling-line-identity-request signal

A signal sent in the backward direction requesting transfer of the calling line identity from the originating
exchange.

3.42  Address-complete signal

A signal sent in the backward direction indicating that all the address signals required for routiné the call
to the called party have been received and that no called-party’s-line-condition signals (electrical) will be sent.

3.43  Address-complete signal, charge
A signal sent in the backward direction indicating that all the address signals required for routing the call

to the called party have been received, that no called-party’s-line-condition .signals (electrical) will be sent and that
the call should be charged on answer.

3.44  Address-complete signal, no-charge
A signal sent in the backward ‘direction indicating that all the address signals required for routing the call

to the called party have been received, that no called-party’s-line-condition (electrical) will be sent and that the
call should not be charged on answer.

3.45  Address-complete signal, coin-box
A signal sent in the backward direction indicating that all the address signals required for routing the call

to the called party have been received, that no called-party’s-line-condition (electrical) will be sent, that the call
should be charged on answer and that the calied number is a coin (box) station.

3.4.6  Subscriber-free indicator

Information sent in the backward direction indicating that the called party’s line is free.

3.4.7  Swirching-equipment-congestion signal

A signal sent in the backward direction indicating the failure of the call set-up attempt due to congestlon
encountered at international switching equipment.

3.4.8  Circuit-group-congestion signal

A signal sent in the backward direction indicating the failure of the call set-up attempt due to congestion
encountered on an international circuit group. -

3.49  National-network-congestion signal

A signal sent in the backward direction indicating the failure of the call set-up attempt due to congestion
encountered in the national destination network [excluding the busy condition of the called party’s line(s)].
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3.4.10 Address-incomplete signal

A signal sent in the backward direction indicating that the number of address signals received is not
sufficient for setting up the call. This condition may be determined in the incoming international exchange (or in
the national destination network):

— immediately after the reception of an ST signal, or
— on timeout after the latest digit received.

3.4.11 Call-failure signal

A signal sent in the backward direction indicating the failure of a call set-up attempt due to the lapse of a
timeout or a fault not covered by specific signals.

3.4.12 Unallocated-number signal

A signal sent in the backward direction indicating that the received number is not in use (e.g. spare level,
spare code, vacant subscriber’s number).

3.4.13 Subscriber-busy signal (electrical)

A signal sent in the backward direction indicating that the line(s) connecting the called party with the
exchange is (are) engaged. The subscriber-busy signal will also be sent in case of complete uncertainty about the
place where the busy or congestions are encountered and in the case where a discrimination between subscriber-
busy and national-network congestion is not possible.

3.4.14 Line-out-of-service signal

A signal sent in the backward direction indicating that the called party’s line is out-of-service or faulty.

3.4.15 Send-special-information-tone signal

A signal sent in the backward direction indicating that the special information tone should be returned to
the calling party. This tone indicates that the called number cannot be reached for reasons not covered by other
specific signals and that the unavailability is of a long-term nature (see also Recommendation Q.35 [1)).

3.5 Call supervision signals

3.5.1  Forward-transfer signal

A signal sent in the forward direction on semiautomatic calls when the outgoing international exchange
operator wants the help of an operator at the incoming international exchange. The signal will normally serve to
bring an assistance operator (see Recommendation Q.101 [2]) into the circuit if the call is automatically set up at
the exchange. When a call is completed via an operator (incoming or delay operator) at the.incoming international
exchange, the signal should preferably cause this operator to be recalled.

3.5.2  Answer signal, charge

A signal sent in the backward direction indicating that the call is answered and subject to charge.
In semiautomatic working, this signal has a supervisory function. In automatic working, the signal is used:
— to start metering the charge to the calling subscriber (Recommendation Q.28 [3]), and

— to start the measurement of call duration for international accounting purposes (Recommenda-
tion E.260 [4]).

3.5.3  Answer signal, no charge

A signal sent in the backward direction indicating that the call is answered but is not subject to charge. It
is used for calls to particular destinations only.

In semiautomatic working, this signal has a supervisory function. In automatic working, the reception of
this signal shall not start the metering to the calling subscriber.
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3.54  Clear-back signal

A signal sent in the backward direction indicating that the called party has cleared.

In semiautomatic working this signal has a supervisory function. In automatic working, the arrangements
specified in Recommendation Q.118 [5] apply.

3.5.5  Re-answer signal

A signal sent in the backward direction indicating that the called party, atter having cleared, again lifts his
receiver or in some other way reproduces the answer condition, e.g. switch-hook flashing.

3.5.6 Clear-forward signal

A signal sent in the forward direction to terminate the call or call attempt and release the circuit
concerned. This signal is normally sent when the calling party clears but also may be a proper response in other
situations as, for example, when reset circuit is received.

3.6 Circuit supervision signals

3.6.1 Release-guard signal
|

A signal sent in the backward direction in response to a clear-forward signal, or if appropriate to the
reset-circuit signal, when the circuit concerned has been brought into the idle condition.

3.6.2  Reset-circuit signal

A signal that is sent to release a circuit when, due to memory mutilation or other causes, it is unknown
whether, for example, a clear-forward or clear-back signal is appropriate. If at the receiving end the circuit is
blocked, this signal should remove that condition.

3.6.3  Blocking signal

A signal sent for maintenance purposes to the exchange at the other end of a circuit to cause engaged
conditions of that circuit for subsequent calls outgoing from that exchange. An exchange receiving the blocking
signal must be capable of accepting incoming calls on that circuit unless it also has sent a blocking signal. Under
conditions covered later, a blocking signal is also.a proper response to a reset circuit signal.

3.6.4  Unblocking signal

A signal sent to the exchange at the other end of a circuit to cancel in that exchange the engaged
conditions of that circuit caused by an earlier blocking signal.

3.6.5 Blocking-acknowledgment signal

A signal sent in response to a blocking signal indicating that the speech circuit has been blocked.

3.6.6  Unblocking-acknowledgment signal

A signal sent in response to an unblocking signal indicating that the speech circuit has been unblocked.

3.6.7  Continuity-check-request signal

A signal sent requesting an independent circuit continuity test.
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Recommendation Q.723

FORMATS AND CODES

1 Basic format characteristics

1.1 General
The telephone user messages are carried on the 51gnallmg data link by means of signal units the format of
which is described in Recommendation Q.703, § 2.2.

The signalling information of each message constitutes the signalling information field of the corres-
ponding signal unit and consists of an integral number of octets. It basically contains the label, the heading code
and one or more signals and/or indications. Structure and function of the label are described in § 2; the heading
codes and detailed message formats are described in § 3.

1.2 The Service information octet

The service information octet comprises the service indicator and the subservice field.

The service indicator is used to associate signalling information with a particular User Part and is only
used with message signal units (see Recommendation Q.704, § 12.2).

The information in the subservice field permits a distinction to be made between national and interna-
tional signalling messages. In national applications when this discrimination is not required possibly for certain
national User Parts only, the subservice field can be used independently for different User Parts.

The format of the service information octet is shown in Figure 1/Q.723.

DCBA 0100
Subservice Service
field indicator
First bit
4 4 transmitted
CCITT-35510

FIGURE 1/Q.723
Service information octet

The following codes are used in the fields of the service information octet:
a) The service indicator is coded 0100.
b) Subservice field

bifs B A Spare (see Note)

bits DC National indicator
0 0 International message

0 1 Spare (for international use only)
1 0 National message
1 1 Reserved for national use

Note — The two unused bits in the service information octet are spare for possible future needs that may
require a common solution for all international User Parts and Message Transfer Part level 3. The bits are
coded 00.

13 Format principles

The user generated information in the signalling information field is, in general, divided into a number of
subfields which may be either of fixed or variable length. For a given message type identified by a unique message
heading, the presence of a given subfield may be either mandatory or optional. The various types of subfields are
further defined below.
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1.3.1  Mandatory subfields

Subfields which have been declared mandatory for a given message type appear in all messages of that
type.

1.3.2  Optional subfields

Subfields which have been declared optional for a given message type only appear when required in
messages of that type. The presence or absence of each optional field is indicated by the state of a field indicator
located in an indicator field, which in this case is a mandatory subfield.

1.3.3  Fixed length subfields

Subfields which have been declared fixed length for a given message type, contain the same number of bits
in all messages of that type.

1.3.4  Variable length subfields

For subfields which have been declared variable length for a given message type, the number of bits may
vary between messages of that type. The size of a variable length subfield is indicated in an immediately preceding
fixed length subfield in terms of a predefined unit such as bits, octets or half-octets.

1.3.5  Order of subfield transmission

For a given type of message the various types of subfields are transmitted in the following order:
a) mandatory subfields,

b) Optional subfields.

Within each of these twd classes, the order of subfield transmission is, in general, as follows:

1) fixed length subfields (with the exception of the indicator field and subfields indicating the size of a
variable length subfield),

2) variable length subfields.

1.3.6  Order of bit transmission

Within each defined subfield the information is transmitted least significant bit first.

1.3.7  Coding of spare bits

Spare bits are coded 0 unless indicated otherwise.

2 Label

2.1 General

The label is an item of information which forms part of every signalling message and is used by the
message routing function at Message Transfer Part level 3 to select the appropriate signalling route and by the
User Part function to identify the particular transaction (e.g. the call) to which the message pertains.

In general, label information encompasses an explicit or implicit indication of the message source and
destination and, depending on the application, various forms of transaction identification.

For messages which are related to circuits or calls, the transaction is conveniently identified by including
the cofresponding circuit identity in the label. In future the introduction of new subscriber services may require
the transfer of call related messages between exchanges at a time when no circuit is associated with the call. The
type of call identification to be used in that case is for further study.

“ One standard label format is specified (§ 2.2) for international use. The same standard label is applicable
for national use; admitted deviations from the format of the standard label are described in § 2:3.
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2.2 Standard telephone label

2.2.1  Label format

The standard label has a length of 40 bits and is placed at the beginning of the signalling information
field. The label structure is as shown in Figure 2/Q.723.

ciC OPC DPC
First bit
12 14 14 transmitted
————»
CCITT-35520

FIGURE 2/Q.723
Standard telephone label structure

The destination point code (DPC) indicates the signalling point for which the message is intended, while the
originating point code (OPC) indicates the signalling point which is the source of the message. The circuit
identification code (CIC) indicates one speech circuit among those directly interconnecting the destination and the
originating points.

The portion of the label that consists of the destination point code and originating point code fields and of
the four least significant bits of the circuit identification code fleld corresponds to the standard routing label
specified in Recommendation Q.704, § 13.2.

2.2.2  Destination and originating point codes

The standard label structure requires that each telephone exchange in its role as signalling point is
allocated a code from code plans established for the purpose of unambiguous identification of signalling points.

Separate code plans will be used for the international signalling network and for different national
signalling networks.

The principles of code allocation which apply to the international signalling network are for further study.

The destination point code will be the code applicable to the telephone exchange to which the message is
sent. The origindting point code will be the code applicable to the telephone exchange from which the message is
sent.

2.2.3  Circuit identification code

The allocation of circuit identification codes to individual telephone circuits is determined by bilateral
agreement and/or in accordance with applicable predetermined rules.

‘Allocation rules for certain applications are defined below:
a) 2048 kbit/s digital path

For circuits which are derived from a 2048-kbit/s digital path (Recommendations G.732 [1] and
G.734 [2]) the circuit identification code contains in the 5 least significant bits a binary representation
of the actual number of the time slot which is assigned to the speech circuit. The remaining bits in the
circuit identification code are used where necessary, to identify one among several systems intercon-
necting an originating and destination point. :

b) 8448 kbit/s digital path

For circuits which are derived from a 8448-kbit/s digital path (Recommendation G.744 [3] and
G.746 [4]) the circuit identification code contains in the 7 least significant bits an identification of the
channel which is assigned to the speech circuit. The codes in Table 1/Q.723 are used.

The remaining bits are used, where necessary, to identify one among several systems interconnecting
an originating and destination point.

c) Frequency division multiplex (FDM) systems in networks using the 2048-kbit/s pulse code modulation
standard

For frequency division multiplex systems existing in networks that also use the 2048-kbit/s pulse code
modulation standard, the circuit identification code contains in the 6 least significant bits the
identification of a channel within a group of 60 channels carried by 5 basic frequency division
multiplex groups which may or may not be part of the same supergroup.

The codes in Table 2/Q.723 are used.’
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TABLE 1/Q.723

0000000 channel 1
0000001 ‘channel 2
0011111 channel 32
0100000 channel 33
1111110 channel 127
1111111 channel 128
TABLE 2/Q.723
000000 unallocated
000001 channel } l
l . Ist basic (FDM) group -
001100 channel 12 |
001101 channel 1
001110 channel 2
001111 channel 3
010000 unallocated d basic (FDM
010001 channel 4 2nd basic ( ) group
011001 channel 12
011010 channel 1
011111 channel 6
100000 unallocated ¢ 3rd basic (FDM) group
100001 channel 7
100110 channel 12
100111 channel 1
101111 channel 9 )
110000 unallocated | 4th basic (FDM) group
110001 channel 10
110010 channel 11
110011 channel 12
110100 channel 1 l
I 5th basic (FDM) group
111111 channel 12 I
23 Optional national labels

For the purpose of satisfying the requirements imposed by specific characteristics of some national '
signalling networks, field sizes different from those specified for the standard label are admitted for the
destination point code, originating point code and circuit identification code fields in national labels.

3 Telephone signal message formats and codes

3.1 General

" All telephone signal messages contain a heading 'consisting of two parts, heading code HO and heading
code H1. Code HO identifies a specific message group (see Recommendation Q.722, § 3.2.1) while H1 either
contains a signal code or in case of more complex messages, identifies the format of these messages. The

allocation of the HO and H1 code is summarized in Table 3/Q.723.
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TABLE 3/Q.723
Heading code allocation

1110

pare, reserved

for nati

onal use

1111

Message| (! 0000 | 0001 | 0010 | 001 | 0100 | 0101 | 010 | 0111 | 1000 | 1001 | 1010 | 1011 | 1100 | 1101 | 1110 | 111
group [
0000 Spare, reserved for national use -
FAM | 0001 IAM | 1Al [SAM | SAO
FSM | 0010 CLI |{CLU | COT | CCF
BSM | 0011 CIR
SBM | 0100 ACM |CHG
UBM | o101 SEC "1 CGC [NNC | ADI [ CFL { SSB | UNN| LOS | SST EUM
CSM | 0110 ANC | ANN | CBK | CLF | RAN [ FOT EAM
CCM | ol RLG |BLO | BLA { UBL | UBA | CCR | RSC
1000 )
1001 {
Spare, reserved for international and basic national use
1010 (
101 )
1100 \
1101 {
(
)

ACM Address complete message
ADI  Address incomplete signal
ANC Answer signal, charge

ANN  Answer signal, no charge
BLA  Blocking-acknowledgement signal
BLO  Blocking signal
BSM  Backward set-up message

CBK Clear-back signal
CCF  Continuity-failure signal

CCM Circuit supervision message
CCR  Continuity-check-request signal

CFL  Call-failure signal
CGC Circuit-group-congestion signal

CHG Charging message
CIR  Calling-line-identity-request signal
CLF  Clear-forward signal
CLI  Calling-line-identity message

CLU Calling-line-identity-unavailable signal
COT Continuity signal

CSM  Call supervision message
EAM Extended answer message indication

CCITT-35590

Abbreviations used

EUM

FAM
FOT
FSM
Al
1AM
LOS
NNC
RAN
RLG
RSC
SAM
SAO
SBM
SEC
SSB
SST
UBA
UBL
UBM
UNN

Extended unsuccessful backward set-up information
message indication

Forward address message

Forward-transfer signal

Forward set-up message

Initial address message with additional information
Initial address message

Line-out-of-service signal
National-network-congestion signal

Reanswer signal

Release-guard signal

Reset-circuit signal

Subsequent address message

Subsequent address message with one signal
Successful backward set-up information message
Switching-equipment-congestion signal
Subscriber-busy signal (electrical)
Send-special-information tone signal
Unblocking-acknowledgement signal

Unblocking signal

Unsuccessful backward set-up information message
Unallocated-number signal
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3.2 Heading Code HO

The heading code HO occupies the 4-bit field following the label and is coded as follows:

0000 spare, reserved for national use
0001 forward address messages
0010 forward set-up messages
0011 backward set-up request messages
0100 successful backward set-up information messages
0101 unsuccessful backward set-up information messages
0110 call supervision messages
0111 circuit supervision messages
1000
to l reserved for international and basic national use
1011
1100
to , reserved for national use
1111
33 Forward address messages

The following types of forward. address messages are specified and are each identified by a different
heading code H1:

— Initial address message

— Initial address message with additional information (see Note)
— Subsequent address message (with one or more address signals)
—  Subsequent address message with one (address) signal

) Note — The initial address message with additional information is classified, for the time being, in the
basic national category of messages. The use of this message in the international network is for further study.

‘

3.3.1  Initial address message

The basic format of the initial address message is shown on Figure 3/Q.723.

FEDCBA 0001 0001
S Calling party Heading Heading Label
a category code code
r
e H1 HO
S —— - First bit
2 6 4 40 transmitted
—————»
LKJIHGFEDCBA
: Number of
Address signals address Message indicators
signals
nx8 4 12 CCITT-35530

FIGURE 3/Q.723
Initial address message
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The following codes are used in the fields of the initial address message.
a) Label: see § 2

b) Heading code HO is coded 0001

¢) Heading code H1 is coded 0001

d) Calling party category indicator

bits FEDCBA
0006000 spare

000001 operator, language French
000010 operator, language English
000011 operator, language German
000100 operator, language Russian
000101 operator, language Spanish
g 8 8 } } (1) ] available to Administrations for selecting .
001000 a particular language provided by mutual agreement
001001 reserved (see Recommendation Q.104 [S]) (note)
001010 ordinary calling subscriber
001011 calling subscriber with priority
001100 data call
001101 test call
001110
to spare
111111

Note — In national networks code 001001 may be used to indicate that the calling party is a national
operator.

e) Spare
The bits in this field are spare for international allocation.

f) Message indicators

bits B A: nature of address indicator

0 0 subscriber number
spare, reserved for national use
national (significant) number
international number

—_—
—_ —

nature-of-circuit indicator

no satellite circuit in the connection
one satellite circuit in the connection
spare

spare

bits

—_o —=0onN

bits continuity-check indicator "

continuity-check not required

continuity-check required on this circuit
continuity-check performed on a previous circuit

spare

—_-—_—0 oM
—-—o—~om

echo-suppressor indicator
outgoing half echo suppressor not included
outgoing half echo suppressor included

=2
=S
—oQ0

bits H-L: spare (see Note)

Note — Spare indicators may be used, e.g. to provide the following indications, pending further
study:

— incoming international call
—  redirected call

— all digital path required

— u/A law conversion control

g) Number of address signals

A code expressing in pure binary representation the number of address signals contained in the initial
address message.
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33.2

212

h) Address signals

“The most significant address signal is sent first. Subsequent address signals are sent in successive 4-bit

0000 digit O
0001 digit 1
0010 digit 2
0011 digit 3
0100 digit 4
0101  digit 5
0110 digit 6
0111 digit 7
1000 digit 8
1001 digit 9
1010 spare
1011 code 11
1100 code 12
1101 spare
1110 spare
1111 ST
fields.

i)  Filler

In case of an odd number of address signals, the filler code 0000 is inserted after the last address
signal. This ensures that the variable length field which contains the address signals consists of an

integral number of octets.

Initial address message with additional information

The basic format of the initial address message with additional information is shown on Figure 4/Q.723.

FEDCBA 0010 0001
Calling party Heading Heading Label
a category code code
r
e H1 HO
First bit
2 6 4 4 40 transmitted
HGFEDCBA LKJIHGFEDCBA
N Number of
First indicator Address signals address Message
signals
8 nx8 4 12
. . Calling Additional Additional
Charging Original . : :

. . line routing calling party
information address identity information information
nx8 nx8 nx8 nx8 nx8

CCITT-35540
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3.33

The following codes are used in the initial address message with additional information:

a)
b)
9
d)
e)
f)
g
h)

),

k)

Label: see § 2

Heading code HO is coded 0001

Heading code H1 is coded 0010

Calling party category indicator: [see § 3.3.1 d)]
Message indicators: [see § 3.3.1f)]

Number of address signals: [see § 3.3.1 g)]
Address signals: [see § 3.3.1 h)]

First indicator octet

bit A: additional calling party information indicator
0 additional calling party information not included
1 additional calling party information included
bit B: additional routing information indicator
0 additional routing information not included
1 ‘additional routing information included
bit C: calling line identity indicator
0 _ calling line identity not included
1 calling line identity included
bit D: original address indicator
0 original address not included
1 original address included
bit E: charging information indicator
0 charging information not included
1 charging information included
bits F, G: spare
bit H: spare, reserved for indicating the presence or absence of a second indicator octet

Additional calling party information: for further study. (This optional field is of fixed length and will
indicate - additional information concerning the calling party, which is not carried by the calling
party’s category indicator.) :

Additional routing information: for further study. (This optional field is of- fixed length and will
indicate that the call has to be routed in some particular way, due for example to additional customer
services.) '

Calling line identity: for further study. (This optional field is of variable length and will contain the
identity of the calling line in a format similar to that used in the calling line identity message,
including an explicit indication of the number of address signals and a nature of address indicator.)

Original address: for further study. (This optional field is of variable length and will contain the
identity of the original destination address to be used in connection with additional subscriber
services. Included will be an explicit indication of the number of address signals and a nature of
address indicator.)

m) Charging information: for further study. (This optional field will contain information to be sent to a

successive exchange for charging and/or accounting purposes.)

Subsequent address message

The basic format of the subsequent address message is shown in Figure 5/Q.723.

0000 0011 0001
Heading Heading
No. of
Address address Filler code code Label
9 signals H1 HO
First bit
nx8 4 4 4 4 40 transmitted
CCITT-35550
FIGURE 5/Q.723

Subsequent address message

Fascicle VI.6 — Rec. Q.723

213



The following codes are used in the fields of the subsequent address message (SAM):
a) Label: see § 2

b) Heading code HO is coded 0001

¢) Heading code H1 is coded 0011

d) Address signal is coded as indicated in § 3.3.1 h) (as applicable).

e) Number of address signals: a code expressing in pure binary representation the number of address
signals contained in the subsequent address message.

3.3.4  Subsequent address message with one signal
‘The basic format of the subsequent address message with one signal is shown in Figure 6/Q.723.
0000 0100 0001
. Address Heading Heading
Filler signal code code Label
H1 HO
First bit
4 4 4 4 40 transmitted
CCITT-35560
FIGURE 6/Q.723
Subsequent address message with one signal
The following codes are used in the fields of the subsequent address message with one signal:
a) Label: see § 2
b) Heading code HO is coded 000t
¢) Heading code HI1 is coded 0100 ‘
d) Address signal is coded as indicated in § 3.3.1 h) (as applicable).
34 Forward set-up messages

The following types of forward set-up messages are specified and are each identified by a different heading
code H1:

— calling-line-identity message,
— calling-line-identity-unavailable message,
— continuity-check message.

Unallocated H1 codes in this message group are spare.

3.4.1 Calling-line-identity message (see Note)
The basic format of the calling line identity message is shown in Figure 7/Q.723.
DCBA 0001 0010
C?Iilng No. of Message Heading Heading
ine address indicators code d Label
address signals code
signals H1 HO
First bit
nx8 4 4 4 4 40 transmitted
CCITT-35550
FIGURE 7/Q.723
Calling-line-identity message
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3.4.2

343

The following codes are used in the fields of the calling line identity message:

a) Label: see § 2
b) Heading code HO is coded 0010
c¢) Heading code H1 is coded 0001

d) Message indicators

bits B A:
00

——
—C

bits DC:

A code expressing in pure binary representation the number of calling line address signals.

nature of address indicator
subscriber number

spare, reserved for national use
national significant number
international number

spare

e) Number of address signals

f) Calling line address signals

Each signal is coded as indicated in § 3.3.1 h) as applicable.

Note — The calling-line-identity message is classified, for the time being, in the basic national category of
messages. The use of this message in the international network is for further study.

Calling-line-identity-unavailable message

The basic format of the calling-line-identity-unavailable message is shown in Figure 8/Q.723.

0010 0010
Heading Heading
code code Label
H1 HO
First bit
4 4 40 transmitted

FIGURE 8/Q.723

CCITT-35570

Calling-line-identity-unavailable message

The following codes are used in the fields of the calling-line-identity unavailable message:
a) Label:see § 2
b) Heading code HO is coded 0010

c) Heading code H1 contains the calling-line-identity-unavailable signal and is coded 0010.

Continuity-check message

The basic format of the continuity-check message is shown in Figure 9/Q.723.

0010
Heading Heading Label
code code
H1 HO
First bit
a4 a4 40 transmitted
CCITT-35570
FIGURE 9/Q.723

Continuity-check message
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The following codes are used in the fields of the continuity-check message:

a) Label: see § 2
b) Heading code HO is coded 0010
c¢) Heading code H1 contains signal codes as follows:
001t continuity signal
0100 continuity-failure signal
35 Backward set-up request message

The basic format of the backward .set-up request message is shown in Figure 10/Q.723.

oon
Heading Heading
code code Label
H1 HO
First bit
4 4 40 transmitted
. >
CCITT-35570

FIGURE 10/Q.723
Backward set-up request message

The following codes are used in the fields of the backward set-up request message:
a) Label: see § 2
b) Heading code HO is coded 0011

c) Heading code H1 contains signal codes as follows:

0000 spare
0001 calling-line-identity-request signal
0010

to spare

1111
Note — The calling-line-identity-request signal is classified for the time being in the basic national
category of messages. The use of this message in the international network is for further study.

3.6 Successful backward set-up information message

The following types of successful backward set-up information messages are specified and are each
identified by a different heading code H1:

— address-complete message
— charging message
3.6.1  Address-complete message

The basic format of the address-complete message is shown in Figﬁre 11/Q.723.

HGFEDCBA 0001 0100
Message Heading Heading Label
indicators code code abe
H1 HO
First bit
8 ] a4 4 40 transmitted
CCITT-35580

FIGURE 11/Q.723
Address-complete message
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The following codes are used in the fields of the address-complete message:

a)
b)
9
d)

3.6.2

Label: see Section 2
Heading code HO is coded 0100
Heading code H1 is coded 0001

Message indicators

bits B A:
00

—_ =

bit

- o N —_—

bit D:
bits E-H:

Type of address-complete signal indicators
address-complete signal

address-complete signal, charge
address-complete signal, no charge
address-complete signal, coin box

subscriber-free indicator

" no indication

subscriber-free
spare, for international use

spare, for national use

Charging message (see Note)

The basic format of the charging message is shown in Figure 12/Q.723.

FIGURE 12/Q.723
Charging message

0010 0100
Charging Heading Heading Label
information code code abe
H1 HO
nx8 4 4 40

The following codes are used in the fields of the charging message:
Label: see § 2
Heading code HO is coded 0100
Heading code H1 is coded 0010

Charging information

a)
b)
)
d)

(The format and codes of the charging information field are for further study.)

First bit
transmitted

CCITT-35585

Note — The charging message is classified, for the time being, in the basic national category of messages.
The use of this message in the international network is for further study.

3.7 Unsuccessful backward set-up information message

The basic format of the unsuccessful backward set-up information message is shown in Figure 13/Q.723.

0101
Heading Heading Label
code code
H1 HO .
First bit ]
4 4 40 transmitted
CCITT-35570

FIGURE 137Q.723

Unsuccessful backward set-up information message
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The following codes are used in the fields of the unsuccessful backward set-up information message.
a) Label: see § 2
b) Heading code HO is coded 0101

c) Heading code H1 contains signal codes as follows:

0000 spare
0001 switching-equipment-congestion signal
0010 circuit-group-congestion signal
0011 national-network-congestion signal
0100 address-incomplete signal
0101 call-failure signal
0110 subscriber-busy signal (electrical)
0111 unallocated-number signal
1000 line-out-of-service signal
1001 send-special-information-tone signal
1010
to spare
1110
1111 extended unsuccessful backward set-up information message indication
3.8 Call supervision message

The basic format of the call supervision message is shown in Figure 14/Q.723.

0110
Heading Heading
code code Label
H1 HO
First bit
4 4 40 transmitted
e
CCITT-35570

FIGURE 14/Q.723
- Call supervision message

The following codes are used in the fields of the call supervision message:
a) Label: see § 2
b) Heading code HO is coded 0110

¢) Heading code H1 contains signal codes as follows:

0000 spare
0001 answer signal, charge
0010 answer signal, no charge
0011 clear-back signal
0100 clear-forward signal
0101 re-answer signal
0110 forward-transfer signal
0111
to spare
1110
1111 extended answer message indication
3.9 Circuit supervision message ‘

The basic format of the circuit supervision message is shown in Figure 15/Q.723.
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(1]
(2
3]
(4]

(5]

om
Heading Heading Label
code code
H1 HO
First bit
4 4 40 transmitted
CCITT-35570

FIGURE 15/Q.723

Circuit supervision message

The following codes are used in the fields of the circuit supervision message:

a) Label: see § 2.
b) Heading code HO is coded 0111

¢) Heading code H1 contains signal codes as follows:

0000 spare
0001 release-guard signal
0010 blocking signal
0011 blocking-acknowledgement signal
0100 unblocking signal
0101 unblocking-acknowledgement signal
0110 continuity-check-request signal
0111 reset-circuit signal
1000
to spare
1111
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1 Normal call set-up

In this Recommendation the signalling procedures are described for the normal call set-up of an
international call. The messages and signals are defined in Recommendation Q.722 and the format and content are
given in Recommendation Q.723.

1.1 Initial address message

An initial address message which is sent as the first message of a call set-up generally includes all of the
information required by the next international exchange to route the call. The seizing function is implicit in the
reception of this initial address message.

The sending sequence of address information will be the country code (not sent to an incoming
international exchange) followed by the national (significant) number. For calls to operator positions (code 11 and
code 12), refer to Recommendation Q.107 [1].

All digits required for routing the call through the international network will be sent in the initial address
message. On calls with a country code in the address (except in the case of calls to special operators), the initial
address message will contain a minimum of 4 digits and should contain as many digits as are available. All digits
of the address may be included; however, the initial address message can contain one digit in specific
circumstances, e.g. national applications.

ji
Selection of the outgoing national circuit normally can start at the incoming international exchange on
receipt of the initial address message and signalling can proceed on the first national link.

When no echo suppressor or nature-of-circuit indication is received from a preceding circuit using a
signalling system with fewer facilities, the indicators will be considered as received no unless positive knowledge is
available.

1.2 Subsequent address message

The remaining digité, if any, of the address may be sent individually in one-digit messages or in groups in
multidigit messages. Efficiency can be gained by grouping together as many digits as possible.

However, to prevent an increase in post-dialling delay in those cases where overlap operation with
subscribers’ dialling is used, it may be desirable to send the last few digits individually.

Subsequent address messages can be sent on the national network as they are received. If a continuity-
check has to be performed on one or more of the international circuits involved in the connection, appropriate
measures [e.g. by withholding the last digit(s) of the national number] must be taken at the last common channel
exchange to prevent ringing the called subscriber or alerting the operator until the continuity of such speech
circuits has been verified.

1.3 End-of-pulsing (ST) signal

The end-of-pulsing (ST) signal is always sent in the following situations:
a) semiautomatic calls,

b) test calls, and

c¢) when the end-of-pulsing signal is received from a preceding circuit.

In automatic working, the end-of-pulsing signal will be sent whenever the outgoing international exchange
is in a position to know, by digit analysis, that the final digit has been sent. Digit analysis may consist of an
examination of the country code and counting the maximum (or fixed) number of digits of the national number.
In other cases, the end-of-pulsing signal is not sent and the end-of-address information is determined by the
receipt of one of the address-complete signals from the incoming international exchange.

14 Continuity-check of the telephone circuits

Because the signalling in Signalling System No. 7 does not pass over the speech path, facilities should be
provided for making a continuity-check of the speech path in the circumstances described below.

The application of the continuity-check depends on the type of the transmission system used for the
telephone circuit. :
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For transmission systems having some inherent fault indication features giving an indication to the
switching system in case of fault, a continuity-check is not required. This situation occurs when fully digital
circuits are applied.

For analogue circuits with pilot supervision it is sufficient to perform the continuity-check on a statistical
basis or by test calls (see § 7.5) . For analogue circuits not using pilot supervision and for mixed circuits,
i.e. analogue and digital circuits, the continuity-check should be performed on a per call basis. Within mixed
connections, i.e. connections composed of circuits with and without continuity-check on a per call basis, it shall be
ensured that the continuity signal be forwarded to the destination point although no continuity-check may have
been performed on one or more parts of the end-to-end connection.

The continuity-check is not intended to eliminate the need for routine testing of the transmission path.

The continuity-check of the speech circuit will be done, link-by-link, on a per call basis or by a statistical
method prior to the commencement of conversation. Procedures and requirements are specified in § 7.

The actions to be taken when pilot supervision is used are described in § 9.

1.5 Cross-office check

For digital exchanges the requirements mentioned in Recommendation Q.504 [2] shall be met. For other
exchanges Administrations shall ensure the reliability of a connection through a switching machine (cross-office
check) either on a per call basis or by a statistical method. With either method, the probability of the connection
being established with an unacceptable speech path transmission quality should not exceed 1073 as the long-term
average.

1.6 Address-complete signals

An address-complete signal will not be sent until the continuity signal has been received and the
cross-office check made, if they are applicable.

If the succeeding network does not provide electrical called-party’s-line-condition signals, the last
Signalling System No.7 exchange shall originate and send an address-complete signal when the end of address
signalling has been determined:

a) by receipt of an end-of-pulsing signal;
b) by receipt of the maximum number of digits used in the national numbering plan;

¢) by analysis of the national (significant) number to indicate that a sufficient number of digits has been
received to route the call to the called party;

d) by receipt of an end-of-selection signal from the succeeding network (e.g. number received signal in
Signalling System No. 4); or

e) exceptionally, if the succeeding network uses overlap signalling and number analysis is not possible,
by observing that 4 to 6 seconds have elapsed since the last digit was received, and that no fresh
information has been received; in such circumstances, transmission to the national network of the last
digit received must be prevented until the end of the waiting period which causes an address-complete
signal to be sent over the international circuit. In this way, it is ensured that no national answer signal
can arrive before an address-complete signal has been sent.

If in normal operation, delay in the receipt of an address-complete or equivalent signal from the
succeeding network is expected, the last common channel signalling exchange will originate and send an
address-complete signal 15 to 20 seconds after receiving the latest address message. This time-out condition is an
upper limit considering the clauses of § 6.4.1 (20 to 30 seconds for outgoing international exchanges in abnormal
release conditions).

On receipt of an address-complete signal, the first Signalling System No. 7 exchange will through-connect
the speech path of the interconnected circuit .

) The application to the international circuits and the quantitative aspects (in particular, the frequency of performing the
continuity-check) are for further study.

2 It is envisaged that in the future evolution of the Telephone User Part (e.g. in the context of an integrated services digital

network) the through-connection immediately after sending of the initial address message may become a mandatory
requirement.
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After an address-complete signal, only the following signals relating to the call set-up may be sent in the
backward direction:

a) in normal operation, one of the answer or release-guard signals;
b) call-failure signal; or
c) one of the congestion signals.

Any further information about the called-party’s-line-condition will be transmitted to the calling subscriber
or operator as audible tones or announcements.

The address-complete signal with the subscriber-free indication is sent when it is known that the called
subscriber’s line is free (not busy). It must be originated in the called subscriber’s exchange, and therefore cannot
be followed by one of the unsuccessful backward set-up information signals.

1.7 Address-incomplete signal

The determination that the proper number of digits has not been received can be made at once if the
end-of-pulsing signal is recetved or by receipt of an address-incomplete signal (or equivalent) from the national
network. When overlap working is used and the end-of-pulsing signal has not been received, the address-incom-
plete signal will be sent by the last Signalling System No. 7 exchange 15 to 20 seconds after receipt of the latest
digit. ‘

Each Signalling System No. 7 exchange on receipt of the address-incomplete signal will send the signal to
the preceding Signalling System No. 7 exchange, if any, and clear forward the connection. The first Signalling
System No. 7 exchange will send a suitable signal on the preceding circuit if the related signalling system permits
to do so; otherwise the appropriate tone or announcement for the national network concerned will be sent to the
calling party.

1.8 Congestion signals
As soon as the congestion condition is detected one of the congestion signals (see Recommendation Q.722,
§ 3.4) is sent without waiting for the completion of a possible continuity-check sequence.

Reception of a congestion signal at any Signalling System No. 7 exchange will cause the clear-forward
signal to be sent and cause an appropriate signal to be sent to the preceding exchange if the signalling system
allows this or an appropriate tone or announcement to be sent to the originating subscriber or operator.

1.9 Called-party’s-line-condition signals

The following signals will be sent when the appropriate electrical signals are received at the incoming
international exchange from the national network:

— subscriber-busy signal,

— line-out-of-service signal,

— unallocated-number signal,

— send-special-information-tone signal.

The called-party’s-line-condition signals will be sent without waiting for the completion of a possible
continuity check. On receipt of one of these signals, the first Signalling System No. 7 exchange (or the outgoing
international exchange) will clear forward the connection and cause an appropriate signal to be sent to the
preceding exchange if the signailing system allows this or an appropriate tone or announcement to be sent to the
originating subscriber or operator.

Each Signalling System No. 7 exchange on receipt of one of these signals has to clear forward the
connection.

1.10  Answer signals

The signals answer, charge and answer, no charge are sent as received from the national network or from
the succeeding international link.

The signals answer, charge and answer, no charge are used only as a result of the first off-hook signal
from the called party.

1.11  Clear-back signal
A clear-back signal must not disconnect the speech path at a Signalling System No. 7 exchange. The

requirements for the release of a connection in the event that a clear-forward signal is not received are given in
Recommendation Q.118 [3].
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1.12  Reanswer and clear-back signal sequences

Subsequent off-hook, on-hook signals from the called party, such as will result from switch-hook flashing,
will cause the following sequence of signals to be sent: .

clear-back,
reanswer,
clear-back,
reanswer,

etc.

It is necessary that a flashing sequence be retransmitted to the operator (or the preceding link) and that the
final condition of the circuit represents the final position of the called party’s switch hook.

1.13 Forward-transfer signal

The forward-transfer signal may be sent in semiautomatic working in either of the following two cases:

a)

b)

following a call switched automatically to a subscriber, or following a call established via a special
operator, the controlling operator wishes to call in an assistance operator. On receipt of the
forward-transfer signal at the incoming international exchange, an assistance operator is called in;

following a call via code 11 and 12, the controlling operator wishes to recall the incoming operator at
the incoming international exchange. Receipt of the forward-transfer signal at the incoming interna-
tional exchange recalls the incoming operator on calls completed via the operator positions at the
exchange. -

1.14  Clear-forward and release-guard sequence

The clear-forward signal is overriding and all exchanges must be in a position to respond by releasing the
circuit and sending a release-guard signal at any time during the progress of a call and even if the circuit is in the
idle condition. If sent while a circuit is blocked it will not result in unblocking the circuit concerned (see § 5). The
fact that the circuit is blocked will not delay the transmission of the release-guard signal.

1.15  Reset-circuit signal

In systems which maintain circuit status in memory there may be occasions when the memory becomes
mutilated. In such a case the circuits must be reset to the idle condition at both exchanges to make them available
for new traffic. Since the exchange with the mutilated memory does not know whether the circuit is idle, busy
outgoing, busy incoming, blocked, etc., a reset-circuit signal should be sent for each affected circuit. On receipt of
a reset-circuit signal the unaffected exchange will:

a)

b)

d)

f)

accept the signal as a clear-forward signal and respond by sending a release-guard signal, after the
circuit has been made idle, if it is the incoming exchange on a connection in any state of call set-up
or during a call;

accept the signal as a clear-back or call-failure signal, whichever is appropriate, and respond by
sending a clear-forward signal if it is the outgoing exchange on a connection;

accept the signal as a clear-forward signal and respond by sending a release-guard signal if the circuit
is in the idle condition; :

if it has previously sent a blocking signal, or if it is unable to release the circuit as described above,
respond by the blocking signal. If an incoming or outgoing call is in progress, this call should be
disconnected and the circuit returned to the idle (blocked) state. A clear-forward or release-guard
signal may be sent. The blocking signal should be acknowledged by the affected exchange. If the
acknowledgement is not received, the repetition procedure specified in § 6.4.4 should be followed;

if it had previously received the blocking signal, respond by disconnecting any connected call, remove
the blocked condition and restore the circuit to the idle state. If an outgoing call had been in progress,
respond with a clear-forward or, in all other cases, a release-guard signal;

if a reset-circuit signal is received after the sending of an initial address message but before receipt of
a backward signal relating to that call, clear the circuit and make an automatic repeat attempt on
another circuit if appropriate;
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g) if a reset-circuit signal is received after having sent a reset-circuit signal, respond by a release-guard
signal. The circuit should be restored to traffic;

h) send an appropriate clearing signal on an interconnected circuit (e.g., clear-forward, or a suitable
backward signal).

The affected exchange will then reconstruct its memory according to the received acknowledgement to the
reset-circuit signal, and respond to the signals received in the normal way, i.e. release-guard in response to a
clear-forward, blocking-acknowledgement in response to a blocking signal.

In addition, an interconnected circuit may be cleared by the use of an appropriate signal. If no
acknowledgement to the reset-circuit signal is received before 4-15 seconds, the reset-circuit signal should be
repeated. If an acknowledgement for the signal is not received within 1 minute after the sending of the initial
reset-circuit signal, maintenance personnel should be notified to permit manuai restoration procedures. However,
the sending of the reset-circuit signal should continue at 1-minute intervals until maintenance intervention occurs.

1.16  Diagrams showing signal sequence
In the following some examples of call set-up sequences are shown diagrammatically (Tables 1/Q.724

and 2/Q.724).

2. Dual seizure with both-way operation

2.1 Dual seizure

Since Signalling System No. 7 circuits have the capability of borh-way operation, it is possible that the two
exchanges will attempt to seize the same circuit at approximately the same time.

22 Unguarded interval

Considering that with Signalling System No. 7:

a) signalling data link propagation time may be relatively long,

b) there may be significant delay due to retransmissions,

c) quasi-associated operation may add extra message transfer time(s) at signalling transfer points,

the unguarded interval during which dual seizure can occur may be relatively long in some instances. The
exchange must therefore detect dual seizure and take action as defined in § 2.5.

23 Detection of dual seizure

A dual seizure is detected by an exchange from the fact that it receives an initial address message for a
circuit for which it has sent an initial address message (see also § 7.5.1).

2.4 Preventive action

Different methods for circuit selection can be envisaged to minimize the occurrence of dual seizure. In the
following, two methods are described. Further study is required to determine the field of application of each
method and to ensure that the two methods do interwork satisfactorily.

Other methods for circuit selection may also be used provided that they give the same degree of protection
against dual seizure also when one of the methods specified is used at the other end.

Method 1

An opposite order of selection is used at each terminal exchange of a both-way circuit group.

Method 2

Each terminal exchange of a both-way circuit group has priority access to the group of circuits which it is
controlling (see § 2.5). Of this group the circuit which has been released the longest is selected (first-in — first-out).
In addition each terminal exchange of a both-way circuit group has nonpriority access to the group of circuits
which it is noncontrolling. Of this group the latest released circuit is selected (last-in — first-out).
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TABLE 1/Q.724

Semiautomatic (SA) and automatic (A) terminal traffic
(error-free operation assumed)

Outgoing international exchange

Incoming international exchange

Normal call to a free subscriber

Address signals from the national network are
analysed.

The outgoing circuit is seized.

(using continuity-check)

The initial address message is sent: Initial The address message is analysed to determine:
— all address signals including ST in “en bloc” address — the circuit to be seized
operation, or message ¥ — country code not included
— all available address signals in overlap operation — nature-of-circuit (satellite or terrestrial)
(a minimum of 4 digits). ~ echo suppressor control
— calling-party’s-category
The echo suppressor, if present, is disabled so that — continuity-check control.
the speech path continuity-check may be per-
formed. The echo-suppressor, if present, is disabled so that
the speech path continuity-check may be per-
The transceiver for the speech path continuity- formed. The loop for the speech path continuity-
check is attached, and the check-tone is transmitted check is attached to the incoming circuit.
on the outgoing circuit. Check-tone

When the speech path continuity-check and cross-
office check have been completed, and if the in-
coming circuit is used with common channel signal-
ling, when the continuity signal has been received
from the national network, the continuity signal is
sent, and the transceiver is removed. (When the

T

Check-tone _}

‘fj_—

Set-up the call in the national network begins when
enough address signals are received for routing
(overlap operation).

tinuity-check fails. th tinuitv-fail Gonal Continuity The check-loop is removed and the echo sup-
con mmfy-c ez /ilnS’ te cortl‘ inuity- f' Lge S'gtm.i pressor, if present, is enabled. Address signals are
1 sent torward. automatic repeat attempt 1s Sub t passed into the national network. The speech path is
made.) The echo suppressor, if present, is enabled ubsequen switched through
as appropriate. The remaining address signals are address :
i i messages .
sent forward in overlap operation. & The address messages are analysed to determine
. . . that all the required address signals have been
f)fn rec)e ipt Or';tll;e a((ijdresds-tcr:) mpletehSIgnt;ﬁ, tr};aglstekrls Addr Gl:StS_ received (where applicable) ™. Set-up of the speech
1h-any taée th ass(:i d and the §1Teec pa dmlslgb- complete path is completed. Subsequent supervisory signals
connected, the address signals are erased. sub- are handled by the processor as appropriate.
sequent supervisory signals are handled by the pro- .
cessor as appropriate.
The operator (SA), or the calling subscriber (A) Audible .
hears ringing tone. ringing tone Ringing tone of the country of destination is sent
— —— — = back.
On receipt of the answer signal, charging ' measure- Answer
ment of call duration and conversation begin. 44— Signals from the national network are passed to the
outgoing international exchange as follows.
The called subscriber answers (charge or no charge).
“Clear-back” is recognized. Clear-back The called subscriber hangs up.
——

SA: A clearing supervisory signal to given to the -

controlling operator.

A: After 1-2 min., if there is no clear-forward
signal, the international connection is released
and charging and measurement of the call
duration are ceased.

The outgoing operator (SA) or the calling subscri-
ber (A) clears. When the outgoing equipment is
released, the clear-forward signal is sent.
“Release-guard” is recognized, and the outgoing
circuit is made available for new traffic.

Clear-forward

Release-guard

SA and A: After 2-3 min.,, if there is no clear-
forward signal, the national part of the
connection is released.

“Clear-forward” is recognized. The connection is
released, and “clear-forward” is sent to the national
network of destination.

When the incoming equipment has released, a
release-guard signal is sent back. The circuit is made
available for new traffic.

* Solid arrows denote common channel signals; dotted arrows are tones sent via the speech path (check-tone and audible tones).

" Address-complete signal may come from the national network.
¢ Unless a no-charge answer or address-complete signal has been received.
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TABLE 2/Q.724

Semiautomatic (SA) and automatic (A) transit traffic
(error-free operation assumed)

Outgoing international exchange

International transit exchange

Incoming international exchange

Address signals from the national network are

analysed. The outgoing circuit is seized. The

initial address message is sent:

— all address signals including ST in “en bloc”
operation or

— all available address signals in overlap opera-
tion.

The echo suppressor, if present, is disabled so
that the speech path continuity-check may be
performed.

The transceiver is attached and the check-tone is
transmitted on the outgoing circuit.

When the speech path continuity-check and the
cross-office check have been completed, the con-
tinuity signal is sent and the transceiver is
removed. (When the continuity-check fails, the
continuity-failure signal is sent forward. An auto-
matic repeat attempt is made.)

The echo suppressor, if present, is enabled as
appropriate.

Call to a free subscriber
(using continuity-check)

Initial
address
message ¥ The address message is analysed to determine:
— — the circuit to be seized
— country code included
— nature-of-circuit (satellite or terrestrial)
— echo suppressor control Initial
— calling-party’s-category address
Check-tone # — continuity-check control. message
| The incoming half-echo suppressor, if present, is
| disabled; the loop for the speech path continuity-
| checkis attached. When enough address signals
| have been received to select a route, the outgoing
Check-tone N circuit is seized. The address message is sent. The
<4 ———— outgoing half-echo suppressor, if present, is
disabled.
The transceiver is attached and the check-tone is
transmitted.
L . . . . Check-tone
Continuity On receipt of continuity signal, the loop is _ ____— _~_ 5
E— removed. |
I
I
Subsequent Subsequent |
address address |
messages . . L ‘messages
g Address signals are passed to the incoming inter- g »|
national exchange. |
Cross-office check. |
L - Check-tone |
The transceiver is removed. «————

The address message is analysed to determine:
~ the circuit to be seized

— country code not included

— nature-of-circuit (satellite or terrestrial)

— echo suppressor control

— calling-party’s-category

— continuity-check control.

The echo suppressor, if present, is disabled and
the loop is attached so that the speech path conti-
nuity-check may be performed. When enough
address signals are received to select the national
route, a circuit is seized and the available address
signals are passed into the national network
(overlap operation).

Address signals are passed into the national net-
work.




pTL'O Y — 9IA dPWSEY

LTT

TABLE 2/Q.724 (continued)

Outgoing international exchange

International transit exchange

Incoming international exchange

On the receipt of the address-complete signal,
registers (if any) are released and the speech path
is through-connected. The address signals are
erased. Subsequent supervisory signals are
handled by the processor as appropriate.

The operator (SA) or the calling subscriber (A)
hears the audible ringing tone.

On receipt of the answer signal, charging ©, mea-
surement of call duration and conversation begin.

“Clear-back” is recognized.

SA: A clearing supervisory signal is given to the
controlling operator.

A: After 1-2 min., if there is no clear-forward
signal, the international connection is
released and charging and measurement
of the call duration are ceased.

The outgoing operator (SA) or the calling subscri-
ber (A) clears. When the outgoing equipment is
released, the clear-forward signal is sent.

“Release-guard” is recognized and the outgoing
circuit is made available for new traffic.

Address
complete

Answer

Clear-back
—

Clear-forward

Release-guard

«—

(When the continuity-check fails, the continuity-
failure signal is sent forward. An automaticrepeat
attempt is made.)

The speech path is switched-through.

“ Address-complete” is passed on to the outgoing
international exchange. The address signals are
erased. Subsequent supervisory signals are
handled by the processor, as appropriate.

Audible ringing tone *

“Answer” is passed on to the outgoing inter-
national exchange.

“Clear-back” is passed on to the outgoing inter-
national exchange.

“Clear-forward” is passed on to the incoming
international exchange after release of the con-
nection and outgoing equipment.

When the incoming equipment has released,
“release-guard” is sent back to the outgoing inter-
national exchange. The incoming circuit is made
available for new traffic.

“Release-guard” is recognized, and the outgoing
circuit is made available for new traffic.

Continuity

Address
complete

Answer

S

Clear-back

Clear-forward

Release-guard

On receipt of continuity signal, the loop is
removed. The echo suppressor, if present, is en-
abled as appropriate. The last address signal, if
withheld, is passed into the national network.

The address messages are analysed to determine
that all required address signals have been re-
ceived (where applicable)®. On receipt of conti-
nuity signal, set-up of the speech path is com-
pleted. Subsequent supervisory signals are
handled by the processor as appropriate.

Audible ringing tone of the incoming national
network is sent back.

Signals from the national network are passed to
the outgoing international exchange as follows:

The called subscriber answers (charge or no
charge).

The called subscriber hangs up.

SA and A: After 2-3 min,, if there is no clear-
forward signal, the national part of
the connection is released.

“Clear-forward” is recognized, the connection is
released, and “clear-forward” is sent to the
national network of destination.

When the incoming equipment has released, the
release-guard signal is sent back. The circuit is
made available for new traffic.
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TABLE 2/Q.274 (continued)

Outgoing international exchange

International transit exchange

Incoming international exchange

Call to a busy subscriber

The signal sequence is the same as for a-call to a free subscriber up to the point where all of the address signals have been passed into the incoming national network.

SA: A busy indication is given ot the operator.

A: The calling subscriber hears the local
national busy tone sent by the outgoing
(national or international exchange).

The circuit is cleared automatically.

“Release-guard” is recognized and the outgoing
circuit is made available for new traffic.

The operator (SA) or the calling subscriber (A)
hears the busy tone of the distant country and
clears.

The clear-forward sequence follows as above.

Address signal from the national network are
analysed. The outgoing circuit is seized. The
initial address message is sent.

Subscriber-
busy
signal

(electrical)

Clear-forward

Release-guard

Initial
address
message

“Subscriber-busy” (electrical) is passed back to
the outgoing international exchange.

The circuit is cleared automatically.

“Release-guard™ is recognized, and thg outgoing
circuit is made available for new traffic.

When the incoming equipment has released,

“release-guard” is sent back to the outgoing inter-
national exchange. The incoming circuit is made
available for new traffic.

Busy tone

Congestion
(For simplicity, the continuity-check is not
shown.)

When enough address signals have been received
to select a route, an attempt is made to seize an
outgoing circuit. When blockage occurs in the
switching equipment, the switching-equipment-
congestion signal is sent backward.

Subscriber-
busy
signal
(electrical)

Clear-forward

Release-guard

First case: The incoming national network
returns the subscriber-busy signal (electrical).

“Clear-forward” is recognized, the connection is
released, and “clear-forward” is sent to the natio-
nal network of destination.

When the incoming equipment has released,
“release-guard” is sent back. The circuit is made
available for new traffic.

Second case: The busy tone of the incoming
national network is sent back.




TABLE 2/Q.724 (end)

Outgoing international exchange International transit exchange Incoming international exchange
Switching-
equipment-
. L congestion N . .
Appropriate action is taken. (For example, an ‘g—__ When the circuit group is fully occupied, the
indication is given to the calling subscriber or an Circuit- circuit-group-congestion signal is sent backward
automatic repeat attempt is made, etc.) group (if overflow is inappropriate)
congestion
SA: An indication is given to the operator. National- The national-network-congestion signal is passed National-
network- backward. For the other congestion signals, network- If congestion occurs in the national network, the
A: An indication is given to the calling sub- congestion appropriate action is taken. (For example, the congestion national-network-congestion signal is sent back-
scriber. congestion signal is sent backward or an automa- — ward.
tic repeat attempt is made, etc.) _ Switching
equipment- If blockage occurs in the switching equipment at
congestion the intenational exchange, the switching-equip-
ment-congestion signal is sent backward.
The outgoing operator (SA) or the calling sub- Switching-
scriber (A) clears. equipment-
congestion

Appropriate action is taken. (For example, an
indication is given to the calling subscriber, or an
automatic repeat attept is made, etc.)
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For call control purposes a both-way circuit group can be subdivided into subgroups in an exchange.

It is necessary to take preventive action in cases where Signalling System No. 7 uses a signalling data link
with long propagation time.

2.5 Action to be taken on detection of dual seizure

Each exchange will control one half of the circuits in a both-way circuit group. On detection of. a dual
seizure, the call being processed by the control exchange for that circuit will be completed and the received initial
address message will be disregarded.

Under these conditions, the call being processed by the control exchange will be allowed to complete
although, when continuity-check has to be performed, the continuity of the circuit may have been checked in the
direction from noncontrol to control only. The call being processed by the noncontrol exchange will be backed
off, switches released, the continuity-check transceiver removed, and the check-loop connected unless or until a
continuity signal has been received from the control exchange. A clear-forward signal will not be sent. The
noncontrol exchange will make an automatic repeat attempt on the same or on an alternative route.

For the purpose of resolution of dual seizure on both-way circuits, the exchange with the higher signalling
point code will control all even-numbered circuits (circuit identification code) and the other exchange the
odd-numbered circuits. The designation of control may also be used for maintenance control purposes.

3 Automatic repeat attempt

Automatic repeat attempt, as defined in Recommendation Q.12 [4], is provided in Signalling System No. 7.
An automatic repeat attempt will be made: v

— upon failure of the continuity-check (see § 7.3);

— on detection of dual seizure (at the noncontrol exchange) (see § 2.5);

— on receipt of the blocking signal after sending an initial address message and before any backward
signal has been received (see § 6); '

— on receipt of a reset-circuit signal after sending an initial address message and before a backward
signal has been received.

4 Speed of switching and signal transfer in international exchanges

4.1 Outgoing international exchange

At the outgoing international exchange:

— if overlap operation is used, the sending of the initial address message shall take place as soon as
sufficient digits are received and analyzed to permit the selection of an outgoing circuit;

— if “en bloc” operation is used, the initial address message should be sent as soon as all the digits of
the address including the end-of-pulsing signal are available and the outgoing circuit has been chosen.

42 International transit exchange

At the international transit exchange, the selection of an outgoing circuit should begin as soon as the digits
necessary to determine the routing have been received and analyzed.

43 Incoming international exchange

At the incoming international exchange:

— if overlap operation is used in the national network, the setting-up of the national part of the
connection should start as soon as a sufficient number of digits has been received for routing;

— if “en bloc” operation is used in the national network, the setting-up of the national part of the
connection should start as soon as all the digits of the address including the end-of-pulsing signal
have been received.
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5 Blocking and unblocking sequences

The blocking (unblocking) signal is provided to permit the switching equipment or maintenance personnel
to remove from (and return to) traffic the distant terminal of a circuit because of a fault or to permit testing.
Specific conditions for automatic sending of blocking and unblocking signals by the switching equipment in case
of use of the interruption control on FDM-circuits appear in § 9.

Since the circuits served by Signalling System No. 7 have both-way capability, the blocking signal can be
originated by either exchange. The receipt of the blocking signal will have the effect of prohibiting calls on the
relevant circuit outgoing from that exchange until an unblocking signal is received, but will not in itself prohibit
calls incoming to that exchange. Acknowledgement sequences are always required for both the blocking and
unblocking signals, using the blocking-acknowledgement signal, and the unblocking-acknowledgement signal, respec-
tively. The acknowledgement is not sent until the appropriate action, either blocking or unblocking, has been
taken. The clear-forward signal should not override the blocking signal and return circuits to service which might
be faulty. The blocked circuit will be returned to service on transmission of the unblocking-acknowledgement
signal at one exchange and on receipt of the unblocking-acknowledgement signal at the other exchange.

In the event of the receipt of a blocking signal:
— after and initial address message has been sent, and
— Dbefore a backward signal relating to that call has been received,

an automatic repeat attempt will be made on another circuit. The exchange receiving the blocking signal should
clear forward the original attempt in the normal manner after sending the blocking-acknowledgement signal.

If the blocking signal is sent while the speech circuit is engaged on a call and after at least one backward
signal relating to that call has been sent by the exchange receiving the blocking signal, this exchange will not seize
that circuit for subsequent outgoing calls. ’

The fact that the circuit is engaged on a call will not delay transmission of the blocking (unblocking)-
acknowledgement signal. ‘ :

If a blocking signal is sent and subsequently an initial address message is received in the opposite
direction, the following action is taken: -

— for test calls, the call should be accepted, if possible. In the case where the test call cannot be
accepted, the blocking signal must be returned;

— for calls other than test calls, the blocking signal must be returned.

Blocking of a circuit by use of the blocking signal should not exceed five minutes, after which an alarm
should be given at each terminal of the circuit. Should a call be in progress on the circuit involved, the five
minutes time will commence when that call is cleared. If the work on the circuit must exceed five minutes, the
circuit should be withdrawn from service.

6 Release of international connections and associated equipment

6.1 Normal release conditions

Connections are normally released in the forward direction as a result of the receipt of a clear-forward
signal from the preceding exchange.

In addition, the normal release of connections (or circuits) occurs as follows:
— on continuity-check failure (see § 7.3);

— on receipt of an address-incomplete signal (see § 1.6);

— on receipt of one of the congestion signals (see § 1.7); ‘

— on receipt of one of the called-party’s-line-condition signals (see § 1.8);

— on receipt of the blocking signal after sending an initial address message and before a backward
signal relating to that call has been received (see § 5).

If the conditions for the normal release of connections as described above are not fulfilled, release is
provided as follows:

~— in the release under abnormal conditions (see § 6.4);
— on receipt of a call-failure signal (see § 6.3);

— on failure to receive a clear-forward signal after sending a clear-back signal (see § 6.4);
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— on failure to receive an answer signal (see § 6.4);
— on receipt of a reset-circuit signal (see § 1.15).

Address and routing information are released from memory in each of the exchanges of a connection as
described in the following subsections. '

6.1.1  Qutgoing international exchange

Address and routing information stored at the outgoing international exchanges can be erased on receipt
of one of the following backward signals:

a) one of the address-complete signals,

b) the address-incomplete signal,

c) one of the congestion signals,

d) one of the called-party’s-line-condition signals,
e) the call-failure signal,

or when the connection is cleared earlier and no automatic repeat attempt has to be made.

6.1.2  Incoming international exchange

Address and routing information stored at the incoming international exchange can be erased on receipt of
one of the backward signals indicated in § 6.1.1 (or equivalent) from a national signalling system, or when one of
the following signals has been originated and sent to the outgoing international exchange:

a) one of the address-complete signals,
b) the address-incomplete signal,

¢) one of the congestion signals,

d) the call-failure signal,

e) the reset-circuit signal,

or on receipt of a clear-forward signal.

6.1.3  International transit exchange

Address and routing information stored at an international transit exchange can be erased on receipt of
one of the backward signals indicated in § 6.1.1, on receipt of a clear-forward signal, or when one of the
congestion signals is originated in that exchange.

6.2 Abnormal release conditions — Clear-forward, release-guard sequences

6.2.1  Inability to release in response to a clear-forward signal

If an exchange is unable to return the circuit to the idle condition in response to a clear-forward signal, it
should remove the circuit from service and send the blocking signal. Upon receipt of the blocking-acknowledge-
ment signal, the release-guard signal is sent in acknowledgement of the original clear-forward signal.

6.2.2  Inability to release in response to a backward signal

If an exchange is unable to release a circuit in response to an address-incomplete, congestion, called-
party’s-line-condition or call-failure signal, it should remove the circuit from service by sending the blocking
signal. Upon receipt of the blocking-acknowledgement signal, the clear-forward signal should be sent in reply to
the original backward signal.

6.2.3  Failure to receive a release-guard signal in response to a clear-forward signal

If a release-guard signal is not received in response to a clear-forward signal before 4-15 seconds, the
clear-forward signal will be repeated.

If, after sending a clear-forward signal, a release-guard signal is not received within a period of one
minute after the first clear-forward signal, the maintenance personnel shall be alerted. The repetition of the
clear-forward signal is ceased, the circuit is taken out of service, and the blocking signal is sent.
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6.3 Call-failure signal

The call-failure signal is sent as the result of time-out situations, described in § 6.4 and whenever a call
attempt fails and other specific signals do not apply, viz:

— the address-incomplete signal,

— the congestion signals, or

— the called-party’s-line-condition signals.

Reception of the call-failure signal at any Signalling System No. 7 exchange will cause the clear-forward
signal to be sent and, if the signalling system permits to do so, the appropriate signal to be sent to the preceding
exchange or the-appropriate tone or announcement to be sent to the national network.

6.4 Abnormal release condition — other sequences

If the conditions for normal release as covered in § 6.1 are not fulfilled, release will take place under the
following conditions.

6.4.1  Outgoing international exchange

An outgoing international exchange shall:

a) release all equipment and clear forward the connection on failure to meet the conditions for normal
release of address and routing information as covered in § 6.1.1 before 20-30 seconds after sending the
latest address message;

b) release all equipment and clear forward the connection on failure to receive an answer signal within
the interval specified in Recommendation Q.118 [3];

c) release all equipment and clear forward the connection on failure to receive a clear-forward signal
from the national network after having received a clear-back signal within the interval specified in
Recommendation Q.118 {3].

6.4.2  Incoming international exchange

An incoming international exchange shall:

a) release all equipment, clear forward the connection into the national network and send back a
call-failure signal in the following cases:

— on failure to receive a continuity or continuity-failure signal if applicable (see Recommenda-
tion Q.723, § 3.3.1) before 10-15 seconds after receipt of the initial address message; or

— on failure to receive one of the backward signals indicated in § 6.1.1 (or equivalent) from a
" national network (where expected) before 20-30 seconds after receipt of the latest address
message, unless the timing for sending the address-incomplete signal (see § 1.7) is provided; or

— on receipt of an address-incomplete signal after an address-complete signal has been generated;

b) send the call-failure signal on failure to receive a clear-forward signal for the incoming circuit before
4-15 seconds after sending an address-incomplete, congestion, call- f'ulure or a called-party’s-line-
condition signal indicating inability to complete the call.

If a clear-forward signal is not received within a period of one minute after sending the call-failure
signal, the repetition of the call-failure signal should be ceased, maintenance personnel should be
alerted, the circuit should be removed from service, and the blocking signal sent.

¢) release all equipment and clear forward the connection into the national network on failure to receive
a clear-forward signal after sending a clear-back signal within the interval specified in Recommenda-
tion Q.118 [3].

6.4.3  International transit exchange

An international transit exchange shall:

a) release all equipment, clear forward the connection and send back the call-failure signal in the
following cases:

—  on failure to receive a continuity or continuity-failure signal if applicable (see Recommenda-
tion Q.723, § 3.3.1) before 10-15 seconds after receipt of the initial address message; or
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—  on failure to meet the conditions for normal release as covered in § 6.1.3 before 20-30 seconds
after sending the latest address message; or

b) send the call-failure signal on failure to receive a clear-forward signal for the incoming circuit before
4-15 seconds after sending an address-incomplete, congestion, call-failure or a called-party’s-line-
condition signal indicating inability to complete the call.

If a clear-forward signal is not received within a period of one minute after sending the call-failure
signal, the repetition of the call-failure signal should be ceased, maintenance personnel should be
alerted, the circuit should be removed from service, and the blocking signal sent.

6.4.4  Failure in the blocking/unblocking sequence

An international exchange will repeat the blocking or unblocking signal on failure to receive an
acknowledgement signal in response to either the blocking or unblocking signals before 4-15 seconds. (See § S, for
the blocking/unblocking sequence.)

If an acknowledgement signal is not received within a period of one minute after sending the initial
blocking or unblocking signal, maintenance personnel should be alerted, the repetition of the blocking or
unblocking signal should be ceased and the circuit taken out of the service as appropriate.

6.5 Receipt of unreasonable signalling information

The Message Transfer Part of the signalling system will avoid mis-sequencing, or double delivery, of
messages with a high reliability (Recommendation Q. 706, § 2). However, undetected errors at the signalling link
level and exchange malfunctions may produce signalling information in messages that is either ambiguous or
inappropriate.

In order to resolve some possible ambiguities in the state of a circuit when unreasonable signals are
received the following will apply:

a) if a clear-forward signal is received relating to an idle circuit it will be acknowledged with a
release-guard signal;

b) if a release-guard signal is received relating to an idle circuit it will be discarded;

¢) if a release-guard signal is received relating to a busy circuit for which a clear-forward signal has not
been sent, the circuit will be released and a clear-forward signal will be sent;

d) if a blocking signal is received for a blocked circuit, a blocking-acknowledgement signal will be sent;

e) if an unblocking signal is received for an unblocked circuit, an unblocking-acknowledgement signal
will be sent.

Except in certain cases (see § 2) any other unreasonable signalling information received will be discarded.
If the discarding of the information prevents a call from being completed that call will eventually be released by
the expiry of a time out .

7 Continuity-check for 4-wire speech circuits

7.1 General

This specification relates only to that part of a 4-wire connection served by Signalling System No. 7. The
part of the speech path to be checked may include a circuit with speech interpolation. As the presence of active
echo suppressors in the circuit would interfere with the continuity-check, it is necessary to disable the suppressors
during the check and to re-enable them, if required, after the check has been completed.

The transceiver (check-tone transmitter and receiver) is connected to the go and return paths of the
outgoing circuit at the first and each succeeding exchange, excluding the last exchange, in that part of the
connection served by Signalling System No. 7. The check-loop should be connected to the go and return paths of
the incoming circuit at each exchange except the first in that part of the connection served by Signalling
System No. 7. A continuity-check is considered successful when a tone is sent on the go path and is received on
the return path within acceptable transmission and timing limits.

3 Possible further actions to be taken on receiving unreasonable signalling information are for further study.
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7.2 Transmission requirements

7.2.1 Transmitting equipment

The check-tone frequency will be 2000 = 20 Hz. For international application the sending level of the
check-tone will be —12 = 1 dBm0.

7.2.2  Check-loop

The check-loop will have a loss of 0 dB, taking into account any difference between the relative levels of
the two paths at the point of attachment.

7.2.3  Receiving equipment
The check-tone receiver will have the following characteristics:

a) Operating requirements
Check-tone frequency: 2000 + 30 Hz
Check-tone level range for international application:

The absolute power level N of the check-tone shall be within the limits
(=18 + n) < N< (-6 + n)dBm

where n is the relative power level at the receiver input.
Recognition time: 30-60 ms

The frequency and level range tolerances allow for variations at the sending end and for variations in
line transmission that are considered acceptable.

b) Non-operating requirements
Signal frequency: outside the frequency band 2000 + 200 Hz
Signal level for international applicatioh: below or equal to —22 + »n dBm.

The limit is 10 dB below the nominal absolute level of the check-tone at the input of the receiver. If
the level falls below this point, transmission is considered unacceptable.

Signal duration: shorter than 30 ms

The level range of (—18 + n)' < N < (—6 + n) dBm will serve as a Go/No-go check on the links
in that part of the international connection served by Signalling System No. 7.

¢) Release requirements
If the receiver is used to test for the removal of check-tone (see § 7.3):

— after recognition of tone, interruptions of up to 15 ms shall be ignored; this will prevent
switching through the speech path prematurely;

—  the indication of tone removal should not be delayed more than 40 ms; and

— the release level of the receiver should be lower than —27 + n dBm for international applica-
“tion.

7.3 Continuity-check procedure

Decision on whether continuity-check should be performed or not on a given circuit should be made by an
outgoing exchange according to the criteria described in § 1.4. The outgoing exchange will indicate whether
~ continuity-check is required or not by the continuity-check indicator in the initial address message (Recommenda-
tion Q.723, § 3.3.1). If it is required, the outgoing exchange will connect a transceiver to the speech circuit when it
sends an initial address message. If continuity-check is not required either on the incoming circuit or on the
outgoing circuit, the outgoing exchange can switch-through the speech path immediately after having sent the
initial address message.

A description of the procedure using the specification and description language is given in the state
transition diagrams in Figures 4/Q.724 and 5/Q.724. The Signalling System No. 7 exchange will send forward the
continuity signal after completion of all the following actions:

— the continuity-check performed on the outgoing circuit is completed:
— the speech path across the exchange has been checked and found correct (see § 1.4); and

— if the continuity-check indicator in the received initial address message indicates that continuity-check
is being (has been) performed on previous circuit(s), recelpt of a contmunty signal from the preceding
exchange.
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The speech path may be switched through at an international transit or incoming exchange and the
transceiver disconnected after the continuity-check of the circuit has been successfully completed. However, the
switching through of the speech path should be delayed until the residual check-tone has propagated through the
return path of the speech circuit.

This determination may be made by timing, or by using the check-tone receiver to test for the removal of
the check-tone, or other appropriate means.

On receipt of the continuity signal in the following international exchange, the continuity-check loop will
be removed if inserted. Also, any digits of the national number which were withheld may be released (see § 1.2).

At the Signalling System No. 7 exchange, on failure of the outgoing circuit to satisfy the continuity-check:

— the continuity-check transceiver will be removed and an automatic repeat attempt will be made on
another circuit,

— a continuity-failure signal will be sent to the following exchange.

A repeat of the continuity-check of the speech path will be made on the failed outgoing circuit within
1-10 seconds of detection of the continuity-check failure.

The second continuity-check will be initiated by the Signalling System No. 7 exchange detecting the failure.
using the continuity-check-request signal.

If the repeated check passes on this call, the speech circuit will be returned to idle with a clear-forward/
release-guard sequence. If the second check fails, the maintenance staff will be alerted that a failure has occurred
“and the check will be repeated at intervals of 1-3 minutes. The repeated continuity-check will only be finished
when continuity is detected.

According to transmission maintenance requirements, Signalling System No. 7 should provide for:

a) a print-out each time a second continuity-check is started In such cases, the circuit involved should be
identified;

b) a print-out each time a continuity-check results is a warning being given to maintenance personnel.

Since a continuity-check failure can be caused by a faulty transceiver, precautions should be taken to
ensure a low probability of selecting a faulty one for both the initial continuity-check and the second check,
e.g. by ensuring the selection of a different transceiver for each of the checks.

7.4 Continuity-check timing

7.41  Time-out period

The continuity-check is considered to have .failed if the receiver has not responded w1thm a period
determined by the Administration concerned. This period should not exceed two seconds.

The time-out period of the continuity-check should always exceed the continuity recognition time, T,
given by:

Ter = 2Tp + Tiyyyy + Trc + Ty + T — Tt
where

T,  One-way propagation time of the speech circuit and the signalling link (where these times are the
same),

Trc Speech interpolation clip time for two speech interpolation systems in series (for connections not
using speech interpolation Ty = 0),

T,  Receiver response time,
T, Loop connecting time (maximum),
Ty  Transceiver connecting time (minimum),

T,, Emission time of the longest initial address message.
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If retransmission of an initial address message is to be included in T, the following formula may be
used:

T = 4Tp + 2Ty + Trsy + 2Tx + Ty + T — Ty
where
Tr;sy Emission time of a fill-in signal unit (length of a fill-in signal unit),

Ty Time between receiving an initial address message and emitting a signal unit containing an
acknowledgement for that initial address message, or

time between receiving a signal unit asking for retransmission and emitting the initial address
message to be retransmitted.

7.4.2  Switching of continuity-check equipment

The connection and disconnection of the equipment used for the continuity-check and also the disabling
and subsequent enabling of echo suppressors should be related to the following stages of progress in the
establishment of the connection:

a) Preparation at Signalling System No. 7 exchange applying the transceiver — Action should be initiated
when the initial address message is available for transmission in the Message Transfer Part.

b) Preparation at Signalling System No. 7 exchange connecting the check-loop — Action should be
initiated at the moment of recognition of the initial address message received.

¢) Disconnection at Signalling System No. 7 exchange connecting the check-loop — Action follows the
receipt of the continuity signal, the continuity-failure signal or the clear-forward signal, or the
emission of signals indicating that the call cannot be established, e.g. circuit-group-congestion signal.

d) Disconnection at Signalling System No. 7 exchange applying the transceiver — Action should be
initiated on the successful completion or the failure of the continuity-check.

Exceptionally, if disconnection has not previously occurred, action should be initiated at the moment of
recognition of the address-complete signals, the answer signals, signals indicating that the call cannot be
established, or on the emission of a clear-forward signal.

It is recommended that the mean time, both for the connection and for the disconnection, is less than
100 ms. A mean time of 200 ms should not be exceeded.

7.5 Continuity-check test calls

7.5.1 The following procedure may be used in the cases when continuity-check is performed by test calls. This
procedure is used to test a single interexchange circuit, which must be idle when the procedure is initiated.

7.5.2 When the outgoing Signalling System No. 7 exchange intends to initiate the procedure, it sends to the
following exchange a continuity-check-request message and it connects the transceiver to the outgoing speech
circuit. On receipt of the continuity-check-request message, the following exchange connects the loop to the
involved circuit. On detection of the backward tone within the time-out specified in § 7.4.1, the outgoing exchange
will disconnect the transceiver and the circuit will be returned to idle with a clear-forward/release-guard sequence.

7.5.3 In the case that no backward tone is detected within the specified time-out, the same actions apply as in
the case of continuity-check failure during normal call set-up, see § 7.3 (the clause referring to the repeat attempt
is not relevant in this case).

7.54 If an exchange will receive an initial address message relating to a circuit for which it has sent a
continuity-check-request message (i.e. in case of collision on a both-way operated circuit), it will abort the
continuity-check test call, disconnect the transceiver and complete the incoming call.

An exchange receiving a continuity-check-request message after having sent an initial address message, will
ignore it and continue the call set-up procedure.
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8 Continuity-check for 2-wire speech circuits

In general the same procedure as described.in § 7 is used for the continuity-check of 2-wire speech circuits
except the check-loop which has to be replaced by a transponder and the fact that in the backward direction the
frequency 1780 + 20 Hz is used. A more detailed specification of this particular case needs further study.

9 Interruption control on FDM circuits

9.1 General

Interruption of the pilot in frequency-division multiplex systems corresponds to loss of continuity of
speech circuits or a considerable reduction of level. Therefore a switching equipment monitoring this indication
(see § 1.4) should inhibit local seizure of the concerned speech circuits in case of interruption. Moreover, seizure
by the remote exchange should be prevented, as long as the interruption persists, by sending blocking and
unblocking signals as specified in § 9.2 below.

When interruption control is implemented, possible use of the specifications contained in Recommenda-
tion Q. 416 [5] could be applied.

9.2 Blocking and unblocking of speech circuits
Blocking signals are sent to the other end, with regard to the relevant speech circuits, whenever an
interruption is detected which lasts more than 4-15 seconds (provisional values).

When an interruption indicated terminates, unblocking signals are sent to the other end after 4-15 seconds
(provisional value), provided that blocking signals were previously sent on occurrence of the interruption.

10 State transition diagrams

10.1 General

§ 10 contains the description of the signalling procedures described in this Recommendation in the form of
state transition diagrams according to the CCITT Specification and Description language (SDL).

In order to facilitate functional description, the Telephone User Part signalling procedure function is
divided into functional blocks, as shown in Figure 1/Q.724; state transition- diagrams are provided for each
functional block, as shown below:

— Signalling procedure control (SPC): Figure 2/Q.724

— Call processing control (CPC): Figure 3/Q.724

— Continuity-check outgoing (CCO): Figure 4/Q.724

— Continuity-check incoming (CCI): Figure 5/Q.724

— Continuity-recheck outgoing (CRO): Figure 6/Q.724

— Continuity-recheck incoming (CRI): Figiire 7/Q.724
" — Other functional blocks (for further study).

The detailed functional breakdown shown in the following diagrams is intended to illustrate a reference
model and to assist interpretation of the text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system as viewed from a remote location. It must be emphasized
that the functional partitioning shown in the following diagrams is used only to facilitate understanding of the
system behaviour and is not intended to specify the functional partltionmg to be adopted in a practical
implementation of the signalling system.

10.2  Drafting conventions

a) Acronyms used in Figures 1/Q.724 to 7/Q.724 are listed in § 10.3.

b) External inputs and outputs are used for interactions with different functional blocks. Internal inputs
and outputs are used for interactions within each functional block, e.g. to indicate control of
time-outs.

¢) External inputs and ‘outputs contain as part of their name acronyms of their source and destination
functional block names with an arrow in between, e.g. Start CPC— CCO.

d) For interexchange signals or signal messages, external input and output symbols are used as shown
below to indicate the direction of each signal on message.
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points:

10.3

Zj : Input from the preceding exchange
<:I : Output to the preceding exchange
l: : Input from the succeeding exchange

D : Output to the succeeding exchange
CCITT-41230

Note — The functions covered by the present Figures 1/Q.724 to 7/Q.724 are limited in the following

— they refer only to call processing functions in international transit exchanges;

— they do not include the blocking and unblocking procedures, the handling of the forward-transfer

signal and that of the reset-circuit signal;

— they do not necessarily cover all the abnormal situations.

However, they include operations on receipt of unreasonable signalling information as specified in § 6.5,
except the case of the blocking and unblocking signals as mentioned above.

The diagrams for functions not presently covered are for further study.

Abbreviations and timers used in Figures 1/Q.724 to 7/Q.724

General

OGC Outgoing trunk circuit
ICC  Incoming trunk circuit
NOK Not OK

CC Continuity-check

Function block names (see Figure 1/Q.724)
SPRC Signalling procedure control

CPC  Call processing control

CCO Continuity-check outgoing

CCI  Continuity-check incoming

CRO Continuity-recheck outgoing

CRI Continuity-recheck incoming

L3 Level 3 (Signalling network functions)
L4 Level 4 (Telephone user part)

Messages and signals

ACM Address complete message

ADI  Address incomplete signal

ANC Answer signal, charge

ANN Answer signal, no charge

CBK Clear-back signal

CCF  Continuity-failure signal

CCH Continuity-check indicator:
— 0: CC not required
— 1: CC required on this circuit
— 2: CC is being (has been) performed on a previous circuit
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CCR  Continuity-check-request signal

CFL  Call-failure signal

CGC Circuit-group-congestion signal

CLF Clear-forward signal

COT Continuity signal

BLO  Blocking signal

1AM Initial address message

LOS Line-out—of-service signal

NNC National-network-congestion signal

RAN Reanswer signal

RLG Release-guard signal

SAM Subsequent address message

SEC  Switching-equipment-congestion signal

SSB  Subscriber-busy signal (electrical)

SST  Send-special-information-tone signal

UNN Unallocated-number signal.

Timers

T1 Timer “waiting for continuity or continuity-failure signal” [10-15 seconds, see § 6.4.3 a)]

T2 Timer “waiting for address-complete signal” [20-30 seconds, see § 6.4.3 a)]

T3 Timer “waiting for clear-forward signal after sending unsuccessful message” [4-15 seconds, see
§ 6.4.3 b))

T4 Timer “waiting for clear-forward signal after sending call-failure signal” [4-15 seconds, see
§ 6.4.3b)] ,

TS Timer “stop sending call-failure messages on time out” [1 minute, see § 6.4.3 b)]

Té6 Timer “waiting for release-guard signal” (4-15 seconds, see § 6.2.3)

T7 Timer “stop sending clear-forward signal on time out” (1 minute, see § 6.2.3)

T8 Timer “waiting for backward check-tone” (should not exceed 2 seconds, see § 7.4.1)

T9 Timer “delay to start first-time continuity-recheck” (1-10 seconds, see § 7.3)

T10  Timer “delay for multiple retests of continuity” (1-3 minutes, see § 7.3)
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Level 4

Telephone User Part

Level 3
Signalling network
functions

Signalling procedure control

(SPRC)

(Figure 2/Q.724) .

Call processing control

(CPC)

(Figure 3/Q.724)

Continuity-check
outgoing
(CCO)

(Figure 4/Q.724)

Continuity-check
incoming
(CCl)

(Figure 5/Q.724)

r4—-—-——--———""—=-"=-----"———j}-—"————

Continuity-recheck

outgoing
(CRO)

(Figure 6/Q.724)

Continuity-recheck

incoming
(CRI)

(Figure 7/Q.724)

Other functional blocks

(for further study)

————— Signalling message flow

——————— Indications and controls

CCITT-31051

FIGURE 1/Q.724

Level 4 — Telephone User Part functions
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Note — In this particular figure, the direction of input and output symbols does not necessarily represent the forward or backward direction
of messages contained in them.
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FIGURE 2/Q.724

Signalling procedure control (SPC)
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Recommendation Q.725

SIGNALLING PERFORMANCE IN THE TELEPHONE APPLICATION

1 Introduction

This Recommendation gives the requirements of the telephone application of Signalling System No. 7.

In Recommendation Q.706, the Message Transfer Part performance is described. The Message Transfer
Part is the basis of the telephone application of Signalling System No. 7 and provision of a signalling network to
serve the telephone service must take account of the performance of the Message Transfer Part and the
requirements of the telephone application. For example, taking account of the message transfer times detailed in
Recommendation Q.706 and the requirements for message transfer times between two telephone exchanges, a
figure may be derived for the total permissible number of signalling links in signalling relations in tandem for a
particular call.

2 Unsuccessful calls due to signalling malfunction

The proportion of calls that are unsuccessful due to signalling malfunction should be less than 1 in 10°.

By means of error detection (see Recommendation Q.703) as well as transmission fault indication (see
Recommendation G.732 [1] and G.733 [2]), it is ensured that, overall, not more than one error in 10% of all signal
units transmitted is accepted and will cause false operation.

Unsuccessful calls may be caused by undetected errors, loss of messages or messages delivered out of
sequence (during emergency situations within the signalling network) and may result in:

— incomplete call set-up,
— misrouted calls (e.g. connection of wrong numbers),

— calls routed correctly but mishandled (e.g. false clearing).

3 Unavailability of a signalling route set

The overall unavailability of a signalling route set causing the unavailability of a signalling relation should
not exceed a total of 10 minutes per year.

Note — The availability of a signalling route set within a signalling network may be enhanced by
replication of signalling links, signalling paths and signalling routes.

4 Labelling potential

The label of the Telephone User Part of Signalling System No. 7 provides the potential to identify
16 384 signalling points and up to 4096 speech circuits for each signalling relation.
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5 Cross-office transfer time

5.1 Functional reference points and transfer time components

Signalling Signalling Signalling User Signalling Signalling Signalling

data link link message functions message link data link

functions functions handling handling functions functions

functions functions
— Level 1 | Level 2 || Level 3 | Level4 }{ Level 3 | { Level 2 }{ Level 1 }—

W Tml ol Thu e Tms R
< e >ie >
< Teu > CCITT-35600

T.. Cross-office transfer time

T», Telephone User Part handling time

T... Message Transfer Part receiving time®
T... Message Transfert Part sending time®

#The definitions of these times are given in Recommendation Q.706.

FIGURE 1/Q.725
Functional diagram of the cross-office transfer time

5.2 Definitions

a) cross-office transfer time, T,

T, is the period which starts when the last bit of the signal unit leaves the incoming signalling data
link and ends when the last bit of the signal unit enters the outgoing signalling data link for the first
time. It also includes the queueing delay in the absence of disturbances but not the additional
queueing delay caused by retransmission.

b)  User handling time, T,,

T,, is the period which starts when the last bit of the message has entered the Telephone User Part
and ends when the last bit of the derived message has left the Telephone User Part.

53 Queueing delay

The formulae for the queueing delays are described in Recommendation Q.706, § 4.2.

The telephone traffic model assumed is given in Table 1/Q.725, from which the proportion of signal
messages may be obtained as shown in Table 2/Q.725. Using Table 2/Q.725, examples of queueing delays are
calculated as shown in Figures 2/Q.725 to 5/Q.725, where one call attempt per second per 64-kbit/s signalling
data link may yield 0.00577 Erlang of the traffic loading of each channel.

5.4 Estimates for message transfer time

The figures in Table 3/Q.725 are related to a signalling bit rate of 64 kbit/s.

5.5 Effect of retransmission

As a consequence of correction by retransmission, not more than one in 10* signals should be delayed
more than 300 ms as a long-term average. This requirement refers to each signalling link.

This requirement is laid down in order to ensure satisfactory answer delays.
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TABLE 1/Q.725
Traffic model

Sending procedure “En bloc” Overlap
Type of call AW SB CC AB AW SB CcC AB
Per cent calls 30 10 5 5 30 10 5 5
Length
(bits)
12-digit IAM 176 1 1 1 0
6-digit IAM 152 1 1 1 1
Messages 3-digit SAM - 128 1 1 0 1
per 1-digit SAM 112 3 3 0 0
call
Address .
complete 112 1 1 0 0 1 1 0 0
Others 104 3,5 2 3 0 35 2 3 2

Note - AW Answered,
SB  Subscriber busy and not answered,
CC Circuit congestion,
AB Abortive.

The assumptions used in this model are chosen for illustrative purposes, and should not be considered to be typical.

TABLE 2/Q.725
Proportion of messages

Length (bits) 176 152 128 112 104 Total .
Messages per call g

in both 0.45 0.5 0.45 2.0 2.9 6.3
directions

Percent 7.1 7.9 7.1 31.7 46.0 100
Mean message .

length (T,) 117.2 bits

k, ' 1.032

k, 1.107
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Mean total queueing delay of each channel of traffic;
basic error correction method

254 Fascicle VI.6 — Rec. Q.725



Standard deviation (o)

ms

10

T.,= 1.831 ms (117.2 bits and 64 kbit/s)
7, = 0.75 ms ({48 bits and 64 kbit/s)

7,=30ms

-

w7 / ’
Qo
/

/ y
V : / S
7
Erlangs
3] 02 03 0.4 05 0.6 07 08
CCITT-41200

(a), traffic loading of MSU

FIGURE 3/Q.725

Standard deviation of queueing delay of each channel of traffic;

basic error correction method

Fascicle VI.6 — Rec. Q.725

255



7., = 1.831 ms (117.2 bits and 64 kbit/s)
;'65 7, = 0.75 ms (48 bits and 64 kbit/s)

_ -3 -3
P =tx10 10 _! o 1
i 4
' [e]
-3 8
8 4x10 &
> w | =
5 g ot 42
3 S . E
o i ! : [
S § = l : ! %
2 w 1 3 0
3 E] | 17 o
o ‘ 8 -
- S0 1 c
8 " 3
.9 4 5_“" ' g
c T 42 ©
@ —_
o | 8
€ (/L7> 8
S} )/ §
-7 41 g
___.—-—‘s:—-“‘ __\;:\—‘T-/ g
N
g
- 0 Erlangs
0.3 0.4 0.5
) CCITT-41220
a, traffic loading of MSU
| I— 1 1 A ! L 1 1 1 1 J
0 20 40 60 80 100
Call/s

Equivalent call rate

FIGURE 4/Q.725

Mean total queueing delay of each channel of traffic;
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FIGURE 5/Q.725

Standard deviation of queueing delay of each channel of traffic;
preventive cyclic retransmission error correction method

TABLE 3/Q.725

Cross-office
Exchange transfer time 7"
call attempt (ms)

loading

Mean 95%

Normal 50 100

+ 15% 100 200

+ 30% 250 500

* Provisional values.
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SIGNALLING SYSTEM No. 7 — DATA USER PART

(Former Recommendation X.60, Geneva, 1976; amended at Geneva, 1980)
TABLE OF CONTENTS
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This Recommendation is also included in the Series X Recommendations under the number Recommendation X.61.
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5.9 Manual answer
5.10 RPOA selection

5.11 Network identification utilities

6 Signalling performance and traffic characteristics in data applications

6.1 Signalling reliability
6.2 Message transfer times

6.3 Data signalling traffic models

Appendix I Examples of signalling traffic characteristics

1 Functional description of the signalling system

1.1 General

Use of Signalling System No. 7 for call control or for facility registration and cancellation signalling for
circuit-switched data transmission services requires:

— application of Data User Part (DUP) functions, in combination with

— application of an appropriate set of Message Transfer Part (MTP) functions.

A general description of the signalling system is given in Recommendation Q.701. That Recommendation
also defines the division of functions and the requirements of interaction between the Message Transfer Part and
the Data User Part. ' '

1.2 Data User Part

The Data User Part specified in this Recommendation defines the necessary call control, and facility
registration and cancellation related elements for international common channel signalling by use of Signalling
System No. 7 for circuit-switched data transmission services. As regards call control and signalling procedures for
international user facilities and network utilities, refer to Recommendation X.87 [1].

The signalling system meets all requirements defined by CCITT concerning service features, user facilities
and network utilities for circuit-switched data transmission services. '

It can be used to control switching of various types of data circuits, including satellite circuits, to be used
in worldwide circuit-switched data connections. It is designed for both-way operation of data circuits.

The signalling system is suitable for national circuit-switched data applications. Most data signalling
message types and signals specified for international use are also required in typical national data applications. In
addition to these, national data applications typically require additional types of signals: such requirements that
have been identified are already provided for. The system provides ample spare capacity to cater for further
additions of new message types and signals should such a need arise.

The label structures specified for data signalling messages require that all exchanges using the signalling
system are allocated codes from code plans established for the purpose of unambiguous identification of signalling
points, see Recommendations Q.701 and Q.704. The principles to apply to the international signalling network are
for further study.

1.3 Message Transfer Part

The Message Transfer Part of Signalling System No. 7 is specified in separate Recommendations. An
overview description of the Message Transfer Part is contained in Recommendation Q.701.

The Message Transfer Part defines a range of functions by which different signalling modes and different
signalling network configurations may be realized. Any application of Signalling System No. 7 requires that an
appropriate selection of these functions is applied depending on the intended use of the system and the
characteristics of the telecommunications network concerned.
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2 General function of data signalling messages, signals, indicators, codes and conditions
§ 2 describes general functions of data signalling messages, signals, indicators, codes and conditions which

are used to set up a call, to control user facilities and to control and supervise a circuit. The requirements relating
to the use of the signalling messages and their signalling information content are specified in §§ 3, 4, and 5.

2.1 Signalling messages

2.1.1  Call and circuit related messages

Call and circuit related messages are used to set up and clear a call or control and supervise the circuit
state.

2.1.1.1 Address message
A message sent in the forward direction, containing signalling information required to route and connect

the call to the called user. This message contains address information, class of service information, etc., and may
also contain additional information such as, for example, calling line identity.

2.1.1.2 Calling line identity message
A message sent in the forward direction, containing the calling line identity or the originating network

identity. This message is sent subsequently to an address message, which does not contain the calling line identity,
when requested by the destination network.

2.1.1.3 Call accepted message
A message sent in the backward direction, containing information to indicate that connection of the call is

allowed by the destination exchange. It may also contain additional information such as, for example, called line
identity. - '

2.1.1.4 Call rejected message
A message sent in the backward direction containing a signal to indicate the cause of the failure of the call
set-up as the response to the address message and initiating clearing of the call. The call rejected message will be

sent as either the first response, or the second response after sending the call accepted message when the call fails
to be completed at the destination exchange, e.g. because no call accepted signal was received from the called user.

2.1.1.5 Clear message

A message sent in either direction, containing information about the clearing of the call.

2.1.1.6 Circuit state message

A message sent in either direction, containing signals to control and supervise a circuit.

2.1.2  Facility registration and cancellation related messages
Facility registration and cancellation related messages are used to exchange information between origi-

nating and destination exchanges to register and cancel information related to user facilities. The exchange of this
type of message is generally not associated with a call between two users.

2.1.2.1 Facility registration/cancellation request message
A message sent in the forward direction to register or cancel a user facility. This message contains

information which identifies the user requesting facility registration or cancellation and information relating to the
facility concerned. '
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2.1.2.2 Facility registration/cancellation request accepted message

A message sent in the backward direction, containing information that registration or cancellation is
completed or accepted at the destination exchange.

2.1.2.3 Facility registration/cancellation request rejected message

A message sent in the backward direction, containing information that the registration or cancellation is
not completed or accepted at the destination exchange with information indicating a reject cause.

2.2 Service information

The service information provides the highest level of discrimination between different sets of signalling
messages. It contains the following components.

2.2.1  Service indicator

Information used to identify the User Part to which the signalling message belongs.

2.2.2  National indicator

Information used for discrimination between international and national messages. In case of national
messages, it may for example also be used for discrimination between different label alternatives for national use.

2.3 Signalling information transferred in the signalling messages

2.3.1  Label components

In the case of call and circuit related messages, the label is used for message routing and, in general, for
identification of the data circuit selected for the call. In the case of facility registration and cancellation -messages,
the label only provides a message routing function. The standard label structure consists of the following
components.

2.3.1.1 Destination point code

Information identifying the signalling point to which the message is to be routed.

2.3.1.2 Originated point code

Information identifying the signalling point from which the message has been originated.

2.3.1.3 Bearer identification code

Information identifying the 64-kbit/s bearer among those interconnecting the destination point and
originating point.

2.3.1.4 Time slot code

Information identifying the submultiplexed circuit at a lower bit rate on the 64-kbit/s bearer which is itself
identified by the bearer identification code.

2.3.2  Message format identifiers

2.3.2.1 Heading

Information discriminating, as applicable, between different groups of individual types of messages within
the set of messages identified by the service information. The heading is split into two levels. The first level
discriminates between different message groups. The second level either discriminates between different message
types or contains a signal.

2.3.2.2 Field length indicator

Information associated with and indicating the length of a variable length field.

2.3.2.3 Field indicator

Information associated with and indicating the presence or absence of an optional field.
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2.3.3  Basic call set-up address information

2.3.3.1 Address signal

A signal containing an element of a Data Country Code (DCC), Data’ Network Identification
Code (DNIC) or a data number. .

2.3.3.2 Destination address
Information sent in the forward direction consisting of a number of address signals indicating the

complete data number of the called user.

2.3.4  Basic call set-up indicators

2.3.4.1 National/international call indicator
Information (for national use only) sent in the forward direction indicating whether the call is a national

or international call. In the destination network, it may for example be used in connection with user facilities
requiring separate handling of international calls.

2.3.42 DCC/DNIC indicator

Information (for national use only) sent in either direction, associated with a data number, indicating
whether the DCC/DNIC is included in that data number.

2.3.4.3 Alternative routing indicator

Information sent in the forward direction indicating that the call has been subjected to an alternative
routing and which may be used to prevent the call being set up over an alternative route more than once.

Note — This signal is provided provisionally, and will be subject to change when the necessary network
capabilities for routing have been determined.

2.3.4.4 User class indicator
Information sent in the forward direction, indicating the user class of service of the calling user. This

indicator may be used to determine the type of interexchange data circuit to be selected and to verify that the
calling and called users belong to the same user class.

2.3.5  Basic call set-up response signals

2.3.5.1 Call accepted signal

A signal sent in the backward direction, indicating that the call can be completed. At the originating
exchange, it results in preparing for data path through-connect and charging.

2.3.5.2 Transit through-connect signal
A signal sent in the backward direction, specifically provided for interworking with decentralized

signalling (see Recommendation X.80 [2]), indicating that the call can be completed and that through-connection
of transit exchanges using decentralized signalling may take place.

2.3.5.3 Network failure signal
A signal sent in the backward direction indicating that the call cannot be completed because of a

temporary fault condition within the network, e.g. expiry of a time-out or line fault. At the originating exchange it
results in sending a no connection call progress signal to the calling user and clearing the call.

2.3.5.4 Number busy signal
A signal sent in the backward direction, indicating that the call cannot be completed because the called

user’s access line to the exchange is engaged in another call. At the originating exchange it results in sending a
number busy call progress signal to the calling user and clearing the call.
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2.3.5.5 Access barred signal

A signal sent in the backward direction, indicating that the call cannot be completed because a user facility
prevents connection of the call to the called user, e.g. as a result of failure of a closed user group validation check.
At the originating exchange, it results in sending an access barred call progress signal to the calling user and
clearing the call.

2.3.5.6 Changed number signal

A signal sent in the backward direction, indicating that the call cannot be completed because the called
number has been changed recently. At the originating exchange, it results in sending a changed number call
progress signal to the calling user and clearing the call.

2.3.5.7 Not obtainable signal

A signal sent in the backward direction, indicating that the call cannot be completed because the called
number is not in use or assigned. At the originating exchange, it results in sending a not obtainable call progress
signal to the calling user and clearing the call.

2.3.5.8 Out of order signal

A signal sent in the backward direction, indicating that the call cannot be completed because either the
called user’s terminal or the called user’s access line is out of service or faulty. At the originating exchange, it
results in sending an out of order call progress signal to the calling user and clearing the call.

2.3.5.9 Controlled not ready signal

A signal in the backward direction, indicating that the call cannot be completed because the called user’s
terminal is in a controlled not ready condition. At the originating exchange, it results in sending a controlled not
ready call progress signal to the calling user and clearing the call.

2.3.5.10  Uncontrolled not ready signal

A signal sent in the backward direction, indicating that the called user’s terminal is in an uncontrolled not
ready condition. At the originating exchange, it results in sending an uncontrolled not ready call progress signal to
the calling user and clearing the call.

2.3.5.11  DCE power off signal

A signal sent in the backward direction, indicating that the called user’s DCE is switched off. At the
originating exchange, it results in sending a DCE power off call progress signal to the calling user and clearing the
call.

2.3.5.12  Network fault in local loop signal

A signal sent in the backward direction, indicating that a fault has been detected in the local access
connection for the called user. At the originating exchange, it results in sending a network fault in local loop cali
progress signal to the calling user and clearing the call.

2.3.5.13  Call information service signal

A signal sent in the backward direction, indicating that the called terminal is not available for reasons
which have been indicated to the information service, and which are not covered by another specific signal. At the
originating exchange, it results in sending a call information service call progress signal to the calling user and
clearing the call.

2.3.5.14 Incompatible user class of service signal

A signal sent in the backward direction, indicating that the called user’s terminal is incompatible with the
characteristics of the calling user’s terminal, e.g. different user class of service. At the originating exchange, it
results in sending an incompatible user class of service call progress signal to the calling user and clearing the call.

2.3.5.15  Network congestion signal

A signal sent in the backward direction, indicating that the call cannot be completed because of temporary
congestion or temporary fault conditions encountered on the route to the called customer. At the originating
exchange this signal results in sending a network congestion call progress signal to the calling user and clearing the
call.
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2.3.5.16  Degraded service signal

A signal sent in the backward direction, indicating that a part of the network, due to faulty conditions, has
a very much reduced grade of service, which is likely to persist for some time. At the originating exchange, it
results in sending a long-term network congestion call progress signal to the calling user and clearing the call.

2.3.5.17  Charge/no charge indicator
Information (for national use only) sent in the backward direction that may be used to indicate that the

call should not be charged at the originating exchange.

2.3.6  Basic call clearing and circuit state signals

2.3.6.1 Circuit released signal

A signal sent in either direction indicating that the interexchange data circuit has been released.

2.3.6.2 Circuit released acknowledgement signal

A signal sent in either direction in response to the circuit released signal and indicating that the
interexchange data circuit has been released.

2.3.6.3 Reset circuit signal

A signal sent to return the interexchange data circuit to the idle state at both ends in situations where, due
to memory mutilation or other causes, the state of the circuit is ambiguous.

2.3.6.4 Blocking signal

A signal sent for maintenance purposes indicating to the exchange at the other end of the interexchange
data circuit that the circuit has to be blocked for outgoing calls.

2.3.6.5 Unblocking signal

A signal sent to cancel the blocked condition at the exchange at the other end of the interexchange data
circuit caused by an earlier blocking signal.

12.3.6.6 Blocking acknowledgement signal

A signal sent in response to a blocking signal indicating that the interexchange data circuit has been
blocked.

2.3.6.7 Unblocking acknowledgement signal
A signal sent in response to an unblocking signal indicating that the interexchange data circuit has been
unblocked.

2.3.7  Additional signals relating to the closed user group facilities

2.3.7.1 Closed user group call indicator

Information sent in the forward direction and in some circumstances in the backward direction, indicating
whether or not the call involves a closed usér group, whether an interlock code is included in the message and
whether or not outgoing access is allowed for the calling user.

2.3.7.2 Interlock code

Information sent in the forward direction, and in some circumstances, in the backward direction,
identifying a closed user.group to which the calling user belongs.

2.3.8  Additional signals relating to the bilateral closed user group and the bilateral closed user group with outgoing
access facilities

2.3.8.1 Bilateral closed user group call indicator

Information sent in the forward direction, indicating whether or not the call is a call within a bilateral
closed user group.
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2.3.8.2 Registration request signal

A signal sent in the forward direction, indicating that facility registration is required.

2.3.8.3 Cancellation request signal

A signal sent in the forward directton, indicating that facility cancellation is required.

2.3.8.4 Registration completion signal

A signal sent in the backward direction, indicating that facility registration is completed at the destination
exchange. At the originating exchange, it results in sending a registration/cancellation confirmed call progress
signal to the calling user.

2.3.8.5 Registration accepted signal
A signal sent in the backward direction, indicating that facility registration is accepted at the destination

exchange. At the originating exchange it results in sending a registration/cancellation confirmed call progress signal
to the calling user.

2.3.8.6 Cancellation completed signal

A signal sent in the backward direction, indicating that facility cancellation is completed at the destination
exchange. At the originating exchange it results in sending a registration/cancellation confirmed call progress signal
to the calling user.

2.3.8.7 Local index

Information sent in the forward direction and backward direction at bilateral closed user group registra-
tion. It indexes the subscriber file to identify the particular bilateral closed user group at the originating or
destination exchange.

239  Additional signals relating to the calling line identification facility

2.3.9.1 Calling line identification request indicator

Information sent in the backward direction, indicating whether or not the calling line identity should be
sent forward.

2.3.9.2 Calling line identity indicator

Information sent in the forward direction, indicating whether, and what form of, a calling line identity is
included in the message.

2.3.9.3 Calling line identity

Information sent in the forward direction, consisting of a number of address signals indicating the
(international) data number of the calling user.

2.3.10  Additional signals relating to the called line identification facility

2.3.10.1  Called line identification request indicator

Information sent in the forward direction, indicating whether or not the called line identity should be
returned. ]

2.3.10.2  Called line identity indicator

Information sent in the backward direction, indicating whether, and what form of,the called line identity is
included in the message.

2.3.10.3  Called line identity

Information sent in the backward direction, consisting of a number of address signals indicéting the
(international) data number of the called user.
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2.3.11 Additional signals relating to redirection of calls facility

2.3.11.1  Redirection request signal

A signal (for national use only) sent in the backward direction, indicating that the called user has
requested redirection of calls to another address.

23.11.2 Redirection address indicator

Information (for national use only) sent in the backward direction, indicating that a redirection address is
included in the message. ’

2.3.11.3  Redirection address

Information (for national use only) sent in the backward direction, consisting of a number of address
signals, indicating the data number to which the call is to be redirected.

2.3.11.4  Redirected call indicator

Information (for national use only) sent in the forward direction, indicating that the call is a redirected
call. This indicator is used to prevent a further redirection, if the user at the new address has also requested
redirection of calls.

2.3.11.5  Redirected call signal

A signal sent in the backward direction, indicating that the call has been redirected to an address other
than the destination address selected by the calling user. At the originating exchange, it results in sending a
redirected call progress signal. ’ ‘

2.3.12  Additional signals relating to the connect when free and waiting allowed facilities

2.3.12.1  Connect when free signal

A signal sent in the backward direction, indicating that the called user, having the connect when free
facility, is busy and that the call has been placed in a queue. At the originating exchange it results in sending a
connect when free call progress signal to the calling user if he has the waiting allowed facility or, if not, in sending
the number busy call progress signal and clearing the call.

2.3.13 Additional signals relating to the reverse charging and reverse charge acceptance facilities

2.3.13.1  Reverse charging request indicator

Information sent in the forward direction, indicating that reverse charging is requested by the calling user.

2.3.13.2  Reverse charge acceptance not subscribed signal
A signal sent in the backward direction, indicating rejection of the call because the called user does not

subscribe to the reverse charge acceptance facility. At the originating exchange it results in sending a reverse charge
acceptance not subscribed call progress signal to the calling user.

2.3.14 Additional signals relating to manual answer

2.3.14.1 Terminal called

A signal sent in the backward direction, indicating that the called user operates with manual answer. At
- the originating exchange it results in sending a rerminal called call progress signal to the calling user.

2.3.15 Additional signals relating to the RPOA selection facilities

2.3.15.1 RPOA selection indicator
Information (for national use only) sent in the forward direction, indicating whether or not the calling user

requires selection of an RPOA for international call routing at the international gateway. When RPOA selection is
required, it also indicates that a RPOA transit network identity is included in the message.
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2.3.152  RPOA transit network identity

Information (for national use only) sent in the forward direction, identifying the requested RPOA transit
network by its DNIC. '

2.3.153  RPOA out of order signal

A signal (for national use only) sent in the backward direction, indicating that the call cannot be
completed, because the selected RPOA transit network is not available for service. At the originating exchange, it
results in sending an RPOA out of order call progress signal to the calling user.

2.3.16 Additional signals relating to the network identification utilities

2.3.16.1 Network identity

Information sent in either direction, identifying an originating, a transit or destination network by its
DNIC. '

2.3.16.2  Originating network identification request indicator

Information sent in the backward direction, indicating whether or not the originating network identity
should be sent forward. -

24 Data channel signalling conditions

These are interexchange data channel conditions employed in the call set-up and clear-down procedures.
The conditions defined in § 2.4 are based on the characteristics of the relevant DTE/DCE interfaces for the
circuit-switched service. The implications of other possible new DTE/DCE interfaces on these conditions have not
yet been determined.

2.4.1  Trunk free condition

A condition transmitted in the forward or backward interexchange data channels when the circuit is free
or under release at the sending exchange.

2.4.2  Trunk seized condition

A condition transmitted in the forward interexchange data channel when the circuit is seized but not
through-connected.

243  Call accepted condition

A condition appearing in the backward interexchange data channel, indicating that all the succeeding
exchanges involved in the connection have connected through. This condition is sent by the called user and
corresponds to the call accepted state at the DTE/DCE interface.

2.4.4  Clear request condition

A condition, appearing in the forward and backward interexchange data channels, sent by the user when
requesting to clear the call.

3 Formats and codes

3.1 Basic format characteristics

3.1.1 General

The data signalling messages are carried on the signalling data link by means of Signal Units (SU), the
format of which is described in the specifications of the Message Transfer Part (MTP), see Recommenda-
tion Q.703.

The data signalling messages are divided into two categories, call and circuit related messages and facility
registration and cancellation related messages. The Service Indicator (SI) included in each signal unit identifies tc
which category the message belongs.

The signalling information of each message constitutes the Signalling Information Field (SIF) of the
corresponding SU signal unit and consists of an integral number of octets. It basically contains the label, the
heading code and one or more signals and/or indicators. :
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3.1.2  Service information octet

3.1.2.1 Format

The service information octet comprises the service indicator and the subservice field.

The service indicator is used to associate signalling information with a particular User Part and is only
used with message signal units (see Recommendation Q.703).

The information in the subservice field permits a distinction to be made between national and interna-
tional signalling messages. In national applications when this discrimination is not required, possibly for certain
national User Parts only, the subservice field can be used independently for different User Parts.

The format of the service information octet is shown in Figure 1/Q.741.

DCBA  DCBA
Subservice Service
field indicator
1st bit
4 4 transmitted
L >
CCITT-35510

FIGURE 1/Q.741
Service information octet

3.1.2.2 Service indicator

The service indicator will be coded as follows:

Bits: DCBA
0110 call and circuit related messages
0111 (facility registration and cancellation messages.

The use of other service indicator codes is specified in Recommendation Q.704.

3.1.2.3 Subservice field

The subservice field is coded as shown in Table 1/Q.741.

TABLE 1/Q.741

Bits: BA Spare
DC National indicator

00 international message

01 spare (for international use)
10 national message

11 reserved for national use

Note — Bits A and B are spare for possible needs that
may require a common solution for all international
User Parts and MTP level 3. Each bit is coded 0.

3.1.3  Format principles

The user generated information in the signalling information field is, in general, divided into a number of
subfields which may be of either fixed or variable length. The first field is the label ficld, see § 3.2. Following the
label field is a heading code HO which, possibly together with a following subheader H1, identifies the structure of
the message. Other fields may be mandatory or optional on a per individual message basis, the presence or
absence of optional fields being indicated by field indicators. Each field indicated below is mandatory unless
explicitly indicated as optional.
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‘ 3.1.4  Order of bit transmission

Within each defined subfield the information is transmitted least significant bit first.

3.1.5 Coding of spare bits

Each spare bit is coded 0 unless otherwise indicated.

3.1.6  Indicators for national use only

A number of indicators specified are indicated as for national use only. In international use the
corresponding bits are coded 0 and are, as regards their interpretation, equivalent to spare bits.

3.2 Label

3.2.1 General

The label is an item of information which forms part of every signalling message and is used by the
message routing function at MTP Level 3 to select the appropriate signalling route and by the User Part function

to identify the particular transaction (e.g. the call) to which the message pertains.

In general, the label information encompasses an explicit or implicit indication of the message source and
destination and, depending on the application, various forms of transaction identification.

For call and circuit related messages the transaction is conveniently identified by including the corre-
sponding circuit identity in the label. In the following, two such label structures are specified:

— a basic label structure which, consistent with the standard telephone label structure (Recommenda-
tion Q.723), is designed to meet the requirements for identification of data circuits derived from

standard data multiplexers (see Recommendations X.50 [3] and X.51 [4]);

— an alternative label structure, identical to the standard telephone label structure, which may be used in

applications where the data circuits use full 64-kbit/s digital circuits without submultiplexing.

For facility registration and caneellation related messages the specified label structure is equivalent to the
standard routing label of the MTP.

Note — The indication (48) below the label field in Figures 5/Q.741 to 11/Q.741 refers to the basic label,
which is described in § 3.2.2, but is intended to show that other label lengths are possible.

3.2.2  Basic label for call and circuit related messages

3.2.2.1 General

The basic label has a length of 48 bits and is placed at the beginning of the signalling information field.

The format is as shown in Figure 2/Q.741.

HGFEDCBA
TSC BIC OPC DPC
1st bit
8 . 12 14 14 transmitted
R —————
CCITT-42220

FIGURE 2/Q.741

Basic label for data call and circuit related messages
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The general function of the label components is defined in § 3.2.1. The portion of the basic label that
consists of the Destination Point Code (DPC) and Originating Point Code (OPC) fields and the four least
significant bits of the Bearer Identification Code (BIC) field corresponds to the standard routing label specified in
Recommendation Q.704.

3.2.2.2 Destination and originating point codes

The standard structure requires that each data switching exchange in its role as a signalling point is
allocated a code from a code plan established for the purpose of unambiguous identification of signalling points.

Separate code plans will be used for the international signalling network and for different national
signalling networks.

The principles of code allocation which apply to the international signalling network are for further study.

The destination point code will be the code applicable to the data switching exchange to which the
message is to be delivered. The originating point code will be the code applicable to the data switching exchange
from which the message is sent.

3.2.2.3 Bearer identification code

The allocation of bearer identification codes to individual bearers is determined by bilateral agreement
and/or in accordance with applicable predetermined rules.

For bearers which form part of a 2.048-Mbit/s PCM system according to Recommendation G.734 [5], the
bearer identification code contains in the 5 least significant bits a binary representation of the actual number of
the time slot which is assigned to the bearer. The remaining bits of the bearer identification code are used where
necessary, to identify one among several systems, interconnecting the originating point and destination point.

For bearers which form part of a 8.448-Mbit/s PCM system the bearer identification code will be coded in
accordance with the scheme specified for the circuit identification code for the corresponding case in Recommen-
dation Q.723.

3.2.2.4 Time slot code

The coding of the time slot code (TSC) is as follows (bit numbering as in Figure 2/Q.741):

a) In the case where the data circuit is derived from the data multiplex carried by the bearer, identified
by the bearer identification code:

—  bits ABCD will contain, in pure binary representation, the channel number of the circuit within
the 12.8-kbit/s (Recommendation X.50 [3]) or 12-kbit/s (Recommendation X.51 [4]) phase; the
channel number being in the range (see Recommendations X.50 [3], X.51[4], X.53 [6]
and X.54 [7)):

0-15 for 600-bit/s circuits
0- 3 for 2400-bit/s circuits
0- 1 for 4800-bit/s circuits
0  for 9600-bit/s circuits

— bits EFG will contain, in pure binary representation, the number of the 12.8-kbit/s or 12-kbit/s
phase, the phase number being in the range 0-4;

—  bit H will be coded 0.

b) In the case where the data circuit uses the full 64-kbit/s bearer rate, the time slot code will be
01110000.

3.2.3  Alternative label for call and circuit related messages

In applications where all data circuits use full 64-kbit/s digital circuits, a label structure as shown in
Figure 3/Q.741 may be used in mutual agreement.

This label structure is equivalent to the standard telephone label structure specified in Recommenda-
tion Q.704. The destination point code (DPC) and originating point code (OPC) fields are as in the basic label
structure and the Circuit Identification Code (CIC) is as the bearer identification code field in the basic label
structure (see § 3.2.2).
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cic oPC " DPC

1st bit
12 14 14 transmitted

. - ———p
CCITT-35521

FIGURE 3/Q.741
Alternative label for data and circuit related messages

3.24  Standard label for facility registration and cancellation messages

Facility registration and cancellation messages will have a label in accordance with Figure 4/Q.741.

0000
oPC DPC
1st bit
4 14 14 transmitted
- >
CCITT-35871

FIGURE 4/Q.741
Standard label for facility registration and cancellation messages

This label structure is equivalent to the standard routing label specified for the MTP (see Recommenda-
tion Q.704). The destination point code (DPC) and originating point code (OPC) fields are used as for the basic
label, see § 3.2.2.

3.2.5 Modified label

In cases where the data transmission service is provided by public data networks comprising few
exchanges and signalling relations, it may be attractive to use shorter labels than those specified in §§ 3.2.2
to 3.2.4. In such applications a modified label, having the same order and function, but possibly different sizes, of
subfields may be used in mutual agreement. In such a case the label used for MTP Level 3 messages should be
modified accordingly. Also, in some national applications it may be necessary to use an extended modified label.

33 Formats and codes for call and circuit related messages

3.3.1 Heading

The different heading codes (HO) for the call and circuit control messages are allocated as shown in
Table 2/Q.741. ‘
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3.3.2  Address message

3.3.2.1 The format of the address message is as shown in Figure 5/Q.741.

TABLE 2/Q.741

0000
0001
0010
0011
0100
0101
0110
0111
1000
to
1111

spare
address message

calling linc identification messages

spare
call accepted messages
call rejected messages

clear messages

circuit state messages

spare

1st bit

transferred
.

000000 FEDCBA DCBA 0001
User Message | Heading
class | indica- code Label
indicator tors HO
4+2 6 4 4 (48)
HGFEDCBA HGFEDCBA
Second First Destina- Field
indicator indicator tion length
octet octet . address indicator
8 8 nx8 4
0000
RPOA Field Closed
transit Calling line length user group
network identity indi- interlock
identity cator code
16 m x 8 4 4 32

FIGURE 5/Q.741
Address message

The fields, subfields and codes are as follows:

3.3.2.2 Label

See § 3.2.

3.3.2.3 Heading code HO

See § 3.3.1.
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3.3.2.4 Message indicator

The coding ts shown in Table 3/Q.741.

TABLE 3/Q.741

w
=

Field indicator of first indicator octet
first indicator octet not included

—Oog -0 —OWwW —O >

first indicator octet included

DCC/DNIC indicator (national use only, see § 3.1.6)
DCC/DNIC included in destination address
DCC/DNIC not included in destination address

National/international call indicator (national use only, § 3.1.6)
international call
national call

Alternative routing indicator
no alternative routing made
alternative routing made

3.3.2.5 User class indicator

The coding is shown in Table 4/Q.741.

TABLE 4/Q.741

Bits FEDCBA
000000
to
100000
100001
to
100110
100111

-
o

—_ e ———
—_————— O
—= == s OO O OO O —

—_C —0Q —mwococooO~—
oo~ —00—
—_O — O — O -

—_——
O —
O —

—_—
—
—
—_—

spare

asynchronous user classes, as applicable; bits ABC
coded as bits bl, b2, b3 of first user class
character in Recommendation X.71 [8]

spare

600 bit/s (user class 3)
2400 bit/s (user class 4)
4800 bit/s (user class 5)
9600 bit/s (user class 6)

48 000 bit/s (user class 7)

spare

reserved for national use

Synchronous user

classes corresponding

to second user class
charter in
Recommendation X.71 (8]

3.3.2.6 Spare bits

3.3.2.7 Field length indicator

A code expressing in pure binary representation the number of address signals in the destination address.

3.3.2.8 Destination address field

This field is divided into an even number of semi-octets. The decimal value of each destination address
digit is expressed in pure binary representation of an address signal. The digits are sent in descending order with
most significant digit first. In case of an odd number of address signals a 4-bit 0000 filler code is included in the

last semi-octet of the field.
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3.3.2.9 First indicator octet

This is an optional field that is included if indicated in bit A of the message indicators. The coding is
shown in Table 5/Q.741. '

TABLE 5/Q.741

Bits B A Calling line identity indicator

00 calling line identity not included

01 calling line identity without DCC/DNIC included
(national use only)

DCC/DNIC only included

calling line identity with DCC/DNIC included
CUG call indicator

ordinary call

spare

CUG call, outgoing access allowed

CUG call, outgoing access not allowed

BCUG call indicator
ordinary call
BCUG call

Reserved for charging information-indicator; coded 0

—_——ocolld ——
—_o—0o N —O

Qm—om

Reserved for an addjtional routing information indicator;
coded O .

Field indicator of the second indicator octet
second indicator octet not included
second indicator octet included

— o I

3.3.2.10  Second indicator octet

This is an optional field that is included if indicated in bit H of the first indicator octet. The coding is
shown in Table 6/Q.741.

TABLE 6/Q.741

Bit Redirected call indicator (national use only, see § 3.1.6)
ordinary call

redirected call

RPOA selection indicator (national use only, see § 3.1.6)
no RPOA code included
RPOA code included

Reverse charging request indicator
no reverse charging request
reverse charging request

Called line identification request indicator
no called line identification requested
called line identification requested

l‘ Spare

T O Tmm—°o0 —onN —® —<9»

Resérved for field indicator for third indicator octet;
coded 0

3.3.2.11  Closed user group interlock code

This is an optional field that is included only when indicated in bits CD in the first indicator octet. The
format of the interlock code is in accordance with Figure 6/Q.741.
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Binary Code DNIC. DNIC DNIC DNIC

D4 D3 D2 D1
1st bit
16 4 4 4 4 transmitted
>
CCITT-42240

FIGURE 6/Q.741
Format of interlock code

Each of the first four semi-octets contains a decimal digit, the value of which is expressed in pure binary
representation, of the DNIC (or DCC plus one digit) of the coordinating Administration of the closed user group
concerned (see Recommendation X.87 [1]). The 16-bit binary code is the code assigned to the closed user group
concerned.

3.3.2.12  Spare bits

Included only when the calling line identity is included.

3.3.2.13  Field length indicator

This is an optional field that is included only when the calling line identity is included. It is a code
expressing in pure binary representation the number of address signals in the calling line identity included.

3.3.2.14  Calling line identity
This is an optional field that is included only if indicated in bits AB of the first indicator octet. This field
is divided into an even number of semi-octets. It contains a number of decimal digits of the national or

international data number of the calling line or of the DNIC of the originating network. The coding of each digit,
their order of transmission and the use of a filler code is as specified in § 3.3.2.8.

3.3.2.15  RPOA transit network identity

This is an optional field that is included only if indicated in bit B in the second indicator octet. This field
is divided into four semi-octets, each of which contains a decimal digit of the applicable DNIC. The coding and
order of transmission of these digits is as specified in § 3.3.2.8.

3.3.3  Call accepted message

3.3.3.1 The format of the call accepted message is as shown in Figure 7/Q.741.

The fields, subfields and codes are as follows:

3.3.3.2 Label

See § 3.2

3.3.3.3 Heading code HO

See § 3.3.1.

3.334 Signal

The signal information is coded as shown in Table 7/Q.741 (corresponding call progress signal digits, as
applicable, are indicated within brackets).
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. HGFEDCBA HGFEDCBA DCBA 0100
Second First .
indicator indicator Signal Heading Label
code
octet octet
: 1st bit
8 8 4 4 (48) transmitted
R ———
0000 0000
Closed user group Called Field
interlock line length
code identity indicator
0000
Transit Field . . Field
network length ché'é?ggscm length
identities indicator indicator
CCITT-42250
qx16 4 px8 4

FIGURE 7/Q.741
Call accepted message

TABLE 7/Q.741

Bits DCBA
0000
0001
0010
0011
0100 |

to [

—_—— = = O OO
—_— 0 o0 ==
—_0 = O —

—

reserved for call progress signal code 00
terminal called (01)

redirected call (02)

connect when free (03)

spare
call accepted
transit through connect

redirection request

spare
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3.3.3.5 First indicator octet

The coding is shown in Table 8/Q.741.

TABLE 8/Q.741

Bits A Called line identity indicator

0 called line identity not included

1 called line identity without DCC/DNIC included (national use only)
0 DCC/DNIC only included

1

called line identity with DCC/DNIC included

Charge/no charge indicator (national use only, see § 3.1.6)
normal charging
no charging

Calling line identity request indicator
calling line identification not requested
calling line identification requested

Originating network identification request indicator
originating network identification not requested
originating network identification requested

Transit network identity indicator
no transit network identity included
one or more transit network identity(ies) included

Spare

Field indicator of the second indicator octet
second indicator octet not included
second indicator octet included

—om —om —~o0 —o0

—oI Q

3.3.3.6 Second indicator octet

An optional field that is included if indicated in bit H of the first indicator octet. The coding is shown in
Table 9/Q.741. : '

TABLE 9/Q.741

Bits Redirection address indicator (national use only, see § 3.1.6)
redirection address not included - )
redirection address without DCC/DNIC included

spare

redirection address with DCC/DNIC included

A
0
1
0
1
C CUG call indicator (national use only, see § 3.1.6)"
0 ordinary call _

i spare

0 CUG call, outgoing access allowed

1 CUG call, outgoing access not allowed

E,F,G Spare
H Reserved for field indicator of a third indicator octet; code 0

¥ Note that CUG information is only applicable to CUG calls that are redirected, see
Recommendation X.87 [1].

3.3.3.7 Spare bits

Included only when the called line identity is included.

3.3.3.8 Field length indicator

An optional field that is included only when the called line identity is included. It is a code expressing in
pure binary representation the number of address signals in the called line identity included.
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3.3.3.9 Called line identity
An optional field that is included only if indicated in bits AB in the first indicator octet. This field is
divided into an even number of semi-octets. It contains a number of decimal digits of the national or international

data number of the called line or of the DNIC of the destination network. The coding of each digit, their order of
-transmission and the use of the filler code is as specified in § 3.3.2.8.

3.3.3.10  Closed user group inteiluck code

An optional field that is included only if indicated in bits CD of the second indicator octet. The format
and code of the interlock code is as specified in § 3.3.2.11.

3.3.3.11  Spare bits

An optional field that is included only when a redirection address-is included.

3.3.3.12  Field length indicator

An optional field that is included only when a redirection address is included. It is a code expressing in
pure binary representation the number of address signals in the redirection address included.

3.3.3.13  Redirection address
An optional field that is included only if indicated in bits AB of the second indicator octet. This field is

divided into an even number of semi-octets. It contains a number of decimal digits. The coding of each digit, their
order of transmission and the use of the filler code is as specified in § 3.3.2.8.

3.3.3.14  Spare bits

Included only when at least one transit network exchange is included.

3.3.3.15  Field length indicator
An optional field that is included. when at least one transit network identity is included. It is a code

expressing in pure binary representation the number of transit network identities, i.e. the number of 16-bit
subfields in the transit network identity field.

3.3.3.16 Transit network identities

An optional field that is included only when indicated in bit F of the first indicator octet. This field
contains one or more 16-bit subfields, each divided into 4 semi-octets. The coding of each dlglt and their order of
transmission is as spemﬁed in § 3.3.2.8.

3.3.4  Call rejected message

3.3.4.1 The format of the call rejected message is as shown in Figure 8/Q.741.

DCBA 0101
'}Jdeetnwt?tl;i( Sego‘nd Fi_rs_t Indi- Heading Label
of oﬁgin digit digit cators code
] 1st bit
16 .4 4 4 4 . (48) transmitted
. . >
CCITT-35550

FIGURE 8/Q.741
Call rejected message
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The fields, subfields and codes are as follows:

3.3.4.2 Label

See § 3.2.

3.3.43 Heading code

See § 3.3.1.

3.344 Indicators

The coding is shown in Table 10/Q.741.

TABLE 10/Q.741

Bit A Reserved for a field indicator of a possible optional field
for extended call progress information

Field indicator of network identity of origin
network identity of origin not included
network identity of origin included

Spare

U —ow

Reserved for a possible indication that immediate clearing
should not take place; coded 0

3.3.4.5 First and second digit

Each of the two fields contains a decimal digit expressed in pure binary representation. The combination
of the two decimal digits expresses. the signal indicating the cause for call rejection. The values of the decimal
digits are as shown in Table 11/Q.741. This coding should be consistent with the corresponding coding of
DTE/DCE interface call progress signals, see Recommendation X.21 [9].

Note 1 — An interexchange signal not corresponding to a specific DTE/DCE interface call progress
signal will, as required, be coded by over-decadic combination of the two digits.

Note 2 — Some of the call progress signal code groups specified in Recommendation X.21 [9] correspond
to other message types than the call rejected message.

Note 3 — The reverse charge acceptance not subscribed signal has not yet been assigned a code.

TABLE 11/Q.741

Digits 20 network failure
21 number busy
41 access barred
42 changed number
43 not obtainable
44 out of order
45 controlled not ready
46 uncontrolled not ready
47 DCE power off
48 invalid facility request®
49 network fault in local loop
51 call information service
52 incompatible user class of service
61 network congestion
71 degraded service
72 RPOA out of order

“ Applicable to the facility registration/cancellation request
rejected message only, see § 3.4.4.4.
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3.3.4.6 Network identity of origin

This is an optional field that is included only if indicated in bit A of the indicator field. It contains the
network identity of the exchange rejecting the call and thus originating the message. This field is divided into four
semi-octets, each of which contains a decimal digit of the DNIC of the origin of the message. The coding and
order of transmission of these digits is as specified in § 3.3.2.8. Inclusion of this field is mandatory for

international traffic.

3.3.5  Clear message

3.3.5.1 The format of the clear message is as shown in Figure 9/Q.741.

DCBA 0110
. Heading
Slgnal code HO Label
1st bit
4 4 (48) transmitted
L >
CCITT-35570

FIGURE 9/Q.741
Clear message

The fields and codes are as follows:

3.3.5.2 Label

See § 3.2.

3.3.5.3 Heading code HO

See § 3.3.1.

3.3.5.4 Signal

The coding is shown in Table 12/Q.741.

TABLE 12/Q.741

Bits DCBA

0000
0001
0010
0011
0100
to

—_———o oo
—_ 0 o= =0
— P o

spare
spare

circuit released (forward)
circuit released acknowledgement (forward)

‘ spare

circuit released (backward)
circuit released acknowledgement (backward)

l

[ spare

3.3.6  Circuit state message

3.3.6.1 The format of the circuit state message is as shown in Figure 10/Q.741.
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DCBA 0111
: Heading
Signal code HO Label
1st bit
4 a4 (48) transmitted
— >
CCITT-35570

The fields and codes are as follows:

3.3.6.2 Label

See § 3.2.

3.3.6.3 Heading code HO

See § 3.3.1.

3.3.6.4 Signal

The coding is shown in Table 13/Q.741.

3.3.7

FIGURE 10/Q.741
Circuit state message

TABLE 13/Q.741

Bits DCBA
0000
0001

spare
spare
blocking

blocking acknowledgement

unblocking

unblocking acknowledgement

spare
reset circuit

spare

Calling line identity message

3.3.7.1 The format of the calling line identity message is as shown in Figure 11/Q.741.

0000 DCBA 0010
Calling Field . .
line length cators | codetig | Label
identity indicator
1st bit

mx8 4 4 4 4 (48) transmitted

. L >

CCITT-35551

FIGURE 11/Q.741

Calling line identity message
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The fields, subfields and codes are as follows:

3.3.7.2 Label

See § 3.2.

3.3.7.3 Heading code H0

See § 3.3.1.

3.3.7.4 Indicators

The coding is shown in Table 14/Q.741.

TABLE 14/Q.741

Bits BA Calling line identity indicator '
00 calling line identity not included®
01 calling line identity without DCC/DNIC included (national use only)
10 DCC/DNIC only included
11 calling line identity with DCC/DNIC included

C,D Spare

4 As presently defined, this message always includes the calling line identity.

3.3.7.5 Spare bits

Included only when the calling line identity is included.

3.3.7.6 Field length indicator

This is an optional ¥ field that is included only when the calling line identity is included. It is a code
expressing in pure binary representation the number of address signals in the calling line identity.

3.3.7.7 Calling line identity

This is an optional ? field that is included only if indicated in bits AB of the indicator field. See also
§ 3.3.2.14. ‘ ' :

34 Formats and codes for facility registration and cancellation messages

3.41 Heading

‘The different heading codes (HO0) for the facility registration and cancellation messages are shown in
Table 15/Q.741.

TABLE 15/Q.741

0000 spare .
0001 facility registration/cancellation request message
0010 facility registration/cancellation accepted messages
0011 facility registration/cancellation rejected messages
0100

to spare
1111

3 As presently defined, this message always includes the calling line identity.
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Facility registration/cancellation request message

3.4.2.1 The format of the facility registration/cancellation request message is as shown in Figure 12/Q.741.

0000 FEDCBA DCBA 0001
Field User .
length class Signal ?:jg":g Label
indicator indicator :
1st bit
4 2+6 6 4 4 (32) transmitted
U
0000 HGFEDCBA
Calling Field First N
line length il-noz;::i indicator Dzztér:ggson
identity indicator octet
CCITT-42260
mx8 4 4 8 8 mx8

‘FIGURE 12/Q.741
Facility registration/cancellation request message
The fields, subfields and codes are as follows:

3.4.2.2 Label

See § 3.2.

3.4.2.3 Heading code HO

See § 3.4.1.

3.4.2.4 Signal

The coding is shown in Table 16/Q.741.

TABLE 16/Q.741

Bits DCBA
0000 spare
0001 registration request
0010 cancellation request
0011 |
to spare
1111 I

3.4.2.5 User class indicator
See § 3.3.2.5.
3.4.2.6 Spare bits

3.4.2.7 Field length indicator

See § 3.3.2.7.
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3.4.2.8 Destination address

See § 3.3.2.8.

3.4.2.9 First indicdtor octet

The coding is shown in Table 17/Q.741.

TABLE 17/Q.741

Calling line identity indicator

calling line identity not included

calling line identity without DCC/DNIC included (national use only)
DCC/DNIC only included

calling line identity with DCC/DNIC included

BCUG indicator
no BCUG registration/cancellation
BCUG registration/cancellation

Field indicator for local index
local index not included
local index included

Bits

—_—oow
T O —2o0 —o0O mc—o»

m
e

Spare
Reserve for field indicator for second indicator octet; coded 0

3.42.10  Local index

This is an optional field that is included only if indicated in bit D in the first indicator octet. In the case
of registration request it is the local index assigned by the user requesting registration. In the case of cancellation
request it is the local index assigned by the remote user in the BCUG being cancelled.

3.4.2.11  Spare bits

Included only when the calling line identity is included.

3.4.2.12  Field length indicator

This is an optional field that is included only when the calling line identity is included. The code is as
specified in § 3.3.2.13. '

3.4.2.13  Calling line identity

This is an optional field that is included only if indicated in bits AB in the first indicator octet. The
structure and codes are as specified in § 3.3.2.14.

3.43  Facility registration/cancellation request accepted message

3.4.3.1 The format of the facility registration/cancellation request message is as shown in Figure 13/Q.741.

HGFEDCBA 0000 DCBA 0010
First Desti- Field .
!“:;:)I( indicator | nation length Signal S:g:ﬁg Label
octet address {indicator
1st bit _
8 8 nx8 4 4 4 4 (32) transmitted
| I
CCITT-42270

FIGURE 13/Q.741
Facility registration/cancellation request accepted message
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The fields, subfields and codes are as follows:

3.4.3.2 Label
See § 3.2.

3.4.3.3 Heading code HO
See § 3.4.1.

3.43.4 Signal
The coding is shown in Table 18/Q.741.

TABLE 18/Q.741

Bits 0000 spare
0001 registration completion
0010 registration accepted
0011 cancellation completed
0100
to spare
1111

3.4.3.5 Spare bits

3.4.3.6 Field length indicator
See § 3.3.2.7.

3.4.3.7 Destination address

See § 3.3.2.8.

3.4.3.8 First indicator octet

The coding is shown in Table 19/Q.741.

TABLE 19/Q.741

Bits Spare
BCUG indicator
no BCUG registration/cancellation

BCUG registration/cancellation

Field indicator for local index
local index not included
local index included

Spare

Reserved for field indicator for second indicator octet;
coded 0

—o) —cow »

v
=-Jo)

3.4.3.9 Local index

This is an optional field that is included only if indicated in bit C of the first indicator octet. It contains
the local index of the user at the exchange from which the message is originated.

3.4.4  Facility registration/cancellation request rejected message

3.4.4.1 The format of the facility registration/cancellation réquest rejected message is as shown in Figure
14/Q.741:
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0011
Destination IE:\el?h Second First Heading Label
address _'eng digit digit code HO
indicator
1st bit
nx8 4 4 4 4 (32) transmitted

.

CCITT-35550

FIGURE 14/Q.741
Facility registration/cancellation request rejected message

The fields, subfields and codes are as follows:

3.4.4.2 Label field

See § 3.2.

3.4.4.3 Heading code

See § 3.4.1.

3.4.4.4 First and second digit

Each of the two fields contains a decimal digit expressed in pure binary representation. The combination
of the two decimal digits expresses the signal indicating the cause for facility registration/cancellation request
rejection. The values of the decimal digits are as specified in § 3.3.4.5 for the relevant signals.

3.4.4.5 Spare bits

3.4.4.6 Field length indicator

See § 3.3.2.7.

3.4.4.7 Destination address

See § 3.3.2.8.

35 Data channel signalling conditions

The following conditions are those appearing in the interexchange data channels that in certain phases of a
call have to be transmitted and/or detected in an exchange.

The coding of the presently specified data channel conditions is determined by the codes of the
corresponding DTE/DCE interface states consistent with Recommendation X.21 [9].

The data channel signalling conditions will be coded as follows (data bits/status bit):

a) trunk free condition: 0 ... 0/0 (see Notes 1 and 3),

b) trunk seized condition: 1 ... 1/0,

¢) call accepted condition: 1 ... 1/1,

d) call request condition: 0 ... 0/0.

The above codes imply that the code-0 of the status bit on an interexchange data channel results in the

OFF condition at the DTE/DCE interface consistent with Recommendation X.21 [9], and that the code 1 results
in the ON condition.

Note I — The code to be used for the frunk free condition in networks that cannot support bit sequence
independence is for further study.

Note 2 — The implications for the data channel conditions, and their codes, of potential ISDN applica-
tions and/or of possible new DTE/DCE interfaces are a subject for further study.
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Note 3 — As a national option, the data bits in the even positions of each envelope may be permanently
inverted both at the transmitting and at the receiving ends of the interexchange data channels. Such inversion
implies that the above specified codes (as well as information transferred during the data phase) will appear on
the data channel correspondingly inverted. This option enables the trunk free condition in the case of the 8-bit
envelope to be the same as the idle pattern for telephone channels as generated by a digital exchange complying
with the standards related to the A-law.

4 Basic call control and signalling procedures

4.1 General

4.1.1  The call control procedures specified in this § 4 are based on the requirements of the circuit-switched data
transmission service as presently defined in the Series X Recommendations. In particular, the requirements
specified for exchange through-connection and data channel conditions are dependent on the characteristics of the
present DTE/DCE interfaces for the circuit-switched service. Also, the implications of ISDN applications of
common channel signalling for circuit-switched data transmission services have not yet been fully determined.

4.1.2 The basic call control procedure is divided into two phases: call set-up and call clear-down, which are
separated from one another by the data phase. A combination of messages on the signalling link and exchanges of
conditions in the interexchange data channels are used to establish and terminate the different phases of the call.

4.1.3  The procedures specified in this § 4 in principle only relate to basic calls, i.e. calls not involving any user
facilities. The additional requirements to be met in the cases of calls involving user facilities and network utilities
are specified in § S and Recommendation X.87 {1].

4.1.4 The interexchange data channel signalling conditions and the connect-through procedures specified ensure
that the conditions in the network are compatible with the conditions and procedures for the present DTE/DCE
interfaces.

4.1.5 Link-by-link transfer of signalling information assembled in messages is used and address information is
signalled with all the elements of an address contained in one message. The network numbering is specified in
Recommendation X.121 [10]. The network routing to apply is defined in Recommendation X.110 {11].

4.1.6  Requirements of interworking with decentralized signalling are specified in Recommendation X.80 [2].

4.2 Overall call set-up and clear-down procedures

The overall call set-up and clear-down procedures are outlined hereunder. The detailed signalling
and switching procedures are covered in §§ 4.3 and 4.4 respectively. These procedures are illustrated in
Tables 20/Q.741 and 21/Q.741.

42.1 Call set-up

4.2.1.1 When the originating exchange has received the complete selection information from the calling user and
has determined that the call is to be routed to another exchange, it seizes a free interexchange data circuit and
sends an address message on the signalling link. The address message in principle contains all of the information
that is required to route and connect the call to the called user and may also include the calling line identity and
other information related to any user facilities and network utilities that are required.

4.2.1.2 A transit exchange, on receipt of an address message will analyse the destination address and the other
routing information to determine the routing of the call. The transit exchange then seizes a free interexchange data
circuit and sends an address message to the next exchange and connects through the data path. In the case of
congestion at the transit exchange it may select an alternative route, or send a call rejected message to the
preceding exchange indicating congestion and clearing of the call.
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4.2.1.3 Upon receipt of an address message the destination exchange will analyse the destination address to
determine to which user the call should be connected. It will also check. the called user’s line condition and
perform various checks to verify whether or not the connection is allowed. These checks will include correspon-
dance of user class and any checks associated with user facilities. In the case where the connection is allowed, the
destination exchange will call the called user in accordance with the applicable DTE/DCE interface protocol. The
called user will normally respond with a call accepted (or corresponding) signal. If the call cannot be completed
due to, for instance, the called user being busy, a call rejected message indicating this is sent to the preceding
exchange and clearing takes place. '

4.2.1.4 At connection of the call the destination exchange normally sends a call accepted message to the preceding
exchange. Depending on the circumstances the call accepted message may include information related to specific
network conditions and any user facilities or network utilities involved (see § 5).

4.2.1.5 Upon receipt of a call accepted message a transit exchange sends the corresponding call accepted message
to the preceding exchange. If it is an international transit exchange the applicable transit network identity (see
§ 5.11) will be included in the call accepted message.

4.2.1.6 When the originating exchange receives a call accepted message indicating that the call can be completed,
it prepares to connect through the data path. The originating exchange then connects through and starts charging,
as applicable. In certain cases, e.g. when certain user facilities are involved, data path through-connection is
preceded by the sending of a call progress signal or other information to the calling user.

4.2.1.7 In the cases when the call cannot be completed, the originating exchange will send an appropriate call
progress signal, indicating the cause of call rejection, to the calling user and clear the call.

4.2.2  Call clear-down

4.2.2.1 Normally the clearing action initiated by a user will propagate rapidly along the connection and initiate
release at each exchange involved. When both users clear at approximately the same time, clearing will propagate
from both ends.

4.2.2.2 When detecting a valid clearing signal from the local user, the originating or destination exchange will
release the connection and send a clear message to the adjoining exchange. The clearing signals originated by a
user will pass through the local exchange and will appear on the interexchange data circuits and at the distant
local exchange until such time as the clearing signals are acted upon and the connection is released. The actions at
the exchange releasing the connection, including the condition sent on the interexchange data circuits when
released, are thérefore specified to be consistent with the clearing procedures of the DTE/DCE interfaces.

4.2.2.3 Clearing may also be initiated by a data exchange during call set-up when the call cannot be connected
due to a user or network condition.

4.2.2.4 After release of the connection the clearing procedure is completed for each interexchange data circuit
individually. A data circuit is assumed to be free for a new call at an exchange when both the forward and
backward clearing indications relating to that data circuit have been sent and received.

4.3 Normal switching procedures

43.1  General

4.3.1.1 The switching procedures specified hereunder define the actions to be performed at call set-up and
clear-down and the sequencing of these actions in relation to the handling of signalling messages and data channel
signalling conditions. The specified connect-through and release actions and the coding of the data channel
signalling conditions (see § 3.4) are based on the requirement for consistency with the present DTE/DCE interface
protocol for the circuit- switched service.

Note — The implications for the procedure specified hereunder of possible new DTE/DCE interfaces for
the circuit-switched service are for further study.

4.3.1.2 The trunk free condition is sent on the free interexchange data channels. Also, at release of an
interexchange data circuit, the trunk free condition is immediately applied to its transmit channel. Both directions
of transmission must be through-connected at (approximately) the same time.
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68¢

TABLE 20/Q.741

Call set-up and clear-down procedure for successful basic call

L Interexchange Interexchange . Interexchange Interexchange .
Originating data circuit signalling link Transit signalling link data circuit Destination
exchange exchange exchange
R D — «— — — R «— |
Trunk free condition TF TF Trunk free condition TF TF Trunk free condition
| | | |
Selection information received | | ] |
Determine routing | I | |
Free circuit seized | i | |
Trunk seized sent TS | | |
Address message sent | | AM | |
| | 1 |
| | Address message received | |
| | Routing determined | |
| | Free circuit seized | |
| | Data path connected TS |
l | Address message sent AM | |
| | | |
i | | | Address message received
| | | | Called user determined
I ! | | State and validity checked®
| I | | User called
| | | |
I 1 - | CA Call accepted received
| | | | Data path connected
| | CAM | | Call accepted message sent® .
| | | I
| | Call accepted message received | |
R | CAM Call accepted message sent | |
| | : | |
Call accepted message received | | | |
Call accepted condition received I CA | |
Data path connected | | | |
Charging started 1 | | |

“ Alternatively, the call accepted message can be sent before called user response.
® Qptionally, remote user clear request condition may also be used as a release criterion.
Messages on signalling link

Data circuit conditions

T
T

F Trunk free condition
S Trunk seized condition

CA Call accepted condition
RD Ready for data condition
CR Clear request condition

Contiguous transmission
of previous condition

AM Address message

Call accepted message
Call rejected message
Clear message

CAM
CRM
CLM
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TABLE20/Q.741 (cont’d)

Call set-up and clear-down procedure for successful basic call

R Interexchange Interexchange . Interexchange Interexchange L.
Originating data circuit signalling link Transit signalling link data circuit Destination
exchange exchange exchange
— - —> - —> «— — «—
Ready for data received RD RD RD RD Ready for data received
by calling user | : | | by called user
| | I
Data phase Data Data Data phase Data Data Data phase
| | | |
Clear request received CR | CR | Clear request received
from calling user | | | | by called user™
Data path released | | | |
"Clear message sent | | CLM | |
Trunk free sent TF | Clear message received I CR Clear request received
Clear confirmation | | Data path released I | from called user
sent to calling user | CR - CLM Clear message sent on CLM | | Data path released
| | both sides CLM 1 [ Clear message sent
| TF Free trunk sent on TF TF Free trunk sent
Clear message received | | both sides | | Clear confirmation
(Outgoing) circuit free | | (Incoming) circuit free | | sent to called user
| | I I
| | Clear message received | | Clear message received
I | (Outgoing) circuit free | | (Incoming) circuit free

) Alternatively, the call accepted message can be sent before called user response.
® Optionally, remote user clear request condition may also be used as a release criterion.
Data circuit conditions

TF
TS
CA
RD
CR
|
|

Trunk free condition
Trunk seized condition
Call accepted condition
Ready for data condition
Clear request condition
Contiguous transmission
of previous condition

Messages on signalling link

AM Address message
CAM Call accepted message
CRM Call rejected message
CLM  Clear message
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TABLE 21/Q.741

Call set-up and clear-down procedure for basic call with number busy

Interexchange

Interexchange

Interexchange

Interexchange

Originating data circuit signalling link Transit signalling link data circuit Destination
exchange exchange - exchange
—_— [ — — -— — -— — «—
Trunk free condition TF TF Trunk free condition TF TF Trunk free condition
I | . ] I
Call set up as for TS | AM | |
successful call | | | |
| | | I
| l Call set up as for | |
| ! successful call AM TS |
! | : ] |
| | | | Address message received
| | I | Called user busy
| | | | Call released
| | CRM | | Call rejected message sent
I | | |
| | | I
Call rejected message received | | Call rejected message received | I
Call released | | Call released | |
Calling user cleared I | CRM Call rejected message sent | |
Clear message sent | | CLM Clear message sent CLM | |
Trunk free sent TF TF Trunk free sent TF | Clear message sent
(Outgoing) circuit free i | (Outgoing) circuit free | | (Incoming) circuit free
| | | I

Note - For legends see end of Table 20/Q.741




4.3.1.3 The signalling information content in the signalling messages is specified in § 4.4. The time-out
supervisions to be performed in relation to interexchange signalling and the procedures to be followed in
abnormal conditions are specified in § 4.5.

43.2  Call set-up

4.3.2.1 Originating exchange

The call set-up actions are illustrated by means of a Specification and Description Language (SDL)
diagram (see Recommendation Z.101 [12]) in Figure 15/Q.741.

After having seized an interexchange data circuit, the originating exchange applies the trunk seized
condition to the forward data channel. The sending of the address message and the application of the trunk seized
condition may be performed in parallel as independent actions. The originating exchange then waits for the
reception of a call accepted message or call rejected message.

Upon receipt of a call accepted message the originating exchange prepares to connect through the data
path. In the case where user facilities apply, call progress signals may be sent to the calling user as applicable. The
originating exchange then monitors the backward interexchange data channel for the presence of the call accepted
condition. When this condition is detected, indicating that all succeeding exchanges have connected through, the
originating exchange connects through and initiates charging where applicable.

In the cases when a call rejected message is received, the appropriate call progress signal is sent to the
calling user and clearing takes place. Receipt of a call rejected message may also occur after receipt of a previous
call accepted message.

Note — The possible implications for the originating exchange connect-through procedures of the provi-
sion of start-stop services, by means of the Recommendation X.20 [13] interface, in a network using common
channel signalling are for further study.

4.3.2.2 Transit exchange

The call set-up actions are illustrated by means of an SDL diagram [12] in Figure 16/Q.741.

Having seized a free interexchange .data circuit and sent an address message to the succeeding exchange,
the transit exchange connects through the data path.

If a call accepted message is received from the succeeding exchange the transit exchange sends a
corresponding message to the preceding exchange. If a call rejected message is received, the corresponding
message is sent and clearing takes place. Receipt of a call rejected message may also occur subsequent to the
receipt of a previous call accepted message.

4.3.2.3 Destination exchange

The call set-up actions are illustrated by means of an SDL diagram [12] in Figure 17/Q.741.

In the case where the call is to a user that is indicated as ready to receive a call, the destination exchange
sends the incoming call (or corresponding) signal to the user. The destination exchange usually connects through
the data path when:

— the call accepted (or corresponding) signal has been received from the user, and

— the transmission to the called user of any additional information, e.g. related to user facilities, has
been completed in accordance with the applicable DTE/DCE interface protocol.

It is necessary to ensure that the frunk seized condition is present in the receive data channel of the
interexchange data circuit before through-connection for consistency with the called user DTE/DCE interface
protocol when this is in accordance with the present standards, e.g. [9], for the circuit-switched service, cf Note to
§ 4.3.3.2. .

In the case where the call can be connected a call accepted message is sent to the preceding exchange. This
message may be sent either before or after the call accepted (or corresponding) signal has been received from the
called user. Waiting for the receipt of the call accepted or corresponding signal has the advantage that sending of
the call accepted message is based on a positive indication that the call has been accepted by the called user.
Sending the call accepted message earlier, e.g. in conjunction with the sending of the incoming call (or
corresponding) signal to the user, has the advantage that the call set-up time is reduced in the normal condition.
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In the case where certain user facilities apply, see § 5 and Recommendation X.87 [1], through-connection
normally takes place in conjunction with the sending of a second call accepted message.

In the case where the call cannot be connected and completed, a call rejected message is sent to the
preceding exchange and clearing takes place.

4.3.3  Call clear-down

4.3.3.1 Originating exchange

The clearing actions are illustrated by means of SDL diagrams [12] in Figures 15/Q.741 and 18/Q.741.
Release of the connection is initiated by one of the following criteria (see also the Note to § 4.3.3.2):

a) detection of a clear request condition from the calling user,

b) optionally, detection of a clear request condition from the called user on the backward channel of the
interexchange data circuit,

c) receipt of a call rejected message, or
d) receipt of a backward clear message.

After release of the connection a clear message is sent to the succeeding exchange and the calling user is
cleared in accordance with the applicable DTE/DCE interface protocol.

4.3.3.2 Transit exchange

The clearing actions are illustrated by means of SDL diagrams [12] in Figures 16/Q.741 and 18/Q.741.
Release of the connection is initiated by one of the following criteria:

a) failure to complete call set-up,

b) receipt of a call rejected message, or

¢) receipt of a forward or backward clear message.

After release of the connection:

— a call rejected message is sent to the preceding exchange in the cases a) and b),
— a clear message is sent to the preceding exchange in the case c),

— a clear message is sent to the succeeding exchange in the cases b) or c).

Note — In the case where satellite data circuits are served by a terrestrial common channel signalling
network, there is a probability that a clear message initiated by user clearing may arrive at the other end of the
satellite circuit before all user data transmitted immediately before clearing has passed that end. Therefore, the
action initiated by receipt of a clear message relating to a satellite circuit must be delayed by an appropriate time
interval unless other release criteria have been met. The necessary arrangements to cater for such a situation are
for further study.

4.3.3.3 Destination exchange

The clearing actions are illustrated by means of SDL diagrams [12] in Figures 17/Q.741 and 18/Q.741.
Release of the connection is initiated by one of the following criteria (see also the Note to § 4.3.3.2):

a) failure to complete call set-up,

b) deteétion of clear request condition from the called user,

c) optionally, detection of a clear request condition from the calling user on the forward channel of the
interexchange data circuit, or

d) receipt of a forward clear message.

After release of the connection:

— a call rejected message is sent to the preceding exchange in the case a),

— a clear message is sent to the preceding exchange in the cases b), ¢) or d),

— the called user is cleared in accordance with the applicable DTE/DCE interface protocol in the
cases b), ¢) and d).
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“ 1n accordance with the applicable DTE/DCE interface protocol.
" 1n interexchange data channel.

Note - Connectors @ to ® go to Figure 18/Q.741 which also shows clearing in data phase. Time-outs T1
and T2 as in § 4.5.3.1.

FIGURE 15/Q.741
. Call set-up at originating exchange
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Note - Detailed clearing procedures are shown in Figure 18/Q.741.

FIGURE 16/Q.741
Call set-up at transit exchange
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Recommendation X. 87 [1]
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Call Call
user user

] |

Release
connection

Start T3 Start T3 > 6
Call Wait for
accepted call accepted
message {option after)
y 1 ! ]
Wait for Call { ’ _ Other Clear
call accepted --4 b) T3 call message
(option before) accepted reject (forward)
1 N L
[ [ _1
Call Catl — Other Clear
- b accepted T3 call message
accepted -[ ) message reject (backward)
—» < ﬂ—f

Clear
Step T3 called user "{ a)
Connect Release
through connection

Data phase

Y In accordance with the applicable DTE/DCE interface protocol.
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Note - Connectors ® to ® go to Figure 18/Q.741, which also shows clearing in data phase. Time-out T3 as in

§4.53.2.

FIGURE 17/Q.741

Call set-up at destination exchange
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and delayed maintenance alarm in case of ineffective release as in § 4.5.3.4.

44

FIGURE 18/Q.741
Clearing of interexchange data circuits

Detailed signalling procedures under normal conditions

CCITT-38271

The signalling information content of the different signalling message types is specified in § 3. The general
function of the different signalling information components is defined in § 2. In the following, requirements are
detailed for the signalling information components that are involved in normal basic calls. The requirements for
sending the messages and for the principal actions at their reception are specified in § 4.2.

44.1

Address message

In the international network the destination address will be the complete international data number of the
called user in accordance with Recommendation X.121 [10], i.e. including the DCC/DNIC.

The DCC/DNIC indicator is provided to cater for discrimination in national networks between cases
where the destination address does or does not include the DCC/DNIC component. Depending on the national
numbering and routing plans, this indicator may be necessary or useful for interpretation of the destination
address and to determine the routing of the call. It may, for example, be used to identify an outgoing

international call.
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The national/international call indicator is provided to cater for discrimination in national networks
between national and international calls. Depending on the implementation of user facilities and network
functions that imply different handling of national and international calls, this indication may be a necessary or
useful means for such differentiation. It may, for example, be used to determine whether a called line identity sent
from the destination exchange should include the DNIC.

The user class indicator provides information about the user class of the calling user. At a transit exchange
the user class information is used for selection of an appropriate type of data circuit. At the destination exchange
the user class inforniation is used to verify that the calling and the called users have compatible user classes of
service.

The alternative routing indicator is set in the case where alternative routing is performed. It may be used to
prevent the call being subjected to alternative routing more than once.

Provision is made for transfer in a national network of the calling line identity as part of the basic
procedures, e.g. for call management purposes.

An address message may also contain additional signalling information relating to user facilities and
network utilities the procedures of which are covered in § 5 and Recommendation X.87 [1].

4.42  Call accepted message

The call accepted signal is used at the time of connection of the call to a called user having automatic
answer. In some cases when a user facility applies, or when the called DTE operates with manual answer, another
signal is used in the first call accepted message. In such cases the call accepted signal is used in a second call
accepted message when the call is completed by receipt of a call accepted (or corresponding) signal from the called
user. At receipt of the call accepted signal the originating exchange prepares normal connect through.

In some situations of interworking with decentralized signalling the fransit through-connect signal will be
used as specified in Recommendation X.80 [2). It will normally be followed by a second call accepted message. At
receipt of the rransit through-connect signal the originating exchange waits for a further call accepted message.

In some cases when the called user has a user facility, an alternative signal to the call accepted signal
and/or additional signalling information will be used as covered in § 5 and Recommendation X.87 {1]. Depending
on the facility involved this may result in an alternative connect through procedure at the destination exchange.

Provision is made for transfer in a national network of the called line identity as part of the basic
procedures, e.g. for call management purposes.

4.4.3  Call rejected message

This message contains a signal indicating the cause for call rejection. The signal to be used in a particular
case and the applicable translation at the originating exchange to a DTE/DCE call progress signal is as defined in
§ 2.3.

Receipt of a call rejected message will initiate clearing (see § 4.3.2). In international operation the network
identity of the exchange originating the signal will be included in the message.

4.44  Clear message

A clear message containing a circuit released signal will be sent after release of the connection in the case
when a clear message or a call rejected message has not been received for the same call and circuit. In the case
where a clear message or a call rejected message has been received for the same call and circuit, the clear message
sent will contain a circuit released acknowledgement signal. The signal sent will in both cases be coded as forward
and backward respectively depending on the direction of the call at call set-up.

An interexchange data circuit is considered to be free for a new call when a clear message or a call
rejected message has been sent, or received, subsequent to receipt, or sending, of those types of messages.

4.4.5 Other messages

Other types of messages are also provided for control of user facilities and network utilities as covered
in § 5 and Recommendation X.87 [1]. Also, some message types are used in abnormal conditions as specified
in § 4.5.
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4.4.6  Head-on collision

When both-way working is used on a group of circuits, head-on collision can occur, i.e. the exchanges at
each end may seize the same interexchange data circuit at approximately the same time. Head-on collision is
detected when after sending of an address message, an address message is received as the first “backward”
message.

In international operation it may be necessary to employ preventive measures to reduce the probability of
head-on collisions and to take actions to minimize their effects. The necessary field of application and the form of
such arrangements are for further study. However, the following offers some tentative possibilities.

Examples of the rules for circuit selection to reduce the probability of head-on collisions are given in
Recommendations X.71 [8] and Q.724.

A method for minimizing the effects of head-on collisions by means of assigning priority to one end for
each circuit is given in Recommendation Q.724. '

4.5 Call handling in abnormal conditions

4.5.1 Sending of a second backward message at call set-up

As specified in § 4.3.1.3, the call accepted message can be sent before receipt of a call accepted (or
corresponding) signal from the called user. If subsequently a condition occurs, e.g. call collision, that prevents the
call from being completed, a call rejected message indicating this condition is sent. In these cases sending of the
call rejected message will clear the call. At the originating exchange, receipt of the call rejected message will result
in sending the applicable call progress signal to the calling user.

In some interworking situations and with some user facilities, sending of a second call accepted message
may apply in the normal condition.

452 Blocking and unblocking sequences

Sending of a blocking signal will have the effect of prohibiting outgoing calls from the distant end of the
relevant circuit, but will in itself not prohibit incoming calls to the exchange. Sending of the unblocking signal will
have the effect of cancelling the blocked condition effected by the blocking signal. Acknowledgement sequences are
always required for both the blocking and unblocking acknowledgement signals respectively. The acknowledgement
is not sent until the relevant action, i.e. blocking or unblocking of the circuit, has been taken.

Removal (restoration) of a circuit from (to) traffic from both ends thus requires completion of a blocking
and blocking acknowledgement (unblocking and unblocking acknowledgement) signal sequence relating to both
directions.

Blocking of a circuit may be made during a call. In such a case the blocking sequence will be completed
but the progress of the call will not be affected. However, after clearing of the call by means of the normal
clearing signal sequence, the blocked condition will prevent the circuit from being seized by a new call. A blocked
condition may in some situations be cancelled by a reser circuit signal (see § 4.5.6).

Blocking and unblocking sequences may be initiated by automatic or manual actions.

4.5.3  Time-out supervision

At various stages in the call set-up and clear-down procedures it is necessary to wait for receipt of a signal
or condition from an adjoining exchange or user. The duration of such periods has to be controlled by
appropriate time-outs. See also Figures 15/Q.741 to 18/Q.741. The operation of some of the time-outs will be
affected by certain user facilities, see § 5. The values specified for the time-outs in the following are all provisional
and subject to change following further study.

All time-outs related to call set-up are terminated in the case that clearing takes place before expiry of the
time-out.

4.5.3.1 Originating exchange

The following time-outs are necessary at call set-up:

a) T1 = 10-20 s; the time between the sending of the address message and the receipt of a call accepted
message. On expiry of the time-out T1 the originating exchange will send the no connection call
progress signal to the calling user and clear the call.
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b) T2 = 5-10 s; the time between the receipt of the first call accepted message and detection of the call
accepted condition. On expiry of time-out T2 the originating exchange will send the no connection call
progress signal to the calling user and clear the call.

Note — The operation of time-out T2 is modified when certain user facilities apply (see § 5).

4.5.3.2 Destination exchange

The following time-outs are necessary at call set-up:

a) T3: value as specified for the relevant DTE/DCE interface; the time between the sending of the
incoming call (or corresponding) signal to the called user and the receipt of the call accepted (or
corresponding) signal from the called user. On expiry of time-out T3, as specified for the applicable
DTE/DCE interface protocol, the destination exchange will send a call rejected message containing a
network failure signal and thus clear the call.

b) T4 = 5-10 s; the time between the sending of the call accepted message and receipt of a calling line
identity message (when identification is requested). On expiry of time-out T4, the destination exchange
will send a call rejected message containing a network failure signal and thus clear the call.

4.5.3.3 Transit exchange

Because a transit exchange is through-connected without waiting for an external event, no time-out
supervision is required at call set-up.

4.5.3.4 Circuit supervision

The following time-outs are required in all exchanges:

a) TS = 5-10 s; the time between sending of the clear message, containing a circuit released signal, or a
call rejected message and the receipt of a clear message or a call rejected message (relating to the same
interexchange data circuit and clearing action). On expiry of time-out TS, a new clear message
containing a circuit released signal will be sent. Should clearing continue to be ineffective, a
maintenance alarm will be activated after an appropriate time interval, and the circuit is kept busy.
No time-out will apply following sending of the clear message containing a circuit released acknow-
ledgement signal.

b) T6 = 5-10 s; the time between sending of a blocking or unblocking signal and receipt of a blocking
acknowledgement or unblocking acknowledgement signal (respectively). On expiry of time-out T6, the
blocking or wunblocking signal will be repeated. Should blocking or unblocking continue to be
ineffective, a maintenance alarm will be activated after an appropriate time interval.

4.54 Call clear-down before completion of call set-up

In some circumstances of .call clear-down in abnormal conditions, signalling information relating to the
call may subsequently be received. With the exception in § 4.5.6 such information will in all cases be discarded.

In the case where user clearing is detected or a clear message is received during the call set-up, the call
set-up process is terminated and normal clear-down is performed. If the originating exchange has seized an
interexchange data circuit, a clear message will not be sent unless an address message has already been sent.

In some cases it may be required to clear a call for management purposes. This can be achieved by
initiating at any exchange the clearing procedures. See also § 4.5.5.

4.5.5  Circuit resetting in abnormal situations

In the case where the state of an interexchange data circuit becomes ambiguous, due to for example
memory mutilation or processor disturbances at an exchange (X), the reset circuit may be used by that exchange
to align the state of the circuit at both ends. The reset circuit signal is always acknowledged by a circuit released
acknowledgement signal.
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study.

4.5.6

5

5.1

When receiving a reset circuit signal an exchange (Y) will:

a)

b)

9

d)

respond with a circuit released acknowledgement signal in the case where the circuit is indicated as
free;

release the circuit and respond with a circuit released acknowledgement signal in the case where the
circuit is busy;

respond with a blocking signal followed by a circuit released acknowledgement signal in the case where
the circuit is unconnected but indicated as being blocked at exchange X by exchange Y

release the circuit and respond with a blocking signal followed by a circuit released acknowledgement
signal in the case where the circuit is busy and indicated as being blocked at exchange X by
exchange Y;

cancel a blocked condition (for outgoing calls) indicated as initiated by the distant end and act as in
a)-d) above, as applicable, in the case where such a blocked condition exists at exchange Y in addition
to one of the conditions a)-d).

Note — If the exchange (X) sending the reset circuit signal wants to preserve a blocked condition at the
other end (Y), it (X) has to send a blocking signal subsequent to the reset circuit signal.

After sending a reset circuit signal, the exchange (X) will regard the circuit as unavailable for traffic until a
response is received (from Y) at which time the exchange will:

)
ii)

return the circuit to the idle condition when a circuit released acknowledgement signal is received;

regard it as operational but blocked by the distant end (Y) for outgoing calls when a blocking signal is
received.

Appropriate means to cover situations in which no response to a reset circuit signal is received should be
provided.

Note — The possible provision of means for resetting a group of circuits by a single action is for further

Receipt of unreasonable signalling information

The Message Transfer Part of the signalling system will avoid mis-sequencing of or double delivery of
messages with a high reliability. However, undetected errors at the signalling link level and exchange malfunctions
may produce unreasonable signalling information in messages that are either ambiguous or inappropriate.

In order to resolve some possible ambiguities in the state of a circuit when unreasonable signals are
reccived, the following will apply:

a)

b)

©)

d)

e)

If a circuit released signal is received relating to an idle circuit, it will be acknowledged with a circuit
released acknowledgement signal.

If a circuit released acknowledgement signal is received relating to an idle interexchange data circuit, it
will be discarded.

If a circuit released acknowledgement signal is received relating to a busy interexchange data circuit for
which a circuit released signal has not been sent, the circuit will be released and a circuit released
signal will be sent.

If a blocking signal is received for a blocked interexchange data circuit, a blocking acknowledgement
signal will be sent.

If an unblocking signal is received for an unblocked interexchange data circuit, an wunblocking
acknowledgement signal will be sent.

Any other unreasonable signalling information received will be discarded (see, however, § 4.4.6). If the
discarding of the information prevents a call from being completed; that call will eventually be cleared by the
expiry of a time-out.

Additional call control and signalling procedures

General

§ 5 refers to the call control and signalling procedures that apply, in addition to the basw procedures
specified in § 4, where user facilities and network utilities are involved.
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The principles and procedures for realization of international user facilities and network utilities are
defined in Recommendation X.87 [1], which thus gives the basis for the common channel signalling procedures.
Therefore, the following is limited to an outline of the implications for the common channel signalling procedures
of such user facilities and network utilities.

The additional signalling information components particular to user facilities and network utilities are
indicated in § 2. The corresponding formats and codes are specified in § 3.

5.2 Closed user group facilities

Depending on whether a closed user group is involved, the address message may include a closed user
group call indication and an interlock code.

In certain- cases of redirection of a closed user group call, that closed user group information included in
the address message will also be returned back, within a call accepted message, to the exchange controlling
redirection.

5.3 Bilateral closed user group facilities

The signalling system is capable of supporting automatic user controlled procedures for registration and
cancellation of bilateral closed user groups. Three types of messages:

— facility registration/cancellation request message,
— facility registration/cancellation request accepted message, and
— facility registration/cancellation request rejected message,

which may include a number of signalling indications relating to bilateral closed user groups, are provided for
those procedures.

At call set-up within a bilateral closed user group, the address message will contain a bilateral closed user
group call indication.

Note — Subject to further study, it may be necessary to include further information relating to this facility
in the address message, see Recommendation X.87 [1].

5.4 Calling line identification

The signalling system provides for transfer of the calling line identity:
a) in the address message, systematically or selectively, or

b) in a calling line identity message, on request from the destination exchange as indicated in the call
accepted message.

5.5 Called line identification

The called line identity is transferred in the call accepted message on request from the originating
exchange as indicated in the address message.

The national/international indicator included in the address message may be used by the destination
exchange to determine whether the called line identity should be the national or the complete international data
number of the called user.

5.6 Redirection of calls

The signalling system provides a number of signals that cater for the redirection of calls facility.

In the case where the call is released back to a controlling exchange at redirection, the call accepted
message will contain the redirection request signal, a redirection address indication and the redirection address. The
original forward connection is cleared from the controlling exchange.

The address message sent for a call that during redirection is set up towards the new number (i.e. the
redirection address) will contain a redirected call indication.

When a redirected call has been connected to the redirection address, the call accepted message sent
towards the originating exchange will contain the redirected call signal. The redirected call signal is equivalent to
the call accepted signal but has also the additional function of sending a call progress signal to the called user.
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5.7 Connect when free and waiting allowed

The call accepted message sent from the destination exchange, when a call to a busy user having the
connect when free facility is put in a queue, will contain the connect when free signal. At the originating exchange
this signal will among other actions inhibit time-out T2.

When the waiting call is connected to the called user, a second call accepted message, now containing the
call accepted signal, will be sent.

5.8 Reverse charging and reverse charge acceptance

When a reverse charging request from a calling user is allowed by the originating network, the address
message will contain a reverse charging request indication. In the case where reverse charging is rejected because
the called user does not have the reverse charge acceptance facility, the call rejected message will contain the
reverse charge acceptance not subscribed signal. Otherwise the call is accepted or rejected as an ordinary call.

Note — The principles for accounting of reverse charging calls have not yet been determined: thus the
possible implications of special accounting arrangements for the switching or interexchange slgnallmg procedures
have not yet been determined.

5.9 Manual answer

The call accepted message sent from the destination exchange at connection of a call to a user who
employs manual answer, will contain the terminal called signal. At receipt of the terminal called signal at the
originating exchange, through-connection will be prepared but time-out T2 will be lengthened to 2-4 minutes.

When the called user responds by a call accepted signal, a second call accepted message, now containing
the call accepted signal, will be sent. .

5.10 RPOA selection

In the case where a calling user selects a particular RPOA, an address message sent in the originating
network will contain an RPOA selection indication and the applicable RPOA transit network identity. If such a call
is rejected because the selected RPOA transit network cannot handle the call, the call rejected message sent will
contain the RPOA out-of-order signal.

5.11 Network identification utilities

The capability for originating network identification on request from the destination network is mandatory
for international calls. When this utility is employed the call accepted message will contain an originating network
identification request indication. The identity of the originating network is then sent in a calling line identity
message. '

The signalling system also prowdes for transfer of the identity of the originating network within the
address message.

Destination network identification and transit network identification by means of transfer of the network
identities in the call accepted message are mandatory for international calls.

6 Signalling performance and traffic characteristics in data applications

6.1 Signalling reliability

6.1.1  General
Recommendation Q.706 details the factors that influence the performance of the message transfer service

provided by a signalling network that uses the Message Transfer Part of Signalling System No. 7. It also provides
information that may be used to estimate that performance in particular applications.

6.1.2  Unsuccessful calls due to signalling malfunctions

Although the Message Transfer Part is designed to provide a high reliability for transfer of messages
through a signalling network, certain irreguiarities in message transfer cannot be prevented in certain situations.
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Loss of the message will in most cases result in an unsuccessful call. The proportion of lost messages will
primarily depend on the reliability of equipment used to realize certain signalling functions. The requirements
specified for such equipments in Recommendation Q.706 will ensure that the proportion of lost calls in typical
applications is 1 in 10° or better.

* In certain extreme conditions, it is also possible that the message transfer function delivers faulty messages
with reasonable information or delivers messages out-of-sequence. The probability of such malfunctions is,
however, negligible from the circuit-switched data service point of view, see Recommendation Q.706.

6.1.3 Availabilily of signalling

The availability of signalling primarily depends on the reliability of the equipment used to realize the
signalling functions and the redundancy with which such equipment is provided.

No availability requirements for international signalling for the circuit-switched data service have yet been
defined. ,

6.2 Message transfer times

6.2.1  Functional reference points and signal transfer time components

See Figure 19/Q.741.

Signalling Signalling Signalling User Signalling Signalling Signalling
data link ink message functions message link data link
functions functions handling handling functions -functions
functions functions
—{ Level1 j— Level 2 I Level 3 |—] Level 4 —f Level 3 |— Level 2 - Level 1 p—
< Tmr > 7.hu >le Tms >
T
« < CCITT-35600

Teu Cross-office transfer time
Thu Data User Part handling time

T  Message Transfer Part
receiving time The definitions of these

T.s Message Transfer Part times are given in Recommendation Q.706.
sending time

FIGURE 19/Q.741
Functional diagram of the signal transfer time

6.2.2  Definitions

6.2.2.1 cross-office transfer time, T,
T., is the period which starts when the last bit of the signal unit leaves the incoming signalling data link
and ends when the last bit of the signal unit enters the outgoing signalling data link for the first time. It also

includes the queueing delay in the absence of disturbances but not the additional queueing delay caused by
retransmission.

6.2.2.2 Data User Part handling time, T,

T, 1s the period which starts when the last bit of the message has entered the Data User Part and ends
when the last bit of the derived message has left the Data User Part.
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6.2.3  Queueing delay

An example of the queueing delays which may be expected in a particular case is shown in Appendix I to
this Recommendation, see also § 6.3.

6.3 Data signalling traffic models

The characteristics of the signallling traffic generated for data call control will primarily depend on factors
such as:

— the data traffic volume (call/s),

— the mix of different call types (international/national, successful/unsuccessful, etc.),

— the proportion of calls involving user facilities and network utilities and the mix of such facilities and
utilities.

Appendix 1 contains two data signalling traffic models that indicate the mix of message types and lengths
that result from particular sets of assumed conditions. The appendix also gives an example of the loading capacity
of a signalling link for data call control signalling.

APPENDIX 1

(to Recommendation Q.741)

Examples of signalling traffic characteristics

1.1 Signalling traffic models

1.1.1  Tables I-1 and 1-2/Q.741 show two examples of mixes of data signalling message types and lengths. The:
models are simplified and do not fully reflect the possible variation of message lengths.

The following applies for both models:

— a mix of national and international calls is assumed with 8 and 12 digits in the data numbers
respectively;

— the closed user group facility applies for 50% of the calls;
— the basic label specified in § 3.2.2.1 is used;

— the message length shown in the tables is the number of octets in the signalling information field of
* the corresponding signal unit; the overall length of the signal unit on the line is approximately
7 octets longer.

[.1.2  Table [-1/Q.741 assumes that the calling line identity is always sent in the address message and that called
line identification applies for 10% of the calls. :

TABLE I-1/Q.741

Example 1 of data signalling message mix

Message type - Messages/call Mes(sgf{i tlse)ngth
Address message (0)45122 fg
Call accepted 0.1 14
message 0.9 3
Clear message 2 v 7

Message per call =4
Average message length = 11 octets
Total amount of information per call = 576 bits
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[.1.3  Table 1-2/Q.741 assumes that the calling line identity is sent on request for 10% of the calls.

TABLE 1-2/Q.741

Example 2 of data signalling message mix

Message type Messages/call Mes(sggég:)ngth
Add 0.575 18
ress message 0425 "
Call accepted 1 o
message
Calling line
identity message 0.1 14
Clear message 2 7

Messages per call = 4.1
Average message length = 9.7
Total amount of information per call = 548 bits
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FIGURE 1-1/Q.741
Example of queueing delay as a function of link load
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1.2 Queueing delay and link loading

Figure 1-1/Q.741 shows the mean value and standard deviation of message queueing delays for different
signalling link loads.

The queueing delays shown in Figure 1-1/Q.741 assume:
— a message mix according to Table I-1/Q.741,

— error-free operation of a signalling link using the basic error correction method.

The theoretical basis for calculation of the queueing delays and information about the performance of the
signalling system under error conditions are included in Recommendation Q.706.

The equivalent call rate shown in the figure assumes an even distribution of the calls in both directions of
transmission.
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GLOSSARY OF TERMS SPECIFIC TO SIGNALLING SYSTEM No. 7

active signalling link
F: canal sémaphore (a l'état) actif

S: enlace de senalizacion activo

A signalling link which has successfully completed the initial alignment procedures and carries (or is ready
to carry) signalling traffic.

adjacent signalling points
F: points sémaphores adjacents

S: puntos de senalizacion adyacentes

Two signalling points that are directly interconnected by (a) signalling link(s).

alignment error rate monitoring
F: surveillance du taux d’erreur pendant la procédure d'alignement

S : monitor de tasa de errores en la alineacion

A procedure by which the error rate of a signalling link is measured during the initial alignment.

alternative routing (of signalling)
F: acheminement (de signalisation) de secours

S encaminamiento alternativo (de senalizacién)

The routing of a given signalling traffic flow in case of failures affecting the signalling links, or routes,
involved in the normal routing of that signalling traffic flow.

associated mode (of signalling)
F: mode (de signalisation) associé

S: modo (de senalizacion) asociado

The mode where messages for a signalling relation involving two adjacent signalling points are conveyed
over a directly interconnecting signalling link.

backward indicator bit
F: bit indicateur vers l'arriére

S: bit indicador inverso (hacia atras)

A bit in a signal unit requesting, by its status change, retransmission at the remote end when a signal unit
is received out of sequence.

backward sequence number
F: numeéro de séquence vers l'arriére

S: numero secuencial inverso (hacia atrds)

A field in a signal unit sent which contains the forward sequence number of a correctly received signal
unit being acknowledged.
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basic (error correction) method
F: meéthode (de correction d’erreur) de base

S método bdasico (de correccion de errores)

A non-compelled, positive/negative acknowledgement, retransmission error control system.

changeback
F: retour sur canal sémaphore normal

S: retorno al enlace de servicio ’

The procedure of transferring signalling traffic from one or more alternative signalling links to a signalling
link which has become available.

changeback code
F: code de retour sur canal sémaphore normal

S: codigo de retorno al enlace de servicio

A field in'the signalling network management messages used in the changeback procedure; it is used to
discriminate messages relating to different changeback procedures performed at the same time towards the same
signalling link.

changeover
F: passage sur canal sémaphore de secours

S: paso a enlace de reserva

The procedure of transferring signalling traffic from one signalling link to one or more different signalling
links, when the link in use fails or is required to be cleared of traffic.

check bit
F: bit de controle

S bit de control

A bit associated with a character or block for the purpose of checking the absence of error within the
character or block.

check loop
F: boucle pour contréle de continuité

S': bucle de pruebas de continuidad

A device which is attached to interconnect the Go and Return paths of a circuit at the incoming end of a
circuit to permit the outgoing end to make a continuity check on a loop basis.

common channel signalling
F: signalisation par canal sémaphore

S: seralizacion por canal comun

A signalling method in which a single channel conveys by the means of labelled messages, signalling
information relating to a multiplicity of c1rcu1ts or calls and other information such as that used for network
management.

continuity check
F: controle de continuité

S: prueba (verificacion) de continuidad

A check made to a circuit or circuits in a connection to verify that an acceptable path (for transmission of
data, speech, etc) exists.
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continuity check transponder
F: répondeur pour controle de continuité

S transpondedor (transmisor-respondedor) para pruebas de continuidad

A device which is used to interconnect the Go and Return paths of a circuit at the incoming end which on
detection of a check tone transmits another check tone to permit a continuity checking of a 2-wire circuit.

controlled rerouting
F: retour sous contréle sur route normale

S : reencaminamiento controlado

A procedure of transferring in a controlled way, signalling traffic from an alternative signalling route to
the normal signalling route, when this has become available.

cross-office check
F: contréle de continuité a travers un commutateur

S prueba (verificacion) de continuidad a través de la central

A check made across the exchange to verify that an acceptable speech path exists.

Data User Part
F: Sous-systeme Ultilisateur Données

S: parte de usuario de datos

The User Part specified for data services.

destination point code
F: code du point de destination

S: codigo del punto de destino

A part of the label in a signalling message which uniquely identifies, in a signalling network, the
(signalling) destination point of the message.

dual seizure
F: prise simultanée
S : doble toma (toma simultanea)

The condition which occurs when in bothway operation two exchanges attempt to seize the same circuit at
approximately the same time.

emergency changeover
F: passage d'urgence sur canal sémaphore de secours

S: paso de emergencia a enlace de reserva

A modified changeover procedure to be used whenever the normal one cannot be accomplished, i.e. in
case of some failures in the signalling terminal equipment or in case of inaccessibility between the two involved
signalling points.

error burst
F: paquet d'erreurs

S: rafaga de errores

A group of bits in which two successive erroneous bits are always separated by less than a given
number (x) of correct bits. The number x should be specified when describing an error burst.

Note — The last erroneous bit in a burst and the first erroneous bit in the following burst are accordingly
separated by x correct bits or more.
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fill-in signal unit
F: trame sémaphore de remplissage

S: unidad de senalizacion de relleno

A signal unit containing only error control and delimitation information, which is transmitted when there
are no message signal units or link status signal units to be transmitted.

flag
F: fanion

S: bande(a

The unique pattern on the signalling data link used to delimit a signal unit.

forced rerouting
F: passage sous contrainte sur route de secours

S : reencaminamiento forzado

A procedure of transferring signalling traffic from one signalling route to another, when the signalling
route in use fails or is required to be cleared of traffic.

forward indicator bit
F: bit indicateur vers l'avant

S : bit indicador directo (hacia adelante)

A bit in a signal unit which indicates the start of a retransmission cycle.

forward sequence number
F: numéro de séquence vers l'avant -

S : numero secuencial directo (hacia adelante)
A signal unit used to identify the transmitted message signal units.
inactive signalling link

F: canal sémaphore (a l'état) inactif

S: enlace de senalizacion inactivo
A signalling link which has been deactivated and cannot therefore carry signalling traffic.
initial alignment

F: alignement initial

S: alineacion inicial

A procedure by which a signalling link becomes able to carry signalling traffic either for the first time or
after a failure has occured.

initial signal unit alignment
F: alignement initial des trames sémaphores

S alineacion inicial de unidades de sefializacion
Signal unit alignment applicable to activation and to restoration of the link.
integrated digital network

F: réseau numérique intégré

S: red digital integrada

A network in which connections established by digital switching are used for the transmission of digital
signals. -
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integrated services digital network
F: réseau numérique avec intégration des services

S: red digital de servicios integrados

An integrated digital network in which the same digital switches and digital paths are used to establish
connections for different services, for example, telephony, data.

interruption control
F: contréle d’interruption

S: proteccion contra las interrupciones

A system which monitors a pilot for interruptions on FDM systems and which transmits an indication to
the switching equipment.

label
F: étiquette
S: etiqueta

Information within a signalling message used to identify typically the particular circuit, call or manage-
ment transaction to which the message is related.

length indicator
F: indicateur de longueur

S: indicador de longitud

A six bit field which differentiates between message signal units, link status signal units and fill-in signal
units and in the case that its binary value is less than 63 indicates the length of a signal unit. '

link status signal unit
F: trame sémaphore d’état du canal sémaphore

' S : unidad de senalizacion del estado del enlace

A signal unit which contains status information about the signalling link in which it is transmitted.

load sharing (general)
F: partage de charge (en général)

S: comparticion de carga (en general)

A process by which signalling traffic is distributed over two or more signalling or message routes, in view
of traffic equalization or security.

long-term bit error rate )
F: taux d'erreur a long terme sur les bits

S tasa de errores en los bits a largo plazo

Bit error rate measured over a sufficiently long time period, e.g. one month.

medium-term bit error rate
F: taux d’erreur d moyen terme sur les bits

S': tasa de errores en los bits a plazo medio

Bit error rate that can be encountered for relatively short time perlods, e.g. some minutes, due to
temporary malfunctions of, for example, transmission equipment.

message signal unit
F: trame sémaphore de message

S: unidad de sefalizacion de mensaje

A signal unit containing a service information octet and a signalling information field which is
retransmitted by the signalling link control if it is received in error.
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Message Transfer Part

F: Sous-systéme Transport de Messages

S: parte de transferencia de mensajes

The functional part of a common channel signalling system which transfers signalling messages as required
by all the users, and which performs the necessary subsidiary functions, for example error control and signalling
security. '

national indicator

F: indicateur national

S : indicador nacional
Information within a signalling message which permits typically a distinction to be made between national
and international messages.

nonassociated mode (of signalling)

F: mode (de signalisation) non associé

S modo (de senalizacion) no asociado

The mode where messages for a signalling relation involving two (nonadjacent) signalling points are
conveyed, between those signalling points, over two or more signalling links in tandem passing through one or
more signalling transfer points.

No. 7 exchange

F: commutateur n” 7

S: central N 7
An exchange utilizing Signalling System No. 7.

No. 7 exchange — first

F: premier commutateur n° 7

S: central N.° 7 — primera

The exchange closest to the calling party in each No. 7 section of ‘a connection where, unless it is the
calling party’s exchange, interworking with other signalling systems takes place.

No. 7 exchange — last

F: dernier commutateur n® 7

S: central N.° 7 — ultima

The exchange closest to the called party in each No. 7 connection where, unless it is the called party’s
exchange, interworking with other signalling systems takes place.

normal routing (of signalling)

F: acheminement normal (de signalisation)

S : encaminamiento normal (de serializacion)

The routing of a given signalling traffic flow in normal conditions (i.e. in the absence of failures).
originating point code

F: code du point d'origine

S: codigo del punto de origen

A part of the label in a signalling message which uniquely identifies, in a signalling network, the
(signalling) originating point of the message.
pilot

F: onde pilote
S: piloto

Sinusotdal signal transmitted over analogue FDM links for regulation and supervision purposes.
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preventive cyclic retransmission (error control) method
F: méthode (de correction d'erreur) avec retransmission cyclique préventive

S método (de proteccion contra errores) por retransmision ciclica preventiva

A noncompelled, positive acknowledgement, cyclic retransmission forward error correction system.

processor outage
F: processeur hors service

S': interrupcion del procesador

A situation in which a signalling link becomes unavailable, due to factors at a functional level higher than
level 2. This may be because of, for example, a central processor failure. It may also be due to a manually
initiated blocking of an individual signalling link.

qﬁasi-associated mode (of signalling)
F: mode (de signalisation) quasi associé

S: modo (de sefalizacion) cuasiasociado

A nonassociated mode (of signailing) in which the (signalling) message route is determined basically, for
each signalling message, by information contained in this message (namely in its routing label) and is fixed in
normal operation.

random errors
F: erreurs aléatoires

S : errores «aleatorios

Errors distributed over the digital signal so that they can be considered statistically independent from each
other. )

retransmission buffer
F: tampon de retransmission

S: memoria tampon de retransmision

Storage in the signalling link control for signal units transmitted but not yet positively acknowledged.

retrieval
F: récupération
S': recuperacion

The process of transferring all those messages in the retransmission buffer of a signalling link (A), which
have not yet been positively acknowledged, to the transmission buffers of alternative signalling links.

routing label
F: étiquette d'acheminement

S: etiqueta de encaminamiento

The part of the message label that is used for message routing in the signalling network. It includes the
destination point code, the originating point code and the signalling link selection field.

service indicator
F: indicateur de service (utilisateur)

S : indicador de servicio

Information within a signalling message identifying the user to which the message belongs.

service information (octet)
F: octet de service

S: (octeto de) informacion de servicio

Eight bits, contained in a message signal unit, comprising the service indicator and the sub-service field.
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signal unit
F: trame sémaphore

S : unidad de senalizacion

A group of bits forming a separately transferable entity used to convey information on a signalling link.

signal unit alignment
F: alignement des trames sémaphores

S : alineacion de unidades de senalizacion

Signal unit alignment exists when flags are received at intervals which correspond to integral numbers of
octets and which fall within certain upper and lower limits.

signal unit error rate monitoring
F: surveillance du taux d’erreur sur les trames sémaphores
S: monitor de tasa de errores en las unidades de senalizacion

A procedure by which the error rate of an active signalling link is measured on the basis of a count of
correctly checking and erroneous signal units.

(signalling) destination point
F: point (sémaphore) de destination

S: punto de destino (de la senalizacion)

A signalling point to which a message is destined.

signalling information (field)
F: information de signalisation (domaine d’)
S (campo de) informacion de senalizacién

The bits of a message signal unit which carry information particular to a certain user transaction and
always contain a label.

signalling link
F: canal sémaphore
S: enlace de senalizacion

A transmission means which consists of a signalling data link and its transfer control functions, used for
reliable transfer of a signalling message.

signalling link blocking
F: blocage d’'un canal sémaphore
S: bloqueo de un enlace de senalizacion

An event causing the unavailability of a signalling link, typically consisting in a “processor outage”
condition at one end of that signalling link.

signalling link code
F: code de canal sémaphore
S: codigo de enlace de senalizacion
A field of the label in the signalling network management messages, which indicates the particular

signalling link to which the message refers among those interconnecting the two involved signalling points.

signalling link error monitoring

-

F: surveillance des erreurs sur un canal sémaphore

S : monitor de errores en el enlace de senializacion

This comprises two functions: initial alignment error rate monitoring and signal unit error rate monitoring.

316 Fascicle VI.6 — Glossary



signalling link failure
F: défaillance d'un canal sémaphore
S: averia (o fallo) del enlace de senalizacion

An event causing the unavéilability of a ‘signalling link, typically consisting in a failure in signalling
terminal equipment or in the signalling data link.

signalling link group
F: groupe de canaux sémaphores
S: grupo de enlaces de senalizacion

A set of signalling links directly connecting two signalling points and having the same physical
characteristics (bit rate, propagation delay, etc.). '

signalling link management functions
F: fonctions de gestion des canaux sémaphores
S funciones de gestion de enlaces de senalizacion

Functions that control and take actions, when required, to preserve integrity of locally connected signalling
links, e.g. by reconfiguration of the signalling link sets.

signalling link restoration
F: rétablissement d'un canal sémaphore

S : restablecimiento de enlaces de senalizacion

An event consisting in the completion of the initial alignment procedure on a signalling link following the
removal of the previous causes of failure; if no other causes of unavailability exist (i.e. a signalling link blocked
condition) then the signalling link becomes available.

signalling link selection field
F: domaine de sélection du canal sémaphore
S campo de seleccion de enlace de senalizacion

; A field of the routing label which is typically used by the message routing function to perform load
sharing among different signalling links/ link sets.

signalling link set
F: faisceau de canaux sémaphores

S : conjunto de enlaces de senalizacién

A set of signalling link(s) directly connecting two signalling points.

signalling link unblocking
F: déblocage d'un canal sémaphore

S': desbloqueo de un enlace de senalizacion

An event consisting in the removal of the previous causes of signalling link blocking; if no other causes of
unavailability exist (i.e. a signalling link failed condition), then the signalling link becomes available.

signalling message
F: message de signalisation

S': mensaje de senalizacion

An assembly of signalling information pertaining to a call, management transaction, etc. that is transferred
as an entity.

(signalling) message discrimination
F: discrimination des messages (de signalisation)
S discriminacion de mensajes (de senalizacion)

The process which decides, for each incoming message, whether the signalling point is destinaﬁon point or
if it should act as signalling transfer point for that message and accordingly, whether the message should be
handled to (signalling) message distribution or to (signalling) message routing functions. '
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(signalling) message distribution
F: distribution des messages (de signalisation)
S distribucion de mensajes (de senalizacion)

The process of determining, upon receipt of a signa]liﬁg message at its destination point, to which User
Part the signalling message is to be delivered.

signalling message handling functions
F: fonctions d'orientation des messages de signalisation

S: funciones de tratamiento de mensajes de sefializacion

Functions that, at the actual transfer of a message, direct the message to the proper signalling link or User
Part.

(signalling) message route
F: route de message (de signalisation)
S: ruta de mensaje (de senalizacion)

The signalling link or consecutive links connected in tandem that are used to convey a signalling message
from an originating point to its destination point.

(signalling) message routing
F: acheminement des messages (de signalisation)

S: encaminamiento de mensajes (de senalizacion)

The process for selecting, for each signalling message to be sent, the signalling link to be used.

signalling network
F: réseau sémaphore

S: red de senalizacion

A network used for signalling by one or more users and consisting of signalling points and connecting
signalling links.

signalling network functions
F: fonctions du réseau sémaphore

S : funciones de la red de senalizacion

The functions which are performed by the Message Transfer Part at level 3 and are common to, and
independent of, the operation of individual signalling links. They include the signalling message handling
functions and the signalling network management functions.

signalling network management functions
F: fonctions de gestion du réseau sémaphore

S funciones de gestion de la red de serializacion

Functions that, on the basis of predetermined data and information about the status of the signalling
network, control the current message routing and configuration of signalling network facilities.
(signalling) originating point
F: point (sémaphore) d’origine
S: punto de origen (de la senalizacion)
A signalling point in which a message is generated.
signalling point

F: point sémaphore

S: punto de senalizacion

A node in a signalling network which either originates and receives signalling messages, or transfers
signalling messages from one signalling link to another, or both.
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signalling point code
F: code d'un point sémaphore
S: cdodigo de punto de senalizacion

A binary code uniquely identifying a signalling point in a signalling network. This code is used, according
to its position in the label, either as destination point code or as originating point code.

signalling relation
F: relation sémaphore

S: relacion de senalizacion

A relation between two. signalling points involving the possibility of information interchange between
corresponding User Part functions.

signalling route
F: route sémaphore

S: ruta de senalizacion

A predetermined path described by a succession of signalling points that may be traversed by signalling
messages directed by a signalling point towards a SpelelC destination point.

signalling route management functions
F: fonctions de gestion des routes sémaphores

S funciones de gestion de rutas de seﬁalizaci()n

Functions that transfer information about changes in the avallablhty of signalling routes in the 51gnallmg
network.

signalling route-set-test procedure
F: procédure de test de faisceau de routes sémaphores

S: procedimiento de prueba de conjunto de rutas de senalizacion

A procedure, included in the signalling route management which is used to test the availability of a given
signalling route, previously -declared unavailable.

(signalling) traffic flow control
F: controle de flux de trafic (sémaphore)

S: control del flujo del trdfico (de senalizacion)

Actions and procedures intended to limit signalling traffic at its source in the case when the signalling
network is not capable of transferring all signalling traffic offered by the User Parts, because of network failures
or overload situations.

signalling traffic management functions
F: fonctions de gestion du trafic sémaphore

S: funciones de gestion del trafico de senalizacion

Functions that control and, when required, modify routing information used by the Message routing
function and control the transfer of signalling traffic in a manner that avoids irregularities in message flow.

signalling transfer point
F: point de transfert sémaphore

S': punto de transferencia de senalizacion

A signalling point with the function of transferring signalling messages from one signalling link to another
and considered exclusively from the viewpoint of the transfer.
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status field
F: domaine d’état

S: campo de estado

The bits of a link status signal unit which indicate one of the major signalling link states.

Telephone User Part
F: Sous-systéme Utilisateur Téléphonie

S: parte de usuario de telefonia

The User Part specified for telephone services.

transfer-allowed (procedure)
F: transfert autorisé (procédure de)

S: (procedimiento de) autorizacion de transferencia

A procedure, included in the signalling route management, which is used to inform a signalling point that
a signalling route has become available.

transfer-prohibited (procedure)
F: transfert interdit (procédure de)

S: (procedimiento de) prohibicion de transferencia

A procedure, included in the signalling route management, which is used to inform a signalling point of
the unavailability of a signalling route. ’

transmission buffer
F: tampon d'émission
S: memoria tampon de transmision

Storage in the signalling link control for signal units not yet transmitted.

User Part
F: Sous-systeme Utilisateur

S: parte de usuario

A functional part of the common channel signalling system which transfers signalling messages via the
Message Transfer Part. Different types of User Parts exist (e.g. for telephone and data services), each of which is
specified to a particular use of the signalling system.

user (of the signalling system)
F: utilisateur du systéme de signalisation

S usuario (del sistema de senalizacion)

A functional entity, typically a telecommunication service, which uses a signalling network to transfer
information.
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ABBREVIATIONS SPECIFIC TO SIGNALLING SYSTEM No. 7

English French Spanish Meaning
ACM ACO MDC Address complete message
4 Table 3/Q.723, Figure 3/Q.724
ADI ADI SDI Address incomplete signal
Table 3/Q.723, Figure 3/Q.724
AERM STEA MA Alignment error rate monitor
Figures 7-9/Q.703 and 11-17/Q.703
ANC RAT RCT Answer signal, charge
Table 3/Q.723, Figure 3/Q.724
ANN RST RST Answer signal, no charge
Table 3/Q.723
BIB BIR BII Backward indicator bit
Figures 3/Q.703, 13/Q.703 and 15/Q.703
BLA BLA ARB Blocking-acknowledgement signal
Table 3/Q.723
BLO BLO BLO Blocking signal
Table 3/Q.723 _
BSM DE MPE Backward set-up message
Table 3/Q.723
BSN NSR NSI Backward sequence number
Figures 3/Q.703, 14/Q.703 and 16/Q.703
BSNR NSR-R NSIR Backward sequence number received
. Figures 7/Q.703, 13/Q.703, 14/Q.703, 16/Q.703
BSNT NSR-E NSIT Backward sequence number of next SU to be transmitted
. Figures 7-9/Q.703 and 13-16/Q.703, Figures 27 and 30/Q.704.
CBA : RCA ARS Changeback acknowledgement signal
Table 3/Q.704
CBD RCO . ORS Changeback declaration signal
Table 3/Q.704
CBK RAC CoL Clear-back signal
Table 3/Q.723, Figure 3/Q.724
CCF CCN FCO Continuity-failure signal
Table 3/Q.723
CCl CCE PCL Continuity check incoming )
Recommendation Q.724, § 10.3, Figures 3/Q.724, 5/Q.724, 6/Q.724
CCM SC MSC Circuit supervision message
Table 3/Q.723
cCco CCS PCS Continuity-check outgoing
‘ Recommendation Q.723, § 10.3 Figures 3/Q.724, 4/Q.724
CCR CcCD PPC . Continuity-check-request signal
- Table 3/Q.723 Figures 2/Q.724, 3/Q.724, 6/Q.724 and 7/Q.724
CCS CS SCC Common channel signalling
’ : Recommendation Q.701, § 1.1
CFL ECH SLI Call-failure signal
Table 3/Q.723, Figure 3/Q.724
CGC EFC CHC Circuit-group-congestion
Table 3/Q.723, Figure 3/Q.724
CHG TAX MTA Charging message
Table 3/Q.723
CHM PR MPA Changeover and changeback messages

Table 1/Q.704
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English French Spanish Meaning

CIC CIC CIC Circuit identification code
Recommendation Q.704, § 13.10.3, Recommendation Q.723, § 2.2.1
CIR IDD PIL Calling-line-identity-request signal
Table 3/Q.723
CK CRT BCE Check bits
Figure 3/Q.703
CLF FIN FIN Clear-forward signal
' Table 3/Q.723, Figure 2/Q.724, 3/Q.724, 6/Q.724, 7/Q.724
CL1 IDL MIL Calling-line-identity message
Table 3/Q.723
CLU IDN MIN Calling-line-identity-unavailable signal
Table 3/Q.723
CNP CLI CIM Connection-not-possible signal
© Table 1/Q.704
CNS CLN CIN Connection-not-successful signal
Table 1/Q.704
COA PCA APR Changeover acknowledgement signal
Table 1/Q.704
CcOO PCO OPR Changeover order signal
Table 1/Q.704
CcoT CcCP CON Continuity signal
. Table 3/Q.723, Figure 3/Q.724
CPC STA CTL Call processing control
Recommendation Q.724, § 10.2 Figures 1-7/Q.724
CRI CRE - RPL Continuity recheck incoming
Recommendation Q.724, § 10.1, Figures 1/Q.724, 2/Q.724, 3/Q.724, 6/Q.724,
7/Q.724
CRO CRS RPS Continuity-recheck outgoing
Recommendation Q.724, § 10.1, Figures 1-3/Q.724, 6/Q.724
CSM SA MSL Call supervision message
. Table 3/Q.723
CSS CLR ACC Connection-successful signal
Table 1/Q.704
DAEDR DAD-R DADR Delimitation, alignment, error detection (reception)
Figures 7/Q.703. 9/Q.703. 11/Q.703. 14/Q.703. 16/Q.703. 17/Q.703. 18/Q.703
DAEDT DAD-E DADT Delimitation, alignment, error detection (transmitting)
‘ Figures 12/Q.703, 13/Q.703, 15/Q.703
DCE ETCD ETCD Data circuit terminating equipment
Figure 1/Q.702
DLC CLO CED Signalling-data-link-connection-order signal
. Table 1/Q.704
DLM CL MED Signalling-data-link-connection-order message
Table 1/Q.704
DPC . CPD CPD Destination point code

Recommendation Q.704, §§ 2.2.3, 13.2, Figure 3/Q.704, 14/Q.704, 26/Q.704
Recommendation Q.706, § 3, Recommendation Q.723, § 2.2.1

DUP SSUD PUD ‘ Data user part
: Recommendation Q.701, § 2.1, Figure 2/Q.701
EAM EXR MAR Extended-answer-message indication
Table 3/Q.723

ECA PUA AER Emergency changeover acknowledgement signal
: Table 1/Q.704

ECM PU MEP Emergency changeover message
Table 1/Q.704

ECO PUO PER Emergency changeover order signal
Table 1/Q.704
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English

EUM

FCM
FDM
FIB

FISU

FOT
FSM
FSN
HMDC

HMDT

HMRT

HO
H1

IAC
1A1
IAM
ISP
L1

L2
L3

L4

LI

324

French

EXT

AD

CF

MRF

BIA

TSR

IOP

EA

NSA

obDC

oDT

OAC

HO

H1

CAl

MIS

MIA

PSI

N1

N3

N4

INL

Fascicle VL6 — Abbreviations

Spanish

IAL

BAN

MDA

MCF

MDF

BID

USR

INT

MEL

NSD

HDCM

HDTM

HENM

EO

E1

CAl

MIA

MID

PSI

N1

N2

N3

N4

Meaning

Extended-unsuccessful-backward set-up information message indication
Table 3/Q.723

Flag
Figure 3/Q.703

Forward-address message
Table 3/Q.723

Signalling traffic flow control messages
Table 1/Q.704

Frequency division multiplex
Recommendation Q.723, § 2.2.3, Recommendation Q.724, § 9

Forward indicator bit
Figures 3/Q.703, 13/Q.703, 15/Q.703

Fill-in signal unit
Figures 7/Q.703, 8/Q.703, 13-16/Q.703, Figures A-2/Q.704, A-3/Q.704,
A-8/Q.704 ’

Forward-transfer signal
Table 3/Q.723

Forward set-up message
Table 3/Q.723

Forward sequence number
Figures 3/Q.703, 13/Q.703

Message discrimination
Recommendation Q.704, § 14.3, Figures 23-26/Q.704

Message distribution
Recommendation Q.704, § 14.3, Figures 23-25/Q.704, 28/Q.704, 30/Q.704,
31/Q.704, 42/Q.704, 44-46/Q.704, 2/Q.707

Message routing
Recommendation Q.704, § 14.3, Figures 23/Q.704, 24/Q.704, 26/Q.704,
27/Q.704, 30/Q.704, 31/Q.704, 32/Q.704, 33/Q.704, 42/Q.704, 44/Q.704,

'45/Q.704, 46/Q.704, A-6/Q.704, 2/Q.707
’ Heading code

Recommendation Q.704, § 13.3, Figure 16/Q.704, Recommendation Q.707,
§ 5.3, Figure 1/Q.707, Recommendation Q.723, §§ 3.1 and 3.2

Heading code
Recommendation Q.704, § 13.4.3, Figure 16/Q.704, Recommendation Q.723,
§ 3.1

Initial alignment control
Figures 7-9/Q.703, 11/Q.703, 13-17/Q.703, A-8/Q.704

Initial address message with additional information
Table 3/Q.723 ‘

Initial address message
Table 3/Q.723, Figures 3/Q.724, 6/Q.724, Table 2/Q.725

International signalling point
Recommendation Q.705, § 3, Figure 1/Q.705

Level 1
Figures 12/Q.703, 35/Q.704, 38-40/Q.704, A-2/Q.704, A-3/Q.704, A-5/Q.704

Level 2

Figures 8/Q.703, 9/Q.703, 12/Q.703, 13/Q.703, 15/Q.703, 23/Q.704,
24/Q.704, 26/Q.704, 27/Q.704, 30/Q.704, 35/Q.704, 37/Q.704, A-2/Q.704,
A-5/Q.704, A-8/Q.704

Level 3

Figures 8/Q.703, 9/Q.704, 13/Q.703, 15/Q.703, 23/Q.704, 24/Q.704,
26/Q.704, 30/Q.704, 31/Q.704, 34/Q.704, 35/Q.704, 37/Q.704, 38/Q.704,
39/Q.704, A-3/Q.704, A-5/Q.704, A-8/Q.704

Level 4
Figures 23/Q.704, 25-27/Q.704, 34/Q.704

Length indicator
Recommendation Q.703, § 2.2, Figure 3/Q.703



English French Spanish Meaning

LLSC GCSF CCE Link set control

Figures 29/Q.704, 35-37/Q.704, A-2/Q.704, A-5/Q.704
LOS LHS LFS Line-out-of-service signal

Table 3/Q.723, Figure 3/Q.724
LSAC GCSA CAE Signalling link activity control

Recommendation  Q.704, § 14.6, Figures 28-30/Q.704, 35-41/Q.704,
A-2/Q.704, A-3/Q.704, A-4/Q.704, A-5/Q.704, A-7/Q.704

LSC SET CEE Link state control
Figures 7-10/Q.703, 13-18/Q.703, Recommendation Q.704, § 14.6, Figures
41/Q.704, A-2/Q.704, A-5/Q.704, A-8/Q.704

LSDA GCAL AED Signalling data link allocation
Recommendation Q.704, § 14.6, Figures 35/Q.704, 37-40/Q.704, 42/Q.704,
A-2/Q.704, A-4/Q.704, A-5/Q.704

LSDS GCLR SED Stand-by data link selection
Figures A-2/Q.704, A-4/Q.704, A-5/Q.704
LSLA GCAC AES Signalling link activation’

Recommendation Q.704, § 14.6, Figures 35/Q.704, 37/Q.704, 38/Q.704,
41/Q.704, 42/Q.704, A-2/Q.704, A-5/Q.704

LSLD GCDA DES Signalling link deactivation
Recommendation Q.704, § 14.6, Figures 35/Q.704. 37/Q.704, 40/Q.704,
41/Q.704, 42/Q.704, A-2/Q.704, A-5/Q.704

LSLR GCRE RES Signalling link restoration
Recommendation Q.704, § 14.6. Figures 35/Q.704, 37/Q.704, 39/Q.704,
41/Q.704, 42/Q.704, A-2/Q.704, A-3/Q.704, A-5/Q.704

LSSU TSE UEE Link status signal units

Figures 13-16/Q.703
LSTA GCAT ATS Signalling terminal allocation

Recommendation Q.704. § 14.6, Figures 35/Q.704. 38/Q.704, 39/Q.704,
40/Q.704, 41/Q.704, A-2/Q.704

MGMT GES SGE Management system
Figures 8/Q.703, 27/Q.704. 28/Q.704. 35-37/Q.704, A-2/Q.704, A-7/Q.704,
2/Q.707

MSU TSM USM Message signal unit

Recommendation Q.701, § 2.3, Figures 7/Q.703, 8/Q.703, 14/Q.703,
15/Q.703, 16/Q.703. A-8/Q.704

MTP SSTM PTM Message transfer part
: Recommendation Q.701, § 2.1, Recommendation Q.721, § 1
NACK ACN RN - Negative acknowledgement
Figures 7/Q.703, 13/Q.703, 14/Q.703
NNC ERN CRN National-network-congestion signal
Table 3/Q.723, Figure 3/Q.724
NSP PSN PSN National signalling point
Recommendation Q.705, § 3, Figure 1/Q.705
OPC CPO CPO Originating point code

Recommendation Q.704, §§ 2.2.3 and 13.2, Figures 3/Q.704 and 14/Q.704,‘
Recommendation Q.706, § 3, Recommendation Q.723, § 2.2.1

PCM MIC MIC Pulse code modulation
Recommendation Q.702, § 5.3

PCR RCP RCP Preventive cyclic retransmission
Tables 1/Q.706, 2/Q.706
POC SIP CBP Processor outage control
Figures 8/Q.703, 10/Q.703, A-8/Q.704
RAN NRP RRE Reanswer signal
Table 3/Q.723, Figure 3/Q.724
RC REC CR Reception control
Figures 8/Q.703. 9/Q.703. 11/Q.703, 13-16/Q.703, A-8/Q.704
RLG LIG LGU Release-guard signal

Table 3/Q.723, Figures 2/Q.724, 3/Q.724, 6/Q.724, 1/Q.724
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English French Spanish Meaning

RSC RZC RCI Reseat-circuit signal
Table 3/Q.723
RSM TR MPR Signalling-route-set-test message
Table 1/Q.704
RSRT GRTF CPC Signalling route set test control
Recommendation Q.704, § 14.5, Figures 23/Q.704, 29/Q.704, 43-46/Q.704
RST TRS PRS Signalling-route-set-test signal
Table 1/Q.704
RTAC GRTA CTA Transfer allowed control

Recommendation Q.704, § 14.5, Figures 29/Q.704, 33/Q.704, 37/Q.704,
43/Q.704, 45/Q.704, 46/Q.704

RTB TRT . MRT Retransmission buffer
Figures 7/Q.703, 13/Q.703, 15/Q.703
RTPC GRTI CTP Transfer prohibited control

Recommendation Q.704, '§ 14.5, Figures 26/Q.704, 29/Q.704, 43/Q.704,
44/Q.704, 46/Q.704

SAM MSA MSD Subsequent-address message
Table 3/Q.723, Figure 3/Q.724, Table 2/Q.725
SAO MSS SDU Subsequent-address message with one signal
Table 3/Q.723
SBM SE MEC Successful-backward-set-up information message
Table 3/Q.723
SDL LDS LED Functional specification and description language
‘Recommendation Q.704, § 14.1, Recommendation Q.724, § 10.1
SEC EEC CEC Switching-equipment-congestion signal
: Table 3/Q.723, Figure 3/Q.724
SF C ETC CE Status field
Figure 3/Q.703
SI INS IS Service indicator
Recommendation Q.704, § 13.1.1
SIE ETAU IAE Status indication “emergency terminal status™

Recommendation Q.703, §§ 7.2, 7.3 and 10.1.3, Figure_s 2/Q.703, 4/Q.703,
7-9/Q.703, 13-16/Q.703 :

SIF INF CIS Signal information field
Figure 3/Q.703
SIN ETAN IAN Status indication “normal terminal status”

Recommendation Q.703, §§ 7.2, 7.3 and 10.1.3, Figures 2/Q.703, 4/Q.703,
7-9/Q.703, 13-16/Q.703

S10 SER OIS Service information octet
" Figure 3/Q.703
sio" ETAP IFA Status indication “out of alignment”

Recommendation Q.703, §§ 7.2, 7.3 and 10.1.3, Figures 2/Q.703, 4/Q.703,
7-9/Q.703, 13-16/Q.703

SI0S ETHS IFS Status indication “out of service”
Recommendation Q.703, §§ 7.2, 7.3 and 10.1.3, Figures 2/Q.703, 4/Q.703,
7-9/Q.703, 13-16/Q.703, A-8/Q.704 .

SIPO ETIP IBP Status indication “processor outage”
Recommendation Q.703, § 10.1.3, Figures 2/Q.703, 7/Q.703, 8/Q.703,
13-16/Q.703, A-8/Q.704

SLC cocC COE Signalling link code
Recommendation Q.704, §§ 13.2 Figure 14/Q.704
SLM GCS GES Signalling link management

Recommendation Q.704, §§ 14.1 and 14.6, Figures 23/Q.704, 25/Q.704,
26/Q.704, 27/Q.704, 29/Q.703

b In English, another abbreviation will have to be found for status indication “out of alignment”, since the abbreviation SI1O is
already used for service information octet.
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English

SLS

SLTM
SMH

SP

SPRC

SRM

SSB
SSF
SST
ST
STLC

ST™M

STP

SuU
SUERM
TAA

TB
TCBC

TCOC

TCRC

TFA
TFM
TFP

TFRC

French

SCS

ESCO

OMS

PS

CPS

GRS

occC

DSS

TSI

ST

ESC

GTS

PTS

TS

STTS

TAA

TEM

GTCN

GTCS

GTRN

TAO

. TF

TIO

GTRS

Spanish
SES

MPES
TMS

PS-

CPS

GRS

ABO
CSS _
TIE
SFN
CPES

GTS
PTS

us
MUS
ATA
MT
TCRS

TCER
TCRC

TRA
MTR
PTR

TCRF

Meaning

Signalling link selection code
Recommendation Q.704, § 2.2.4, Figures 3/Q.704, 4/Q.704, 26/Q.704,
A-3.1/Q.705

Signalling link test message
Figure 2/Q.707

Signalling message handling
Recommendation Q.704, §§ 14.1 and 14.3, Figures 23/Q.704, 43/Q.704

Signalling point
Figures 8/Q.704, 23/Q.703, 24/Q.703, 26/Q.703, 27/Q.703, 30/Q.703,
31/Q.703, 42-44/Q.703

Signalling procedure control
Recommendation Q.724, § 10.1, Figures 1-7/Q.724

Signalling route management
Recommendation Q.704, §§ 14.1 and 14.5, Figures 23/Q.704, 25-27/Q.704,
43/Q.704 )

Subscriber-busy signal (electrical)
Table 3/Q.723, Figure 3/Q.724

Sub-service field
Recommendation Q.704, § 13.1.1

Send-special—information-toné signal
Figures 1-7/Q.724

End-of-pulsing signal )
Recommendation Q.724, § 1.3

Signalling link test control
Figures 25/Q.704, 26/Q.704, 2/Q.707

Signalling traffic management
Recommendation Q.704, §§ 14.1 and 14.4, Figures 23/Q.704, 25-27/Q.704,
30/Q.704, 35/Q.704, 39/Q.704, 43/Q.704, A-2/Q.764

Signalli.ng transfer point
Figure 4/Q.701, Recommendation Q.705, § 3, Figures A-1/Q.705, A-2/Q.705,
Recommendation Q.706, § 4.3.3, Table 3/Q.706

Signal unit
Figures 2/Q.703, 7/Q.703

Signal unit error rate monitor
Figures 7/Q.703, 8/Q.703, 11/Q.703, 18/Q.703, A-8/Q.704

Transfer-allowed acknowledgement signal
Table 1/Q.704, Figure 45/Q.704

- Transmission buffer

Figures 7/Q.703, 13/Q.703, 15/Q.703

Changeback control
Recommendation Q.704, § 14.4, Figures 27-29/Q.704, 31/Q.704, A-7/Q.704

Changeover control .
Recommendation Q.704, § 14.4, Figures 27-30/Q.704, 37/Q.704, A-6/Q.704,
A-7/Q.704

Controlled rerouting control
Recommendation Q.704, § 14.4, Figures 27/Q.704, 29/Q.704, 33/Q.704,
45/Q.704

Transfer-allowed signal
Table 1/Q.704

Transfer-prohibited and transfer-allowed messages
Table 1/Q.704

Transfer-prohibited signal
Table 1/Q.704

Forced rerouting control
Recommendation Q.704, §§ 14.4, Figures 27/Q.704, 29/Q.704, 32/Q.704
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English

TLAC

TPA

TSFC

TSRC

TUP

TXC

UBA

UBL

UBM

UNN

UpP

328

French

GTSD

TIA

GTFX

GTAC

SSuUT

EMI

DBA

DBO

EE

NNU

SSu

Fascicle VI.6 — Abbreviations

Spanish

TCDE

APT

CFTS

CEN

PUT

CcT

ARD

DBL

MEI

NNA

PU

Meaning

Link availability control
Recommendation Q.704, § 14.4, Figures 27-31/Q.704, 37/Q.704, A-5/Q.704,
A-6/Q.704, A-7/Q.704

Transfer-prohibited acknowledgement signal
Table 1/Q.704, Figure 44/Q.704

Signalling traffic flow control
Figures 27/Q.704, 29/Q.704, 34/Q.704

Signalling routing control
Recommendation Q.704, § 14.4, Figures 27-34/Q.704, 36/Q.704, 37/Q.704,
44-46/Q.704, A-6/Q.704, A-7/Q.704

Telephone user part
Recommendation Q.701, § 2.1, Figure 2/Q.701, Recommendation Q.721, § 1

Transmission control
Figures 8/Q.703, 9/Q.703, 12-16/Q.703, A-8/Q.704

Unblocking-acknowledgement signal
Table 3/Q.723

Unblocking signal
Table 3/Q.723

Unsuccessful-backward-set-up-information message
Table 3/Q.723

Unallocated-national-number signal
Table 3/Q.723, Figure 3/Q.724

User part
Figure 2/Q.704
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